Federal Register/Vol. 90, No. 2/Friday, January 3,

2025/ Notices

Accreditation Program for Substance
Abuse (LAPSA) effective May 12, 1998.
Laboratories certified through that
program were accredited to conduct
forensic urine drug testing as required
by U.S. Department of Transportation
(DOT) regulations. As of that date, the
certification of those accredited
Canadian laboratories continued under
DOT authority. The responsibility for
conducting quarterly performance
testing plus periodic on-site inspections
of those LAPSA-accredited laboratories
was transferred to the U.S. HHS, with
the HHS’ NLCP contractor continuing to
have an active role in the performance
testing and laboratory inspection
processes. Other Canadian laboratories
wishing to be considered for the NLCP
may apply directly to the NLCP
contractor just as U.S. laboratories do.

Upon finding a Canadian laboratory to
be qualified, HHS will recommend that
DOT certify the laboratory as meeting
the minimum standards of the current
Mandatory Guidelines published in the
Federal Register. After receiving DOT
certification, the laboratory will be
included in the monthly list of HHS-
certified laboratories and participate in
the NLCP certification maintenance
program. DOT established this process
in July 1996 (61 FR 37015) to allow
foreign laboratories to participate in the
DOT drug testing program.

Anastasia D. Flanagan,

Public Health Advisor, Division of Workplace
Programs.

[FR Doc. 2024-31499 Filed 1-2-25; 8:45 am]
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Request for Comment on the National
Cyber Incident Response Plan Update
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Infrastructure Security Agency (CISA),
Department of Homeland Security
(DHS).

ACTION: Notice of availability; extension
of comment period.

SUMMARY: On December 16, 2024, the
Cybersecurity and Infrastructure
Security Agency (CISA) published a
request for comment in the Federal
Register on a draft National Cyber
Incident Response Plan (NCIRP) Update,
which requests feedback on the draft
update. CISA is extending the public
comment period for the draft update for
an additional thirty days through
February 14, 2025.

DATES: The comment period for the draft
update published on December 16,
2024, at 89 FR 101614 is extended.
Comments and related materials must
be submitted on or before February 14,
2025.

ADDRESSES: You may submit comments,
identified by docket number CISA—
2024-0037, by clicking on the “Submit
a Public Comment”” button above or by
following the instructions below for
submitting comments directly via the
Federal public document portal, at
https://www.regulations.gov.

Instructions: All comments received
must include the agency name and
docket number CISA-2024-0037. All
comments received will be posted
without change to http://
www.regulations.gov, including any
personal information provided. CISA
reserves the right to publicly republish
relevant and unedited comments in
their entirety that are submitted to the
docket. Do not include personal
information such as account numbers,
social security numbers, or names of
other individuals. Do not submit
confidential business information or
otherwise sensitive or protected
information.

Docket: For access to the docket to
read the draft National Cyber Incident
Response Plan (NCIRP) Update or
comments received, go to https://
www.regulations.gov. For convenience,
CISA has also posted the draft NCIRP
Update on https://www.cisa.gov/
national-cyber-incident-response-plan-
ncirp.

FOR FURTHER INFORMATION CONTACT:

Technical Content information: Mark
Peters, 771-212-7125, mark.peters@
cisa.dhs.gov.

Program information: Michael
Fogarty, 202-412-8385,
michael.fogarty@cisa.dhs.gov.
SUPPLEMENTARY INFORMATION: On
December 16, 2024, CISA published a
request for comment on the NCIRP
Update (89 FR 101614). In the draft
update, CISA addresses changes in the
cyber threat and operations landscape
by incorporating feedback and lessons
learned from stakeholders to make the
updated NCIRP more fully inclusive
across non-federal stakeholders—further
establishing a foundation for continued
improvement of the nation’s response to
significant cyber incidents. The request
for comment provided for a 30-day
comment period, set to close January 15,
2025. CISA received multiple requests
to extend the deadline given the
holidays occurring during the public
comment period. Therefore, the
comment period is now open through
February 14, 2025.

This notice is issued under the
authority of 6 U.S.C. 652, 659, 660, and
665b.

Jeffrey E. Greene,

Executive Assistant Director for
Cybersecurity, Cybersecurity and
Infrastructure Security Agency, Department
of Homeland Security.

[FR Doc. 2024-31514 Filed 1-2-25; 8:45 am]
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ACTION: 60-Day notice.

SUMMARY: The Department of Homeland
Security (DHS), U.S. Citizenship and
Immigration Services (USCIS) invites
the general public and other Federal
agencies to comment upon this
proposed extension of a currently
approved collection of information. In
accordance with the Paperwork
Reduction Act (PRA) of 1995, the
information collection notice is
published in the Federal Register to
obtain comments regarding the nature of
the information collection, the
categories of respondents, the estimated
burden (i.e., the time, effort, and
resources used by the respondents to
respond), the estimated cost to the
respondent, and the actual information
collection instruments.

DATES: Comments are encouraged and
will be accepted for 60 days until March
4, 2025.

ADDRESSES: All submissions received
must include the OMB Control Number
1615—0068 in the body of the letter, the
agency name and Docket ID USCIS—
2007—-0036. Submit comments via the
Federal eRulemaking Portal website at
https://www.regulations.gov under e-
Docket ID number USCIS-2007—-0036.
FOR FURTHER INFORMATION CONTACT:
USCIS, Office of Policy and Strategy,
Regulatory Coordination Division,
Samantha Deshommes, Chief, telephone
number (240) 721-3000 (This is not a
toll-free number. Comments are not
accepted via telephone message). Please
note contact information provided here


https://www.regulations.gov
https://www.regulations.gov
mailto:michael.fogarty@cisa.dhs.gov
https://www.regulations.gov
http://www.regulations.gov
http://www.regulations.gov
https://www.regulations.gov
mailto:mark.peters@cisa.dhs.gov
mailto:mark.peters@cisa.dhs.gov
https://www.cisa.gov/national-cyber-incident-response-plan-ncirp
https://www.cisa.gov/national-cyber-incident-response-plan-ncirp
https://www.cisa.gov/national-cyber-incident-response-plan-ncirp

		Superintendent of Documents
	2025-01-03T01:16:01-0500
	Government Publishing Office, Washington, DC 20401
	Government Publishing Office
	Government Publishing Office attests that this document has not been altered since it was disseminated by Government Publishing Office




