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Responses per Respondent: 1. 
Annual Responses: 150. 
Average Burden per Response: 15 

minutes. 
Annual Burden Hours: 37.5. 
Needs and Uses: The information 

collection requirement is necessary to 
obtain, track, and record the personnel 
security data, training information, and 
travel history within the White House 
Military Office and White House 
Communications Agency. 

Affected Public: Individuals or 
households. 

Frequency: On occasion. 
Respondent’s Obligation: Voluntary. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 
DoD Clearance Officer: Mr. Reginald 

Lucas. 
Dated: November 19, 2024. 

Stephanie J. Bost, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–27406 Filed 11–21–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2024–OS–0095] 

Submission for OMB Review; 
Comment Request 

AGENCY: Office of the Under Secretary of 
Defense for Personnel and Readiness 
(OUSD(P&R)), Department of Defense 
(DoD). 
ACTION: 30-Day information collection 
notice. 

SUMMARY: The DoD has submitted to the 
Office of Management and Budget 
(OMB) for clearance the following 
proposal for collection of information 
under the provisions of the Paperwork 
Reduction Act. 
DATES: Consideration will be given to all 
comments received by December 23, 
2024. 
ADDRESSES: Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 
for Public Comments’’ or by using the 
search function. 
FOR FURTHER INFORMATION CONTACT: 
Reginald Lucas, (571) 372–7574, 
whs.mc-alex.esd.mbx.dd-dod- 
information-collections@mail.mil. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: Record of Military Processing- 

Armed Forces of the United States; DD 
Form 1966/USMEPCOM FORM 680– 
3A–E; OMB Control Number 0704– 
0173. 

Type of Request: Revision. 
Number of Respondents: 423,000. 
Responses per Respondent: 2. 
Annual Responses: 846,000. 
Average Burden per Response: 21 

minutes. 
Annual Burden Hours: 296,100. 
Needs and Uses: Title 10 United 

States Code (U.S.C.), sections 504, 505, 
508, and 1012; title 14 U.S.C., sections 
351 and 632; title 50 U.S.C., Appendix 
section 451; and Executive Order 9397 
require applicants to meet standards for 
enlistment into the Armed Forces. This 
information collection is the basis for 
determining eligibility of applicants for 
enlistment in the Armed Forces and is 
needed to verify data given by the 
applicant and to determine his/her 
qualification of enlistment. The 
information collected aids in the 
determination of qualifications, terms of 
service, and grade in which a person, if 
eligible, will enter active duty or reserve 
status. The information collected is used 
to feed other DoD and service-specific 
forms that later would be used to issue 
identification cards and receive benefits 
associated with military service. 

Affected Public: Individuals or 
households. 

Frequency: On occasion. 
Respondent’s Obligation: Voluntary. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 
DoD Clearance Officer: Mr. Reginald 

Lucas. 
Dated: November 19, 2024. 

Stephanie J. Bost, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–27404 Filed 11–21–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2024–OS–0090] 

Submission for OMB Review; 
Comment Request 

AGENCY: Office of the Chief Information 
Officer (CIO), Department of Defense 
(DoD). 
ACTION: 30-Day information collection 
notice. 

SUMMARY: The DoD has submitted to the 
Office of Management and Budget 
(OMB) for clearance the following 
proposal for collection of information 
under the provisions of the Paperwork 
Reduction Act. 

DATES: Consideration will be given to all 
comments received by December 23, 
2024. 

ADDRESSES: Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 
for Public Comments’’ or by using the 
search function. 
FOR FURTHER INFORMATION CONTACT: 
Reginald Lucas, (571) 372–7574, 
whs.mc-alex.esd.mbx.dd-dod- 
information-collections@mail.mil. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: DoD’s Defense Industrial Base 
(DIB) Cybersecurity (CS) Activities 
Cyber Incident Reporting; OMB Control 
Number 0704–0489. 

Type of Request: Revision. 
Number of Respondents: 111. 
Responses per Respondent: 5. 
Annual Responses: 555. 
Average Burden per Response: 2 

hours. 
Annual Burden Hours: 1,110. 
Needs and Uses: DoD designated the 

DoD Cyber Crime Center (DC3) as the 
single focal point for receiving all cyber 
incident reporting affecting the 
unclassified networks of DoD 
contractors from industry and other 
government agencies. DoD collects 
cyber incident reports using the Defense 
Industrial Base Network (DIBNet) portal 
(https://dibnet.dod.mil). Mandatory 
reporting requirements are addressed in 
a separate information collection under 
OMB Control Number 0704–0478 
entitled ‘‘Safeguarding Covered Defense 
Information, Cyber Incident Reporting, 
and Cloud Computing’’ authorizing the 
collection of mandatory cyber incident 
reporting in accordance with 10 United 
States Code (U.S.C.) 393: ‘‘Reporting on 
Penetrations of Networks and 
Information Systems of Certain 
Contractors,’’ 10 U.S.C. 391: ‘‘Reporting 
on Cyber Incidents with Respect to 
Networks and Information Systems of 
Operationally Critical Contractors and 
Certain Other Contractors, and 50 U.S.C. 
3330: ‘‘Reports to the Intelligence 
Community on Penetrations of 
Networks and Information Systems of 
Certain Contractors. 

This information collection supports 
the voluntary sharing of cyber incident 
information from DoD contractors in 
accordance with 32 Code of Federal 
Regulations part 236, ‘‘DoD- DIB CS 
Activities,’’ which authorizes the DIB 
CS Program. Sharing cyber incident 
information is critical to DoD’s 
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understanding of cyber threats against 
DoD information systems, programs, 
and warfighting capabilities. This 
information helps DoD to inform and 
mitigate adversary actions that may 
affect DoD information resident on or 
transiting unclassified defense 
contractor networks. The Federal 
Information Security Modernization Act 
of 2014 authorizes DoD to oversee 
agency information security policies 
and practices, for systems that are 
operated by DoD, a contractor of the 
Department, or another entity on behalf 
of DoD that processes any information 
the unauthorized access, use, 
disclosure, disruption, modification, or 
destruction of which would have a 
debilitating impact on DoD’s mission. 

Activities under this information 
collection also support DoD’s critical 
infrastructure protection 
responsibilities, as the sector specific 
agency for the DIB sector (see 
Presidential Policy Directive 21, 
‘‘Critical Infrastructure Security and 
Resilience,’’ available at https://
www.whitehouse.gov/the-press-office/ 
2013/02/12/presidential-policy- 
directive-critical-infrastructure-security- 
and-resil. The information collection 
requests data from the reporting 
companies to enable DoD to better 
understand the technical details of or 
related to a cyber-incident, including its 
potential adverse effect on the 
company’s unclassified information 
system and the effect, if any, on DoD 
information residing on or transiting the 
company’s information system; or a 
company’s ability to provide 
operationally critical support to DoD. 
The collection includes a request for a 
company point of contact if DoD has 
questions regarding the shared 
information. 

Defense contractors are encouraged to 
share information including cyber threat 
indicators that they believe may be of 
value in alerting the Government and 
others, as appropriate, to adversary 
activity so that we can develop 
mitigation strategies and proactively 
counter threat actor activity. Cyber 
incidents that are not compromises of 
covered defense information or do not 
adversely affect the contractor’s ability 
to perform operationally critical 
support, may be of interest to the DIB 
and DoD for situational awareness 
purposes. 

The information collection is based 
on the DoD contractor’s internal 
assessment and determination that 
cyber information should be shared 
with DoD. Once the defense contractor 
determines that a report will be valuable 
to the community, they submit a cyber- 
incident report using the Incident 

Collection Format (ICF) that can be 
accessed via the web portal (https://
dibnet.dod.mil). 

DoD established this portal as the 
single reporting site for cyber incident 
information, whether mandatory or 
voluntary. A defense contractor selects 
the ‘‘Report a Cyber Incident’’ button. 
The defense contractor will then be 
prompted for their DoD-approved 
medium assurance certificate to gain 
access to the ICF. The contractor is then 
directed to a Privacy Act Statement web 
page that clearly states all cyber 
incident reports are stored in 
accordance with the DIB CS Activities 
System of Record Notice. Contractors 
are then allowed to access the ICF and 
input data. Once a defense contractor 
completes the ICF, they are given a 
preview of the ICF to ensure that all the 
information they are providing is 
correct. After verifying the information 
is correct, the defense contractor will 
then click the ‘‘submit’’ button. A 
reporting submission ID number is 
provided when the report is submitted. 
DoD uses this number to track the report 
and actions related to the report. 

The report is analyzed by cyber threat 
experts at DC3 and they, in turn, 
develop written products that include 
analysis of the threat, mitigations, and 
indicators of adversary activity. These 
anonymized products are shared with 
authorized DoD personnel, other 
Federal agencies and designated points 
of contact in defense companies 
participating in the DIB CS Program. 
The products developed by DC3 do not 
contain company attribution, 
proprietary or personal information, but 
are vital to improving network security 
within the Government and the DIB. 

Affected Public: Businesses or other 
for-profit; Not-for-profit Institutions. 

Frequency: On occasion. 
Respondent’s Obligation: Voluntary. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 
DoD Clearance Officer: Mr. Reginald 

Lucas. 

Dated: November 19, 2024. 

Stephanie J. Bost, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2024–27405 Filed 11–21–24; 8:45 am] 

BILLING CODE 6001–FR–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary of Defense 

[Docket ID: DoD–2024–OS–0120] 

Proposed Collection; Comment 
Request 

AGENCY: Office of the Under Secretary of 
Defense for Acquisition and 
Sustainment (OUSD(A&S)), Department 
of Defense (DoD). 
ACTION: 60-Day information collection 
notice. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
OUSD A&S announces a proposed 
public information collection and seeks 
public comment on the provisions 
thereof. Comments are invited on: 
whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
agency, including whether the 
information shall have practical utility; 
the accuracy of the agency’s estimate of 
the burden of the proposed information 
collection; ways to enhance the quality, 
utility, and clarity of the information to 
be collected; and ways to minimize the 
burden of the information collection on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
DATES: Consideration will be given to all 
comments received by January 21, 2025. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

Federal eRulemaking Portal: https://
www.regulations.gov. Follow the 
instructions for submitting comments. 

Mail: Department of Defense, Office of 
the Assistant to the Secretary of Defense 
for Privacy, Civil Liberties, and 
Transparency, Regulatory Directorate, 
4800 Mark Center Drive, Mailbox #24 
Suite 05F16, Alexandria, VA 22350– 
1700. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the internet at https://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to Office of the Under 
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