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requirements outlined in the NFIP 
regulations and helps establish an 
organized package of the data needed to 
revise NFIP maps. 

This proposed information collection 
previously published in the Federal 
Register on October 26, 2023, at 88 FR 
73604 with a 60-day public comment 
period. One public comment voicing 
their support for this information 
collection was received. FEMA wishes 
to thank the commentor for their 
support. The purpose of this notice is to 
notify the public that FEMA will submit 
the information collection abstracted 
below to the Office of Management and 
Budget for review and clearance. 

Collection of Information 

Title: Revision to National Flood 
Insurance Program Maps: Application 
Forms for LOMRs and CLOMRs. 

Type of Information Collection: 
Extension of a currently approved 
information collection. 

OMB Number: 1660–0016. 
FEMA Forms: FEMA Form FF–206– 

FY–21–100 (formerly 086–0–27), 
Overview & Concurrence (Form 1); 
FEMA Form FF–206–FY–21–101 
(formerly 086–0–27A), Riverine 
Hydrology & Hydraulics (Form 2); 
FEMA Form FF–206–FY–21–102 
(formerly 086–0–27B), Riverine 
Structures (Form 3); FEMA Form FF– 
206–FY–21–103 (formerly 086–0–27C), 
Coastal Analysis (Form 4); FEMA Form 
FF–206–FY–21–104 (formerly 086–0– 
27D), Coastal Structures (Form 5); and 
FEMA Form FF–206–FY–21–105 
(formerly 086–0–27E), Alluvial Fan 
Flooding (Form 6). 

Abstract: The forms in this 
information collection are used to 
determine if the collected data will 
result in the modification of Base Flood 
Elevations (BFEs), Special Flood Hazard 
Area (SFHA), or floodway. Once the 
information is collected, it is submitted 
to FEMA for review and is subsequently 
included on the National Flood 
Insurance Program (NFIP) maps. These 
maps will be used for flood insurance 
determinations and for floodplain 
management purposes. 

Affected Public: State, Local and 
Tribal Government, Business or Other 
For-Profit, Individuals or Households. 

Estimated Number of Respondents: 
5,589. 

Estimated Number of Responses: 
5,589. 

Estimated Total Annual Burden 
Hours: 14,633. 

Estimated Total Annual Respondent 
Cost: $1,082,824. 

Estimated Respondents’ Operation 
and Maintenance Costs: $26,430,000. 

Estimated Respondents’ Capital and 
Start-Up Costs: $0. 

Estimated Total Annual Cost to the 
Federal Government: $26,651. 

Comments 
Comments may be submitted as 

indicated in the ADDRESSES caption 
above. Comments are solicited to (a) 
evaluate whether the proposed data 
collection is necessary for the proper 
performance of the Agency, including 
whether the information shall have 
practical utility; evaluate the accuracy 
of the Agency’s estimate of the burden 
of the proposed collection of 
information, including the validity of 
the methodology and assumptions used; 
(c) enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) minimize the burden 
of the collection of information on those 
who are to respond, including through 
the use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submission of 
responses. 

Millicent Brown Wilson, 
Records Management Branch Chief, Office 
of the Chief Administrative Officer, Mission 
Support, Federal Emergency Management 
Agency, Department of Homeland Security. 
[FR Doc. 2024–01583 Filed 1–25–24; 8:45 am] 

BILLING CODE 9110–12–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2023–0029] 

National Security Telecommunications 
Advisory Committee 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: Notice of open Federal advisory 
committee meeting; request for 
comments. 

SUMMARY: CISA is publishing this notice 
to announce the President’s National 
Security Telecommunications Advisory 
Committee (NSTAC) meeting on March 
7, 2024. This meeting is open to the 
public. 
DATES: 

Meeting Registration: Registration to 
attend the meeting is required and must 
be received no later than 5:00 p.m. 
Eastern Standard Time (EST) on 
February 29, 2024. For more 
information on how to participate, 
please contact NSTAC@cisa.dhs.gov. 

Speaker Registration: Registration to 
speak during the meeting’s public 

comment period must be received no 
later than 5:00 p.m. EST on February 29, 
2024. 

Written Comments: Written comments 
must be received no later than 5:00 p.m. 
EST on February 29, 2024. 

Meeting Date: The NSTAC will meet 
on March 7, 2024, from 2:00 to 3:00 p.m. 
EST. The meeting may close early if the 
committee has completed its business. 
ADDRESSES: The meeting will be held 
via conference call. For access to the 
conference call bridge, or to request 
special assistance, please email 
NSTAC@cisa.dhs.gov by 5:00 p.m. EST 
on February 29, 2024. The NSTAC is 
committed to ensuring all participants 
have equal access regardless of 
disability status. If you require a 
reasonable accommodation due to a 
disability to fully participate, please 
contact the individual listed in the FOR 
FURTHER INFORMATION CONTACT section 
as soon as possible. 

Comments: Members of the public are 
invited to provide comments on issues 
that will be considered by the 
committee as listed in the 
SUPPLEMENTARY INFORMATION section 
below. Associated materials that may be 
discussed during the meeting will be 
made available for review at https://
www.cisa.gov/nstac prior to the day of 
the meeting. Comments should be 
submitted by 5:00 p.m. EST on February 
29, 2024, and must be identified by 
Docket Number CISA–2023–0029. 
Comments may be submitted by one of 
the following methods: 

• Federal eRulemaking Portal: 
www.regulations.gov. Please follow the 
instructions for submitting written 
comments. 

• Email: NSTAC@cisa.dhs.gov. 
Include the Docket Number CISA–2023– 
0029 in the subject line of the email. 

Instructions: All submissions received 
must include the words ‘‘Cybersecurity 
and Infrastructure Security Agency’’ and 
the Docket Number for this action. 
Comments received will be posted 
without alteration to 
www.regulations.gov, including any 
personal information provided. You 
may wish to review the Privacy & 
Security Notice available via a link on 
the homepage of www.regulations.gov. 

Docket: For access to the docket and 
comments received by the NSTAC, 
please go to www.regulations.gov and 
enter docket number CISA–2023–0029. 

A public comment period is 
scheduled to be held during the meeting 
from 2:10 to 2:20 p.m. EST. Speakers 
who wish to participate in the public 
comment period must email NSTAC@
cisa.dhs.gov to register. Speakers should 
limit their comments to three minutes 
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and will speak in order of registration. 
Please note that the public comment 
period may end before the time 
indicated, following the last request for 
comments. 
FOR FURTHER INFORMATION CONTACT: 
Christina Berger, 202–701–6354, 
NSTAC@cisa.dhs.gov. 
SUPPLEMENTARY INFORMATION: The 
NSTAC is established under the 
authority of Executive Order (E.O.) 
12382, dated September 13, 1982, as 
amended by E.O. 13286 and 14048, 
continued under the authority of E.O. 
14109, dated September 29, 2023. 
Notice of this meeting is given under 
FACA, 5 U.S.C. ch. 10 (Pub. L. 117– 
286). The NSTAC advises the President 
on matters related to national security 
and emergency preparedness (NS/EP) 
telecommunications and cybersecurity 
policy. 

Agenda: The NSTAC will hold a 
conference call on Thursday, March 7, 
2024, from 2:00 to 3:00 p.m. EST to 
discuss current NSTAC activities and 
the government’s ongoing cybersecurity 
and NS/EP communications initiatives. 
This meeting is open to the public and 
will include: (1) remarks from the 
administration and CISA leadership on 
salient NS/EP and cybersecurity efforts; 
(2) a deliberation and vote on the 
NSTAC Report to the President on 
Measuring and Incentivizing the 
Adoption of Cybersecurity Best 
Practices; (3) a deliberation and vote on 
the NSTAC Letter to the President on 
Dynamic Spectrum Sharing; and (4) a 
status update on the Principles for 
Baseline Security Offerings from Cloud 
Service Providers Study. 

Dated: January 22, 2024. 
Christina Berger, 
Designated Federal Officer, National Security 
Telecommunications Advisory Committee, 
Cybersecurity and Infrastructure Security 
Agency, Department of Homeland Security. 
[FR Doc. 2024–01504 Filed 1–25–24; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Secret Service 

[DHS–2024–0002] 

U.S. Secret Service ‘‘Cyber 
Investigations Advisory Board’’ 

AGENCY: United States Secret Service 
(USSS), Department of Homeland 
Security, (DHS). 
ACTION: Public announcement for the 
reestablishment of a Federal advisory 
committee. 

SUMMARY: The United States Secret 
Service (USSS) has reestablished a 
‘‘Cyber Investigations Advisory Board 
(CIAB),’’ a Federal Advisory Committee, 
in order to ‘‘prevent and disrupt 
criminal use of cyberspace,’’ as directed 
in the 2018 Department of Homeland 
Security Cybersecurity Strategy (Pillar 
#3, Goal #4) and as identified by the 
Secretary of Homeland Security in 2021. 
This notice is not a solicitation for 
membership. The goal of CIAB is to 
provide the USSS with insights from 
industry, the public sector, academia, 
and non-profit organizations on 
emerging cybersecurity and cybercrime 
issues, and to provide outside strategic 
direction for the USSS investigative 
mission. The CIAB will serve a 
principal mechanism through which 
senior industry and other experts can 
engage, collaborate, and advise the 
USSS regarding cybersecurity and 
cybercrime issues. 

SUPPLEMENTARY INFORMATION:  
Background on the U.S. Secret 

Service’s Investigative Mission: The U.S. 
Secret Service has been investigating 
and preventing financial crimes since its 
creation in 1865. Today, the agency’s 
investigative mission has evolved to 
include safeguarding the payment and 
financial systems of the United States 
from a wide range of financial and 
computer-enabled frauds. 

The Office of Investigations is the 
largest directorate within the U.S. Secret 
Service, supporting protective 
responsibilities world-wide and 
executing the founding mission of the 
Secret Service—to safeguard the 
integrity of U.S. financial and payment 
systems. The Office of Investigations 
accomplishes this mission through 
strategic objectives that include: (1) 
Focusing on countering the most 
significant criminal threats to the 
financial and payment systems of the 
United States through criminal 
investigations; (2) Supporting protective 
responsibilities through investigation of 
threats and safeguarding persons, 
locations and events; (3) Growing and 
developing the Secret Service workforce 
through strategic hiring and training. 

FACA Exemption: Due to the law 
enforcement sensitive nature of the 
discussions that will take place during 
committee meetings, the CIAB is 
exempted by the Secretary of Homeland 
Security from the public notice, 
reporting, and open meeting 
requirements of the Federal Advisory 
Committee Act (Pub. L. 92–463, 5 U.S.C. 
ch.10), pursuant to the Homeland 
Security Act of 2002, 871(a)[(6 U.S.C. 
451(a))]. 

DATES: The CIAB will hold meetings 
twice annually at U.S. Secret Service 
Headquarters in Washington, DC. 
FOR FURTHER INFORMATION CONTACT: 
Emma Wormser, CIAB Designated 
Federal Officer, emma.wormser@
usss.dhs.gov. 

Michael J. Miron, 
Committee Management Officer, Department 
of Homeland Security. 
[FR Doc. 2024–01565 Filed 1–25–24; 8:45 am] 

BILLING CODE 9110–18–P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR–7080–N–05] 

30-Day Notice of Proposed Information 
Collection: Project Approval for Single- 
Family Condominiums; OMB Control 
No.: 2502–0610 

AGENCY: Office of Policy Development 
and Research, Chief Data Officer, HUD. 
ACTION: Notice. 

SUMMARY: HUD is seeking approval from 
the Office of Management and Budget 
(OMB) for the information collection 
described below. In accordance with the 
Paperwork Reduction Act, HUD is 
requesting comment from all interested 
parties on the proposed collection of 
information. The purpose of this notice 
is to allow for an additional 30 days of 
public comment. 
DATES: Comments Due Date: February 
26, 2024. 
ADDRESSES: Interested persons are 
invited to submit comments regarding 
this proposal. Written comments and 
recommendations for the proposed 
information collection should be sent 
within 30 days of publication of this 
notice to www.reginfo.gov/public/do/ 
PRAMain. Find this particular 
information collection by selecting 
‘‘Currently under 30-day Review—Open 
for Public Comments’’ or by using the 
search function. Interested persons are 
also invited to submit comments 
regarding this proposal and comments 
should refer to the proposal by name 
and/or OMB Control Number and 
should be sent to: Colette Pollard, 
Clearance Officer, REE, Department of 
Housing and Urban Development, 451 
7th Street SW, Room 8210, Washington, 
DC 20410–5000; email 
PaperworkReductionActOffice@
hud.gov. 

FOR FURTHER INFORMATION CONTACT: 
Colette Pollard, Reports Management 
Officer, REE, Department of Housing 
and Urban Development, 451 7th Street 
SW, Washington, DC 20410; email; 
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