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security, resulting from a suspected or 
confirmed breach. 

L. To the Office of Management and 
Budget (OMB) during the coordination 
and clearance process in connection 
with legislative affairs as mandated by 
OMB Circular A–19. 

M. To the Department of the Treasury 
to recover debts owed to the United 
States. 

N. To the news media and the public, 
with the approval of the Public Affairs 
Officer in consultation with counsel and 
the Senior Agency Official for Privacy, 
where there exists a legitimate public 
interest in the disclosure of the 
information, except to the extent it is 
determined that release of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

O. To Federal, State, Tribal, or mining 
company officials to verify whether an 
individual is a certified blaster under 
the OSMRE Blaster Certification 
Program. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Blaster certification applications 
(OSMRE–74 forms), related records and 
information are maintained in hard 
copy format such as file folders, and in 
digital format on servers, computers, 
electronic databases, and other 
appropriate electronic storage media. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records are retrieved by OSMRE 
Blaster Certificate number and last name 
filed alphabetically by applicant or 
candidate. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

Records in this system are maintained 
and disposed of in accordance with 
OSMRE Records Schedule N1–471–89– 
1, Item 201–13—Blaster Certification 
Files. The disposition for these records 
is temporary and the records are cut-off 
upon expiration of certification. Records 
are destroyed two years after cut-off. 

Approved destruction methods for 
temporary records that have met their 
retention period include shredding or 
pulping of paper records and erasing or 
degaussing electronic records in 
accordance with Departmental policy 
and NARA guidelines. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The records contained in this system 
are safeguarded in accordance with 43 
CFR 2.226 and other applicable security 
and privacy rules and policies. Records 
are accessible only by authorized 

OSMRE employees. During normal 
hours of operation, paper records are 
maintained in locked file cabinets under 
the control of authorized personnel. 
Computer servers on which electronic 
records are stored are in secured 
Department-controlled facilities with 
physical, technical, and administrative 
levels of security to prevent 
unauthorized access to the Department’s 
network and information assets. Access 
granted to authorized personnel is based 
on muti-factor authentication and each 
person granted access to the system 
must be individually authorized to use 
the system. A Privacy Act Warning 
Notice appears on computer monitor 
screens when records containing 
information on individuals are first 
displayed. Data exchanged between the 
servers and the system is encrypted. 
Backup tapes are encrypted and stored 
in a locked and controlled room in a 
secure, off-site location. A Privacy 
Impact Assessment was conducted to 
ensure that Privacy Act requirements 
are met and appropriate privacy 
controls were implemented to safeguard 
the personally identifiable information 
contained in the system. 

RECORD ACCESS PROCEDURES: 
An individual requesting access to 

their records should send a signed, 
written inquiry to the applicable System 
Manager identified above. DOI forms 
and instructions for submitting a 
Privacy Act request may be obtained 
from the DOI Privacy Act Requests 
website at https://www.doi.gov/privacy/ 
privacy-act-requests. The request must 
include a general description of the 
records sought and the requester’s full 
name, current address, and sufficient 
identifying information such as date of 
birth or other information required for 
verification of the requester’s identity. 
The request must be signed and dated 
and be either notarized or submitted 
under penalty of perjury in accordance 
with 28 U.S.C. 1746. Requests submitted 
by mail must be clearly marked 
‘‘PRIVACY ACT REQUEST FOR 
ACCESS’’ on both the envelope and 
letter. A request for access must meet 
the requirements of 43 CFR 2.238. 

CONTESTING RECORD PROCEDURES: 
An individual requesting amendment 

of their records should send a written 
request to the applicable System 
Manager as identified above. DOI 
instructions for submitting a request for 
amendment of records are available on 
the DOI Privacy Act Requests website at 
https://www.doi.gov/privacy/privacy- 
act-requests. The request must clearly 
identify the records for which 
amendment is being sought, the reasons 

for requesting the amendment, and the 
proposed amendment to the record. The 
request must include the requester’s full 
name, current address, and sufficient 
identifying information such as date of 
birth or other information required for 
verification of the requester’s identity. 
The request must be signed and dated 
and be either notarized or submitted 
under penalty of perjury in accordance 
with 28 U.S.C. 1746. Requests submitted 
by mail must be clearly marked 
‘‘PRIVACY ACT REQUEST FOR 
AMENDMENT’’ on both the envelope 
and letter. A request for amendment 
must meet the requirements of 43 CFR 
2.246. 

NOTIFICATION PROCEDURES: 
An individual requesting notification 

of the existence of records about them 
should send a written inquiry to the 
applicable System Manager as identified 
above. DOI instructions for submitting a 
request for notification are available on 
the DOI Privacy Act Requests website at 
https://www.doi.gov/privacy/privacy- 
act-requests. The request must include a 
general description of the records and 
the requester’s full name, current 
address, and sufficient identifying 
information such as date of birth or 
other information required for 
verification of the requester’s identity. 
The request must be signed and dated 
and be either notarized or submitted 
under penalty of perjury in accordance 
with 28 U.S.C. 1746. Requests submitted 
by mail must be clearly marked 
‘‘PRIVACY ACT INQUIRY’’ on both the 
envelope and letter. A request for 
notification must meet the requirements 
of 43 CFR 2.235. 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 
None. 

HISTORY: 
64 FR 17413 (April 9, 1999); 

modification published at 73 FR 45244 
(August 4, 2008) and 86 FR 50156 
(September 7, 2021). 

Teri Barnett, 
Departmental Privacy Officer, Department of 
the Interior. 
[FR Doc. 2023–24382 Filed 11–3–23; 8:45 am] 

BILLING CODE 4310–05–P 

INTERNATIONAL TRADE 
COMMISSION 

Notice of Receipt of Complaint; 
Solicitation of Comments Relating to 
the Public Interest 

AGENCY: International Trade 
Commission. 
ACTION: Notice. 

VerDate Sep<11>2014 17:53 Nov 03, 2023 Jkt 262001 PO 00000 Frm 00086 Fmt 4703 Sfmt 4703 E:\FR\FM\06NON1.SGM 06NON1dd
ru

m
he

lle
r 

on
 D

S
K

12
0R

N
23

P
R

O
D

 w
ith

 N
O

T
IC

E
S

1

https://www.doi.gov/privacy/privacy-act-requests
https://www.doi.gov/privacy/privacy-act-requests
https://www.doi.gov/privacy/privacy-act-requests
https://www.doi.gov/privacy/privacy-act-requests
https://www.doi.gov/privacy/privacy-act-requests
https://www.doi.gov/privacy/privacy-act-requests


76250 Federal Register / Vol. 88, No. 213 / Monday, November 6, 2023 / Notices 

1 Handbook for Electronic Filing Procedures: 
https://www.usitc.gov/documents/handbook_on_
filing_procedures.pdf. 

2 All contract personnel will sign appropriate 
nondisclosure agreements. 

3 Electronic Document Information System 
(EDIS): https://edis.usitc.gov. 

SUMMARY: Notice is hereby given that 
the U.S. International Trade 
Commission has received a complaint 
Certain Video Capable Electronic 
Devices, Including Computers, 
Streaming Devices, Televisions, 
Cameras, and Components and Modules 
Thereof, DN 3705; the Commission is 
soliciting comments on any public 
interest issues raised by the complaint 
or complainant’s filing pursuant to the 
Commission’s Rules of Practice and 
Procedure. 
FOR FURTHER INFORMATION CONTACT: Lisa 
R. Barton, Secretary to the Commission, 
U.S. International Trade Commission, 
500 E Street SW, Washington, DC 
20436, telephone (202) 205–2000. The 
public version of the complaint can be 
accessed on the Commission’s 
Electronic Document Information 
System (EDIS) at https://edis.usitc.gov. 
For help accessing EDIS, please email 
EDIS3Help@usitc.gov. 

General information concerning the 
Commission may also be obtained by 
accessing its internet server at United 
States International Trade Commission 
(USITC) at https://www.usitc.gov. The 
public record for this investigation may 
be viewed on the Commission’s 
Electronic Document Information 
System (EDIS) at https://edis.usitc.gov. 
Hearing-impaired persons are advised 
that information on this matter can be 
obtained by contacting the 
Commission’s TDD terminal on (202) 
205–1810. 
SUPPLEMENTARY INFORMATION: The 
Commission has received a complaint 
and a submission pursuant to § 210.8(b) 
of the Commission’s Rules of Practice 
and Procedure filed on behalf of Nokia 
Technologies Oy and Nokia Corporation 
on October 31, 2023. The complaint 
alleges violations of section 337 of the 
Tariff Act of 1930 (19 U.S.C. 1337) in 
the importation into the United States, 
the sale for importation, and the sale 
within the United States after 
importation of certain video capable 
electronic devices, including computers, 
streaming devices, televisions, cameras, 
and components and modules thereof. 
The complaint names as respondents: 
HP, Inc. of Palo Alto, CA; Amazon.com, 
Inc. of Seattle, WA; and Amazon.com 
Services LLC of Seattle, WA. The 
complainant requests that the 
Commission issue a limited exclusion 
order, cease and desist orders, and 
impose a bond upon respondents’ 
alleged infringing articles during the 60- 
day Presidential review period pursuant 
to 19 U.S.C. 1337(j). 

Proposed respondents, other 
interested parties, and members of the 
public are invited to file comments on 

any public interest issues raised by the 
complaint or § 210.8(b) filing. 
Comments should address whether 
issuance of the relief specifically 
requested by the complainant in this 
investigation would affect the public 
health and welfare in the United States, 
competitive conditions in the United 
States economy, the production of like 
or directly competitive articles in the 
United States, or United States 
consumers. 

In particular, the Commission is 
interested in comments that: 

(i) explain how the articles potentially 
subject to the requested remedial orders 
are used in the United States; 

(ii) identify any public health, safety, 
or welfare concerns in the United States 
relating to the requested remedial 
orders; 

(iii) identify like or directly 
competitive articles that complainant, 
its licensees, or third parties make in the 
United States which could replace the 
subject articles if they were to be 
excluded; 

(iv) indicate whether complainant, 
complainant’s licensees, and/or third 
party suppliers have the capacity to 
replace the volume of articles 
potentially subject to the requested 
exclusion order and/or a cease and 
desist order within a commercially 
reasonable time; and 

(v) explain how the requested 
remedial orders would impact United 
States consumers. 

Written submissions on the public 
interest must be filed no later than by 
close of business, eight calendar days 
after the date of publication of this 
notice in the Federal Register. There 
will be further opportunities for 
comment on the public interest after the 
issuance of any final initial 
determination in this investigation. Any 
written submissions on other issues 
must also be filed by no later than the 
close of business, eight calendar days 
after publication of this notice in the 
Federal Register. Complainant may file 
replies to any written submissions no 
later than three calendar days after the 
date on which any initial submissions 
were due, notwithstanding § 201.14(a) 
of the Commission’s Rules of Practice 
and Procedure. No other submissions 
will be accepted, unless requested by 
the Commission. Any submissions and 
replies filed in response to this Notice 
are limited to five (5) pages in length, 
inclusive of attachments. 

Persons filing written submissions 
must file the original document 
electronically on or before the deadlines 
stated above. Submissions should refer 
to the docket number (‘‘Docket No. 
3705’’) in a prominent place on the 

cover page and/or the first page. (See 
Handbook for Electronic Filing 
Procedures, Electronic Filing 
Procedures).1 Please note the Secretary’s 
Office will accept only electronic filings 
during this time. Filings must be made 
through the Commission’s Electronic 
Document Information System (EDIS, 
https://edis.usitc.gov.) No in-person 
paper-based filings or paper copies of 
any electronic filings will be accepted 
until further notice. Persons with 
questions regarding filing should 
contact the Secretary at EDIS3Help@
usitc.gov. 

Any person desiring to submit a 
document to the Commission in 
confidence must request confidential 
treatment. All such requests should be 
directed to the Secretary to the 
Commission and must include a full 
statement of the reasons why the 
Commission should grant such 
treatment. See 19 CFR 201.6. Documents 
for which confidential treatment by the 
Commission is properly sought will be 
treated accordingly. All information, 
including confidential business 
information and documents for which 
confidential treatment is properly 
sought, submitted to the Commission for 
purposes of this Investigation may be 
disclosed to and used: (i) by the 
Commission, its employees and Offices, 
and contract personnel (a) for 
developing or maintaining the records 
of this or a related proceeding, or (b) in 
internal investigations, audits, reviews, 
and evaluations relating to the 
programs, personnel, and operations of 
the Commission including under 5 
U.S.C. Appendix 3; or (ii) by U.S. 
government employees and contract 
personnel,2 solely for cybersecurity 
purposes. All nonconfidential written 
submissions will be available for public 
inspection at the Office of the Secretary 
and on EDIS.3 

This action is taken under the 
authority of section 337 of the Tariff Act 
of 1930, as amended (19 U.S.C. 1337), 
and of §§ 201.10 and 210.8(c) of the 
Commission’s Rules of Practice and 
Procedure (19 CFR 201.10, 210.8(c)). 

By order of the Commission. 
Issued: November 1, 2023. 

Lisa Barton, 
Secretary to the Commission. 
[FR Doc. 2023–24452 Filed 11–3–23; 8:45 am] 
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