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(n) R.C.M. 703(g)(3)(H)(iii) is amended to read as follows:

“(ii1) Form. A warrant of attachment shall be written. All documents in

support of the warrant of attachment shall be attached to the warrant, together with any charge
sheets and convening orders, if applicable.”

(0) R.C.M. 703A is amended to read as follows:
“Rule 703A. Warrant or order for wire or electronic communications

(a) In general. A military judge detailed in accordance with Article 26 or Article 30a, may, upon

written application by a federal law enforcement officer, trial counsel, or other authorized

counsel for the Government in connection with an ongoing investigation of an offense or

offenses under the UCMJ, issue one or more of the following:

(1) A warrant for the disclosure by a provider of electronic communication service of the
contents of any wire or electronic communication.

(2) A warrant for the disclosure by a provider of remote computing service of the contents

of any wire or electronic communication that is held or maintained on that service—

(A) on behalf of, and received by means of electronic transmission from (or
created by means of computer processing of communications received by means of electronic

transmission from), a subscriber or customer of such remote computing service; and
(B) solely for the purpose of providing storage or computer processing services to
such subscriber or customer, if the provider is not authorized to access the contents of any such

communications for purposes of providing any services other than storage or computer
processing.

(3) A warrant or order for the disclosure by a provider of electronic communication

service or remote computing service of a record or other information pertaining to a subscriber to
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or customer of such service (not including the contents of communications).
(b) Warrant procedures.

(1) Probable cause required. A military judge shall issue a warrant authorizing the search
for and seizure of information specified in subsection (a) of this rule if—

(A) The federal law enforcement officer, trial counsel, or other authorized counsel
for the Government applying for the warrant presents an affidavit or sworn testimony, subject to
examination by the military judge, in support of the application; and

(B) Based on the affidavit or sworn testimony, the military judge determines that
there is probable cause to believe that the information sought contains evidence of a crime.

(2) Issuing the warrant. The military judge shall issue the warrant to the federal law
enforcement officer, trial counsel, or other authorized counsel for the Government who applied
for the warrant.

(3) Contents of the warrant. The warrant shall identify the property to be searched,
identify any property or other information to be seized, and designate the military judge to whom
the warrant must be returned.

(4) Executing the warrant. The presence of the federal law enforcement officer, trial
counsel, or other authorized counsel for the Government identified in the warrant shall not be
required for service or execution of a search warrant issued in accordance with this rule requiring
disclosure by a provider of electronic communications service or remote computing service of
the contents of communications or records or other information pertaining to a subscriber to or
customer of such service.

(5) Quashing or modifying the warrant. A military judge issuing a warrant under

subsection (a), on a motion made promptly by the service provider, may quash or modify such
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