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core, with a coil maximum outside diameter 
of 59.5 inches (151.13 cm), with a maximum 
of one weld (identified with a paper flag) per 
coil, with a surface free of scratches, holes, 
and rust. 

• Electrolytically tin coated steel having 
differential coating with 1.00 pound/base box 
equivalent on the heavy side, with varied 
coating equivalents in the lighter side 
(detailed below), with a continuous cast steel 
chemistry of type MR, with a surface finish 
of type 7B or 7C, with a surface passivation 
of 0.7 mg/square foot of chromium applied as 
a cathodic dichromate treatment, with coil 
form having restricted oil film weights of 
0.3–0.4 grams/base box of type DOS–A oil, 
coil inside diameter ranging from 15.5 to 17 
inches, coil outside diameter of a maximum 
64 inches, with a maximum coil weight of 
25,000 pounds, and with temper/coating/ 
dimension combinations of: (1) CAT4 
temper, 1.00/.050 pound/base box coating, 70 
pound/base box (0.0077 inch) thickness, and 
33.1875 inch ordered width; or (2) CAT5 
temper, 1.00/0.50 pound/base box coating, 75 
pound/base box (0.0082 inch) thickness, and 
34.9375 inch or 34.1875 inch ordered width; 
or (3) CAT5 temper, 1.00/0.50 pound/base 
box coating, 107 pound/base box (0.0118 
inch) thickness, and 30.5625 inch or 35.5625 
inch ordered width; or (4) CADR8 temper, 
1.00/0.50 pound/base box coating, 85 pound/ 
base box (0.0093 inch) thickness, and 
35.5625 inch ordered width; or (5) CADR8 
temper, 1.00/0.25 pound/base box coating, 60 
pound/base box (0.0066 inch) thickness, and 
35.9375 inch ordered width; or (6) CADR8 
temper, 1.00/0.25 pound/base box coating, 70 
pound/base box (0.0077 inch) thickness, and 
32.9375 inch, 33.125 inch, or 35.1875 inch 
ordered width. 

• Electrolytically tin coated steel having 
differential coating with 1.00 pound/base box 
equivalent on the heavy side, with varied 
coating equivalents on the lighter side 
(detailed below), with a continuous cast steel 
chemistry of type MR, with a surface finish 
of type 7B or 7C, with a surface passivation 
of 0.5 mg/square foot of chromium applied as 
a cathodic dichromate treatment, with ultra 
flat scroll cut sheet form, with CAT5 temper 
with 1.00/0.10 pound/base box coating, with 
a lithograph logo printed in a uniform pattern 
on the 0.10 pound coating side with a clear 
protective coat, with both sides waxed to a 
level of 15–20 mg/216 sq. inch, with ordered 
dimension combinations of (1) 75 pound/ 
base box (0.0082 inch) thickness and 34.9375 
inch x 31.748 inch scroll cut dimensions; or 
(2) 75 pound/base box (0.0082 inch) 
thickness and 34.1875 inch x 29.076 inch 
scroll cut dimensions; or (3) 107 pound/base 
box (0.0118 inch) thickness and 30.5625 inch 
x 34.125 inch scroll cut dimension. 

• Tin-free steel coated with a metallic 
chromium layer between 100–200 mg/m2 and 
a chromium oxide layer between 5–30 mg/ 
m2; chemical composition of 0.05% 
maximum carbon, 0.03% maximum silicon, 
0.60% maximum manganese, 0.02% 
maximum phosphorous, and 0.02% 
maximum sulfur; magnetic flux density (Br) 
of 10 kg minimum and a coercive force (Hc) 
of 3.8 Oe minimum. 

• Tin-free steel laminated on one or both 
sides of the surface with a polyester film, 

consisting of two layers (an amorphous layer 
and an outer crystal layer), that contains no 
more than the indicated amounts of the 
following environmental hormones: 1 mg/kg 
BADGE (BisPhenol—A Di-glycidyl Ether), 1 
mg/kg BFDGE (BisPhenol—F Di-glycidyl 
Ether), and 3 mg/kg BPA (BisPhenol—A). 

The merchandise subject to these 
investigations is currently classified in the 
Harmonized Tariff Schedule of the United 
States (HTSUS), under HTSUS subheadings 
7210.11.0000, 7210.12.0000, 7210.50.0020, 
7210.50.0090, 7212.10.0000, and 
7212.50.0000 if of non-alloy steel and under 
HTSUS subheadings 7225.99.0090, and 
7226.99.0180 if of alloy steel. Although the 
subheadings are provided for convenience 
and customs purposes, the written 
description of the scope of the investigations 
is dispositive. 

[FR Doc. 2023–03085 Filed 2–13–23; 8:45 am] 

BILLING CODE 3510–DS–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

Open Meetings of the Internet of 
Things Advisory Board 

AGENCY: National Institute of Standards 
and Technology (NIST). 
ACTION: Notice of open meetings. 

SUMMARY: The Internet of Things (IoT) 
Advisory Board will meet Tuesday, 
March 7, 2023; Tuesday, April 18, 2023 
and Wednesday, April 19, 2023; and 
Tuesday, May 16, 2023 and Wednesday, 
May 17, 2023 from 11:00 a.m. until 5:00 
p.m., Eastern Time. All sessions will be 
open to the public. 
DATES: The meetings will be held on 
Tuesday, March 7, 2023; Tuesday, April 
18, 2023 and Wednesday, April 19, 
2023; and Tuesday, May 16, 2023 and 
Wednesday, May 17, 2023 from 11:00 
a.m. until 5:00 p.m., Eastern Time. 
ADDRESSES: The meetings in March and 
May will be virtual meetings via Webex 
webcast hosted by the National 
Cybersecurity Center of Excellence 
(NCCoE) at NIST. The meeting in April 
2023 will be hybrid with in-person 
seating at the NCCoE as well as a virtual 
option via Webex webcast, also hosted 
by the NCCoE. Please note registration 
instructions under the SUPPLEMENTARY 
INFORMATION section of this notice. 
FOR FURTHER INFORMATION CONTACT: 
Barbara Cuthill, Information Technology 
Laboratory, National Institute of 
Standards and Technology, Telephone: 
(301) 975–3273, Email address: 
barbara.cuthill@nist.gov. 
SUPPLEMENTARY INFORMATION: Pursuant 
to the Federal Advisory Committee Act, 
as amended, 5 U.S.C. app., notice is 
hereby given that the IoT Advisory 

Board will hold open meetings on 
Tuesday, March 7, 2023 Tuesday, April 
18, 2023, Wednesday, April 19, 2023, 
Tuesday, May 16, 2023 and Wednesday, 
May 17, 2023 from 11:00 a.m. until 5:00 
p.m., Eastern Time. All sessions will be 
open to the public. The IoT Advisory 
Board is authorized by section 
9204(b)(5) of the William M. (Mac) 
Thornberry National Defense 
Authorization Act for Fiscal Year 2021 
(Pub. L. 116–283) and advises the IoT 
Federal Working Group convened by the 
Secretary of Commerce pursuant to 
section 9204(b)(1) of the Act on matters 
related to the Federal Working Group’s 
activities. Details regarding the IoT 
Advisory Board’s activities are available 
at https://www.nist.gov/itl/applied- 
cybersecurity/nist-cybersecurity-iot- 
program/internet-things-advisory-board. 

The agenda for the March meeting is 
expected to focus on establishing 
consensus on the outline of the IoT 
Advisory Board’s report and data 
gathering framework. 

The agendas for the April and May 
meetings will focus on discussion of 
specific focus areas for the report cited 
in the legislation and the charter: 
• Smart traffic and transit technologies 
• Augmented logistics and supply 

chains 
• Sustainable infrastructure 
• Precision agriculture 
• Environmental monitoring 
• Public safety 
• Health care 

In addition, the IoT Advisory Board 
may discuss other elements called for in 
the report: 

• whether adequate spectrum is 
available to support the growing 
Internet of Things and what legal or 
regulatory barriers may exist to 
providing any spectrum needed in the 
future; 

• policies, programs, or multi- 
stakeholder activities that— 

Æ promote or are related to the 
privacy of individuals who use or are 
affected by the Internet of Things; 

Æ may enhance the security of the 
Internet of Things, including the 
security of critical infrastructure; 

Æ may protect users of the Internet of 
Things; and 

Æ may encourage coordination among 
Federal agencies with jurisdiction over 
the Internet of Things. 

Note that agenda items may change 
without notice. The final agendas will 
be posted on the IoT Advisory Board 
web page: https://www.nist.gov/itl/ 
applied-cybersecurity/nist- 
cybersecurity-iot-program/internet- 
things-advisory-board. 

Public Participation: Written 
comments from the public are invited 

VerDate Sep<11>2014 20:12 Feb 13, 2023 Jkt 259001 PO 00000 Frm 00063 Fmt 4703 Sfmt 4703 E:\FR\FM\14FEN1.SGM 14FEN1dd
ru

m
he

lle
r 

on
 D

S
K

12
0R

N
23

P
R

O
D

 w
ith

 N
O

T
IC

E
S

mailto:barbara.cuthill@nist.gov
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board
https://www.nist.gov/itl/applied-cybersecurity/nist-cybersecurity-iot-program/internet-things-advisory-board


9489 Federal Register / Vol. 88, No. 30 / Tuesday, February 14, 2023 / Notices 

and may be submitted electronically by 
email to Barbara Cuthill at the contact 
information indicated in the FOR 
FURTHER INFORMATION CONTACT section of 
this notice by 5 p.m. on the Tuesday 
prior to each meeting for distribution to 
members prior to the meeting. 

Each IoT Advisory Board meeting 
agenda will include a period, not to 
exceed sixty minutes, for submitted 
comments from the public to be 
presented. Submitted comments from 
the public will be selected on a first- 
come, first-served basis and limited to 
five minutes per person for oral 
presentation if requested by the 
commenter. For the April meeting, the 
commenter needs to specify if they plan 
to be in-person at the meeting or want 
to provide their comments virtually. 
Both options will be available in April. 

Members of the public who wish to 
expand upon their submitted 
statements, those who had wished to 
submit a comment but could not be 
accommodated on the agenda, and those 
who were unable to attend the meeting 
via webinar are invited to submit 
written statements. In addition, written 
statements are invited and may be 
submitted to the IoT Advisory Board at 
any time. All written statements should 
be directed to the IoT Advisory Board 
Secretariat, Information Technology 
Laboratory by email to: 
Barbara.Cuthill@nist.gov. 

Admittance Instructions: Participants 
planning to attend via webinar must 
register via the instructions found on 
the IoT Advisory Board’s page https://
www.nist.gov/itl/applied-cybersecurity/ 
nist-cybersecurity-iot-program/internet- 
things-advisory-board. 

For attendance in person at the hybrid 
meeting in April, in-person attendance 
is limited to 50 and will be on a first- 
come, first-served basis. Registration 
will close for in-person attendance on 
April 11, 2023 at 5:00 p.m. EST. 

Alicia Chambers, 
NIST Executive Secretariat. 
[FR Doc. 2023–03039 Filed 2–13–23; 8:45 am] 

BILLING CODE 3510–13–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

ANSI/NIST–ITL Standards Update 
Workshop: Data Format for the 
Interchange of Fingerprint, Facial & 
Other Biometric Information 

AGENCY: National Institute of Standards 
and Technology, Department of 
Commerce. 

ACTION: Notice of open meeting. 

SUMMARY: The National Institute of 
Standards and Technology (NIST) is 
hosting a public workshop to inform an 
update of the ANSI/NIST–ITL standard, 
‘‘Data Format for the Interchange of 
Fingerprint, Facial & Other Biometric 
Information.’’ This event will be 
completely virtual and occur February 
21–23, 2023, from 9:00 a.m.–4:00 p.m. 
Eastern Standard Time. The purpose of 
this workshop is to solicit 
recommendations to identify and 
pursue updates needed to the above- 
referenced standard. 
DATES: The workshop will take place 
February 21–23, 2023 from 9:00 a.m.– 
4:00 p.m. Eastern Standard Time. 
Subject Matter Expert (SME) working 
group meetings will occur on February 
22–23, 2023. 
ADDRESSES: This meeting will be held 
virtually, and additional participation 
information and logistics will be 
provided once registration is completed. 
FOR FURTHER INFORMATION CONTACT: 
Diane Stephens at diane.stephens@
nist.gov or (301) 975–4493 or at 
biometrics-editor@nist.gov. 
SUPPLEMENTARY INFORMATION: Law 
enforcement and related criminal justice 
agencies, as well as identity 
management organizations, procure 
equipment and systems intended to 
facilitate the determination of the 
personal identity of a subject or verify 
the identity of a subject using biometric 
information. To effectively exchange 
identity data across jurisdictional lines 
or between dissimilar systems made by 
different manufacturers, a standard is 
needed to specify a common format for 
the data exchange. 

Biometric data refers to a digital or 
analog representation of a behavioral or 
physical characteristic of an individual 
that can be used by an automated 
system to distinguish an individual as 
belonging to a subgroup of the entire 
population or, in many cases, can be 
used to uniquely establish or verify the 
identity of a person (compared to a 
claimed or referenced identity). 
Biometric modalities specifically 
included in this standard are: 
fingerprints, plantars (footprints), palm 
prints, facial images, DNA and iris 
images. Identifying characteristics that 
may be used manually to establish or 
verify the identity of an individual are 
included in the standard. These 
identifying characteristics include scars, 
(needle) marks, tattoos, and certain 
characteristics of facial photos, iris 
images and images of other body parts. 
Latent friction ridge prints (fingerprint, 
palm print and plantars) are included in 

this standard and may be used in either 
an automated system or forensically (or 
both). 

NIST’s Information Technology 
Laboratory (ITL) led the development of 
this American National Standards 
Institute (ANSI) approved American 
National Standard using the NIST 
Canvass Method to demonstrate 
evidence of consensus. NIST, as the 
Editor of the ANSI/NIST–ITL Standard, 
is soliciting recommendations and/or 
presentations to highlight specific 
updates the community of interest may 
want included in the next update of this 
document. Hence, NIST is hosting a 
public workshop to update the ANSI/ 
NIST–ITL 1–2001 Update: 2015 
standard, ‘‘Data Format for the 
Interchange of Fingerprint, Facial & 
Other Biometric Information’’ (NIST 
Special Publication 500–290 Edition 3 
(2015)). This event will be completely 
virtual and occur February 21–23, 2023, 
from 9:00 a.m.–4:00 p.m. Eastern 
Standard Time. Federal, industry, and 
academic stakeholders and interested 
parties who wish to participate in this 
workshop should please use this link to 
register: https://www.nist.gov/news- 
events/events/2023/02/ansi-nist-itl- 
standards-update-workshop. 

Alicia Chambers, 
NIST Executive Secretariat. 
[FR Doc. 2023–03110 Filed 2–13–23; 8:45 am] 

BILLING CODE 3510–13–P 

DEPARTMENT OF COMMERCE 

National Oceanic and Atmospheric 
Administration 

[RTID 0648–XC759] 

Addition of Species to the Annexes of 
the Protocol Concerning Specially 
Protected Areas and Wildlife in the 
Wider Caribbean Region 

AGENCY: National Marine Fisheries 
Service (NMFS), National Oceanic and 
Atmospheric Administration (NOAA), 
Commerce. 
ACTION: Notice; request for public 
comments. 

SUMMARY: During a meeting of the 
Scientific and Technical Advisory 
Committee (STAC) under the Protocol to 
the Cartagena Convention on Specially 
Protected Areas and Wildlife (SPAW 
Protocol), held virtually on January 30– 
February 1, 2023, 24 animal species 
were nominated to be added to the 
Annexes of the SPAW Protocol. The 
Department of State and National 
Marine Fisheries Service (NMFS) solicit 
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