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dhb. A copy of the agenda or any 
updates to the agenda for the March 22, 
2023, meeting will be available on the 
DHB website. Any other materials 
presented in the meeting may be 
obtained at the meeting. 

Purpose of the Meeting: The DHB 
provides independent advice and 
recommendations to maximize the 
safety and quality of, as well as access 
to, health care for DoD health care 
beneficiaries. The purpose of the 
meeting is to provide progress updates 
on specific tasks before the DHB. In 
addition, the DHB will receive 
information briefings on current issues 
related to military medicine. 

Agenda: The DHB anticipates 
receiving two decision briefings on 
Optimizing Virtual Health in the 
Military Health System and on 
Beneficiary Mental Health Access. The 
DHB also expects to receive an update 
from the Health Systems Subcommittee 
on Eliminating Racial and Ethnic Health 
Disparities in the Military Health 
System and an information briefing on 
the TRICARE T5 Contract. 

Meeting Accessibility: Pursuant to 5 
U.S.C. 552b and 41 CFR 102–3.140 
through 102–3.165 and subject to the 
availability of space, this meeting will 
be held in-person and virtually and is 
open to the public from 9:00 a.m. to 4:15 
p.m. Seating and virtual participation is 
limited and is on a first-come basis. All 
members of the public who wish to 
participate must register by emailing 
their name, rank/title, and organization/ 
company to dha.ncr.dhb.mbx.defense- 
health-board@health.mil or by 
contacting Mr. Rubens Lacerda at (703) 
275–6012 no later than Wednesday, 
March 15, 2023. Additional details will 
be required from all members of the 
public attending in-person that do not 
have Gatehouse building access. Once 
registered, participant access 
information will be provided. 

Special Accommodations: Individuals 
requiring special accommodations to 
access the public meeting should 
contact Mr. Rubens Lacerda at least five 
(5) business days prior to the meeting so 
that appropriate arrangements can be 
made. 

Written Statements: Any member of 
the public wishing to provide comments 
to the DHB related to its current taskings 
or mission may do so at any time in 
accordance with section 10(a)(3) of the 
FACA, 41 CFR 102–3.105(j) and 102– 
3.140, and the procedures described in 
this notice. Written statements may be 
submitted to the DHB’s Designated 
Federal Officer (DFO), Captain Gorman, 
at gregory.h.gorman.mil@health.mil. 
Supporting documentation may also be 
included, to establish the appropriate 

historical context and to provide any 
necessary background information. If 
the written statement is not received at 
least five (5) business days prior to the 
meeting, the DFO may choose to 
postpone consideration of the statement 
until the next open meeting. The DFO 
will review all timely submissions with 
the DHB President and ensure they are 
provided to members of the DHB before 
the meeting that is subject to this notice. 
After reviewing the written comments, 
the President and the DFO may choose 
to invite the submitter to orally present 
their issue during an open portion of 
this meeting or at a future meeting. 

Dated: February 7, 2023. 
Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2023–02907 Filed 2–9–23; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Navy 

[Docket ID: USN–2023–HQ–0008] 

Proposed Collection; Comment 
Request 

AGENCY: Department of the Navy, 
Department of Defense (DoD). 
ACTION: 60-Day information collection 
notice. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
Department of the Navy announces a 
proposed public information collection 
and seeks public comment on the 
provisions thereof. Comments are 
invited on: whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information shall have 
practical utility; the accuracy of the 
agency’s estimate of the burden of the 
proposed information collection; ways 
to enhance the quality, utility, and 
clarity of the information to be 
collected; and ways to minimize the 
burden of the information collection on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
DATES: Consideration will be given to all 
comments received by April 11, 2023. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

Federal eRulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

Mail: Department of Defense, Office of 
the Assistant to the Secretary of Defense 

for Privacy, Civil Liberties, and 
Transparency, 4800 Mark Center Drive, 
Mailbox #24, Suite 08D09, Alexandria, 
VA 22350–1700. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to the Office of the 
Department of the Navy Information 
Management Control Officer, 2000 Navy 
Pentagon, Rm. 4E563, Washington, DC 
20350, ATTN: Ms. Sonya Martin, or call 
703–614–7585. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: Navy Insider Threat Report; 
OPNAV Form 5510/423; OMB Control 
Number 0703–ISTF. 

Needs and Uses: The U.S. Navy 
Insider Threat Program/Navy Analytic 
Hub (Navy Hub) must collect 
information in accordance with 
Executive Order 13587, Structural 
Reforms to Improve the Security of 
Classified Networks and the 
Responsible Sharing and Safeguarding 
of Classified Information, directing U.S. 
government executive branch 
departments and agencies to establish, 
implement, monitor, and report on the 
effectiveness of insider threat programs 
to protect classified national security 
information, and requires the 
development of an executive branch 
program for the deterrence, detection, 
and mitigation of insider threats, or 
other unauthorized disclosure. 
Accordingly, the Navy Hub is soliciting 
standardized information on the 
OPNAV Form 5510/423, ‘‘Navy Insider 
Threat Report. Navy Hub’s mission is to 
prevent, detect, deter, and mitigate 
insider threat risks from potential 
malicious or unwitting Navy insiders by 
gathering, integrating, reviewing, 
assessing, and responding to 
information about potential insider 
threats. The OPNAVINST 5510.165B, 
‘‘Navy Insider Threat Program,’’ which 
prescribes this new form, provides 
instruction to all U.S. Navy commands, 
activities and field offices with 
responsibilities as it pertains to Insider 
Threat. The revision of this instruction 
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is currently pending finalization, and 
replacing OPNAVINST 5510.165A, 
published 1 Oct 2015. The OPNAV 
5510/423 will be utilized as to obtain 
information about a potential insider 
threat. When an inquiry is made for 
help in the investigation of a potential 
insider threat, the Navy Hub sends the 
OPNAV 5510/423 to the respondent via 
email or they may access it on the Navy 
Forms On-Line (NFOL) website at 
https://forms.documentservices.dla.mil/ 
order/. The OPNAV 5510/423 is 
completed as a fillable portable 
document format (PDF). The form will 
then be saved and transferred to the 
Insider Threat Hub via email or an 
official Navy website. Once completed 
by a Navy Hub analyst, the OPNAV 
5510/423 will be stored on Navy 
networks for use by the Navy Hub. The 
respondents will include military, 
civilian, and contractor personnel who 
have access to government systems. 

Affected Public: Individuals or 
households. 

Annual Burden Hours: 25. 
Number of Respondents: 100. 
Responses per Respondent: 1. 
Annual Responses: 100. 
Average Burden per Response: 15 

minutes. 
Frequency: On Occasion. 
Dated: February 7, 2023. 

Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2023–02900 Filed 2–9–23; 8:45 am] 
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AGENCY: Department of the Navy, 
Department of Defense (DoD). 
ACTION: 60-Day information collection 
notice. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
Department of the Navy announces a 
proposed public information collection 
and seeks public comment on the 
provisions thereof. Comments are 
invited on: whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information shall have 
practical utility; the accuracy of the 
agency’s estimate of the burden of the 
proposed information collection; ways 
to enhance the quality, utility, and 

clarity of the information to be 
collected; and ways to minimize the 
burden of the information collection on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
DATES: Consideration will be given to all 
comments received by April 11, 2023. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

Federal eRulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

Mail: Department of Defense, Office of 
the Assistant to the Secretary of Defense 
for Privacy, Civil Liberties, and 
Transparency, 4800 Mark Center Drive, 
Mailbox #24, Suite 08D09, Alexandria, 
VA 22350–1700. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to the Office of the 
Department of the Navy Information 
Management Control Officer, 2000 Navy 
Pentagon, Rm. 4E563, Washington, DC 
20350, ATTN: Ms. Sonya Martin, or call 
703–614–7585. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: NAVSUP Enterprise Web 
Portal; OMB Control Number 0703– 
EPWP. 

Needs and Uses: The NAVSUP 
Enterprise Web Portal is the combined 
Web Presence for the Naval Supply 
Systems Command (NAVSUP). 
NAVSUP Enterprise Web is used 
primarily by Military Service Members 
and Department of Defense (DoD) 
Civilian Employees. In limited 
circumstances, information is collected 
from members of the public for vendors 
based in the continental United States 
(CONUS) doing business with the Navy 
and Foreign National Employees at 
locations outside of the continental 
United States (OCONUS). Per DoD 
policy contained in DoD Instruction 
8510.01 ‘‘Risk Management Framework 
for DoD Systems’’ and Navy policy from 
Department of the Navy (DON) Chief 
Information Officer (CIO) Memorandum 

of 20 May 2014 ‘‘Implementation of the 
Risk Management Framework for DoD 
Information Technology,’’ NAVSUP is 
required to implement standard 
cybersecurity requirements and 
cyberspace operational risk management 
functions based on the National 
Institute of Standard (NIST) security 
controls. Access Control and 
Identification and Authorization 
controls require NAVSUP to collect 
information needed to identify users of 
NAVSUP Enterprise Web applications 
and ensure appropriate roles for use. 
The WorkFlow Pro Vendor application 
allows DON vendors, under a contract 
agreement, to submit their post award 
modification requests to NAVSUP 
Civilian or Military contracting officers. 
Foreign National employees outside of 
the Continental United States 
(OCONUS) access the portal via their 
DoD standard CAC or by a User Token 
card. They must first register their CAC 
or User Token Card via an online form 
linked to a master repository maintained 
by NAVSUP and provide their name, 
work email address and phone number, 
Country of Citizenship, and 
organizational affiliation. 

Affected Public: Individuals or 
households; Businesses or other for- 
profit. 

Annual Burden Hours: 25. 
Number of Respondents: 300. 
Responses per Respondent: 1. 
Annual Responses: 300. 
Average Burden per Response: 5 

minutes. 
Frequency: As Required. 
Dated: February 7, 2023. 

Aaron T. Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2023–02898 Filed 2–9–23; 8:45 am] 
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Proposed Collection; Comment 
Request 

AGENCY: Department of the Navy, 
Department of Defense (DoD). 
ACTION: 60-Day information collection 
notice. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
Department of the Navy announces a 
proposed public information collection 
and seeks public comment on the 
provisions thereof. Comments are 
invited on: whether the proposed 
collection of information is necessary 
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