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Estimated Total Annual Burden 
Hours: 34,989 hours. 

Total Estimated Annual Other Cost 
Burden: $0. 
(Authority: 44 U.S.C. 3506(c)(2)(A)) 

Brent Parton, 
Acting Assistant Secretary for Employment 
and Training, Labor. 
[FR Doc. 2023–02516 Filed 2–6–23; 8:45 am] 

BILLING CODE 4510–FT–P 

DEPARTMENT OF LABOR 

Employment and Training 
Administration 

Agency Information Collection 
Activities; Comment Request; Job 
Corps Placement and Assistance 
Record 

ACTION: Notice. 

SUMMARY: The Department of Labor’s 
(DOL or Department) Employment and 
Training Administration (ETA) is 
soliciting comments concerning a 
proposed extension for the authority to 
conduct the information collection 
request (ICR) titled, ‘‘Job Corps 
Placement and Assistance Record.’’ This 
comment request is part of continuing 
Departmental efforts to reduce 
paperwork and respondent burden in 
accordance with the Paperwork 
Reduction Act of 1995 (PRA). 
DATES: Consideration will be given to all 
written comments received by April 10, 
2023. 
ADDRESSES: A copy of this ICR with 
applicable supporting documentation, 
including a description of the likely 
respondents, proposed frequency of 
response, and estimated total burden, 
may be obtained for free by contacting 
Hilda Alexander by telephone at 202– 
693–3843 (this is not a toll-free 
number), TTY 1–877–889–5627 (this is 
not a toll-free number), or by email at 
alexander.hilda@dol.gov. 

Submit written comments about, or 
requests for a copy of, this ICR by mail 
or courier to the U.S. Department of 
Labor, Employment and Training—Job 
Corps, 200 Constitution Ave NW, N– 
4459, Washington DC 20210; by email: 
alexander.hilda@dol.gov; or by fax: 
240–531–6732. 
FOR FURTHER INFORMATION CONTACT: 
Hilda Alexander by telephone at 202– 
693–3843 (this is not a toll-free number) 
or by email at alexander.hilda@dol.gov. 
SUPPLEMENTARY INFORMATION: DOL, as 
part of continuing efforts to reduce 
paperwork and respondent burden, 
conducts a pre-clearance consultation 
program to provide the general public 

and Federal agencies an opportunity to 
comment on proposed and/or 
continuing collections of information 
before submitting them to the Office of 
Management and Budget (OMB) for final 
approval. This program helps to ensure 
requested data can be provided in the 
desired format, reporting burden (time 
and financial resources) is minimized, 
collection instruments are clearly 
understood, and the impact of collection 
requirements can be properly assessed. 

WIOA authorizes the collection of 
information from Job Corps applicants 
to determine eligibility for the Job Corps 
program. 29 U.S.C. 3194–3195. 
Applicant and student data is 
maintained in accordance with the 
Department’s Privacy Act System of 
Records Notice DOL/GOVT–2 Job Corps 
Student Records authorizes this 
information collection. 

This information collection is subject 
to the PRA. A Federal agency generally 
cannot conduct or sponsor a collection 
of information, and the public is 
generally not required to respond to an 
information collection, unless it is 
approved by OMB under the PRA and 
displays a currently valid OMB Control 
Number. In addition, notwithstanding 
any other provisions of law, no person 
shall generally be subject to penalty for 
failing to comply with a collection of 
information that does not display a 
valid Control Number. See 5 CFR 
1320.5(a) and 1320.6. 

Interested parties are encouraged to 
provide comments to the contact shown 
in the ADDRESSES section. Comments 
must be written to receive 
consideration, and they will be 
summarized and included in the request 
for OMB approval of the final ICR. In 
order to help ensure appropriate 
consideration, comments should 
mention OMB Control Number 1205– 
0035. 

Submitted comments will also be a 
matter of public record for this ICR and 
posted on the internet, without 
redaction. DOL encourages commenters 
not to include personally identifiable 
information, confidential business data, 
or other sensitive statements/ 
information in any comments. 

DOL is particularly interested in 
comments that: 

• Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the Agency, including 
whether the information will have 
practical utility; 

• Evaluate the accuracy of the 
Agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

• Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

• Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
(e.g., permitting electronic submission 
of responses). 

Agency: DOL–ETA. 
Type of Review: Revision. 
Title of Collection: Job Corps 

Placement and Assistance Record. 
Forms: ETA 678. 
OMB Control Number: 1205–0035. 
Affected Public: Individuals or 

Households. 
Estimated Number of Respondents: 

34,000. 
Frequency: Once. 
Total Estimated Annual Responses: 

34,000. 
Estimated Average Time per 

Response: 7.43 minutes. 
Estimated Total Annual Burden 

Hours: 4,210 hours. 
Total Estimated Annual Other Cost 

Burden: 0. 
(Authority: 44 U.S.C. 3506(c)(2)(A)) 

Brent Parton, 
Acting Assistant Secretary for Employment 
and Training, Labor. 
[FR Doc. 2023–02515 Filed 2–6–23; 8:45 am] 

BILLING CODE 4510–FT–P 

LIBRARY OF CONGRESS 

Copyright Royalty Board 

[Docket No. 23–CRB–0001–AU (Sonos 
Radio)] 

Notice of Intent To Audit 

AGENCY: Copyright Royalty Board, 
Library of Congress. 
ACTION: Public notice. 

SUMMARY: The Copyright Royalty Judges 
announce receipt from SoundExchange, 
Inc., of notice of intent to audit the 
2020, 2021, and 2022 statements of 
account submitted by commercial 
webcaster licensee Sonos Radio 
concerning royalty payments it made 
pursuant to two statutory licenses. 
ADDRESSES: Docket: For access to the 
docket to read background documents, 
go to eCRB at https://app.crb.gov and 
perform a case search for docket number 
23–CRB–0001–AU (Sonos Radio). 
FOR FURTHER INFORMATION CONTACT: 
Anita Brown, (202) 707–7658, crb@
loc.gov. 
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SUPPLEMENTARY INFORMATION: The 
Copyright Act grants to sound 
recordings copyright owners the 
exclusive right to publicly perform 
sound recordings by means of certain 
digital audio transmissions, subject to 
limitations. Specifically, the right is 
limited by the statutory license in 
section 114 of the Copyright Act, which 
allows nonexempt noninteractive digital 
subscription services, eligible 
nonsubscription services, and 
preexisting satellite digital audio radio 
services to perform publicly sound 
recordings by means of digital audio 
transmissions. 17 U.S.C. 114(f). In 
addition, a statutory license in section 
112 of the Copyright Act allows a 
service to make necessary ephemeral 
reproductions to facilitate digital 
transmission of the sound recordings. 17 
U.S.C. 112(e). 

Licensees may operate under these 
licenses provided they pay the royalty 
fees and comply with the terms set by 
the Copyright Royalty Judges (Judges). 
The rates and terms for the section 112 
and 114 licenses are codified in 37 CFR 
parts 380 and 382–84. 

As one of the terms for these licenses, 
the Judges designated SoundExchange, 
Inc., (SoundExchange) as the Collective, 
i.e., the organization charged with 
collecting the royalty payments and 
statements of account submitted by 
licensees, including those that operate 
commercial webcaster services, 
preexisting satellite digital audio radio 
services, new subscription services, and 
those that make ephemeral copies for 
transmission to business establishments. 
The Collective is also charged with 
distributing royalties to copyright 
owners and performers entitled to 
receive them under the section 112 and 
114 licenses. See 37 CFR 380.4(d)(1), 
382.5(d)(1), 383.4(a), and 384.4(b)(1). 

As the Collective, SoundExchange 
may, only once a year, conduct an audit 
of a licensee for any or all of the prior 
three calendar years to verify royalty 
payments. SoundExchange must first 
file with the Judges a notice of intent to 
audit a licensee and deliver the notice 
to the licensee. See 37 CFR 380.6(b), 
382.7(b), 383.4(a), and 384.6(b). 

On January 20, 2023, SoundExchange 
filed with the Judges a notice of intent 
to audit Sonos Radio for the years 2020, 
2021, and 2022. The Judges must 
publish notice in the Federal Register 
within 30 days of receipt of a notice 
announcing the Collective’s intent to 
conduct an audit. See 37 CFR 380.6(c), 
382.7(c), 383.4(a), and 384.6(c). This 
notice fulfills that obligation with 
respect to SoundExchange’s January 20, 

2023 notice of intent to audit Sonos 
Radio for the years 2020, 2021 and 2022. 

David P. Shaw, 
Chief Copyright Royalty Judge. 
[FR Doc. 2023–02582 Filed 2–6–23; 8:45 am] 

BILLING CODE 1410–72–P 

NATIONAL SCIENCE FOUNDATION 

Request for Information on the 2023 
Federal Cybersecurity Research and 
Development Strategic Plan 

AGENCY: Networking and Information 
Technology Research and Development 
(NITRD) National Coordination Office 
(NCO), National Science Foundation 
(NSF). 
ACTION: Request for information. 

SUMMARY: Pursuant to the Cybersecurity 
Enhancement Act of 2014, Federal 
agencies must update the Federal 
cybersecurity research and development 
(R&D) strategic plan every four years. 
The NITRD NCO seeks public input for 
the 2023 update of the Federal 
cybersecurity R&D strategic plan. The 
updated plan will be used to guide and 
coordinate federally funded research in 
cybersecurity, including cybersecurity 
education and workforce development, 
and the development of consensus- 
based standards and best practices in 
cybersecurity. 

DATES: To be considered, submissions 
must be received on or before 11:59 p.m. 
(ET) on March 3, 2023. 
ADDRESSES: Submissions to this notice 
may be sent by any of the following 
methods: 

(a) Email: cybersecurity@nitrd.gov. 
Email submissions should be machine- 
readable and not be copy-protected. 
Submissions should include ‘‘RFI 
Response: Federal Cybersecurity R&D 
Strategic Plan’’ in the subject line of the 
message. 

(b) Fax: 202–459–9673, Attn: Tomas 
Vagoun. 

(c) Mail: NCO/NITRD, Attn: Tomas 
Vagoun, 2415 Eisenhower Avenue, 
Alexandria, VA 22314, USA. 

Instructions: Response to this RFI is 
voluntary. Submissions must not exceed 
25 pages in 12-point or larger font, with 
a page number provided on each page. 
Responses should include the name of 
the person(s) or organization(s) 
providing the submission. 

Responses to this RFI may be posted 
online at https://www.nitrd.gov. 
Therefore, we request that no business- 
proprietary information, copyrighted 
information, or personally identifiable 
information be submitted in response to 
this RFI. 

In accordance with FAR 15.202(3), 
responses to this notice are not offers 
and cannot be accepted by the Federal 
Government to form a binding contract. 
Responders are solely responsible for all 
expenses associated with responding to 
this RFI. 

FOR FURTHER INFORMATION CONTACT: 
Tomas Vagoun at cybersecurity@
nitrd.gov or 202–459–9674, or by 
mailing to NCO/NITRD, 2415 
Eisenhower Avenue, Alexandria, VA 
22314, USA. Individuals who use a 
telecommunications device for the deaf 
(TDD) may call the Federal Information 
Relay Service (FIRS) at 1–800–877–8339 
between 8 a.m. and 8 p.m., Eastern time, 
Monday through Friday. 

SUPPLEMENTARY INFORMATION: The 
Cybersecurity Enhancement Act of 2014 
(https://www.gpo.gov/fdsys/pkg/PLAW- 
113publ274/pdf/PLAW-113publ274.pdf) 
requires that every four years the 
applicable Federal agencies, working 
through the National Science and 
Technology Council and the Networking 
and Information Technology R&D 
(NITRD) program, develop and update a 
Federal cybersecurity research and 
development strategic plan. The most 
recent version of the strategic plan was 
released in December 2019 (https://
www.nitrd.gov/pubs/Federal- 
Cybersecurity-RD-Strategic-Plan- 
2019.pdf). 

On behalf of Federal agencies and the 
NITRD Cyber Security and Information 
Assurance Interagency Working Group, 
the NCO for NITRD seeks public input 
on Federal priorities in cybersecurity 
R&D. Responders should consider a 10- 
year time frame when characterizing the 
challenges, prospective research 
activities, and desired outcomes. 
Responders are asked to answer one or 
more of the following questions: 

1. What new innovations have the 
potential to greatly enhance the 
security, reliability, resiliency, 
trustworthiness, and privacy protections 
of the digital ecosystem (including but 
not limited to data, computing, 
networks, cyber-physical systems, and 
participating entities such as people and 
organizations)? 

2. Are there mature solutions in the 
marketplace that address the 
deficiencies raised in the 2019 Strategic 
Plan? What areas of research or topics 
of the 2019 Strategic Plan no longer 
need to be prioritized for federally 
funded basic and applied research? 

3. What areas of research or topics of 
the 2019 Strategic Plan should continue 
to be a priority for federally funded 
research and require continued Federal 
R&D investments? 
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