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are requested to limit their comments to 
two minutes or less to facilitate greater 
participation. Please note that the public 
comment period for speakers may end 
before the time indicated on the 
schedule that is posted on the CBP web 
page: http://www.cbp.gov/trade/ 
stakeholder-engagement/coac. 

Agenda 
The COAC will hear from the current 

subcommittees on the topics listed 
below: 

1. The Next Generation Facilitation 
Subcommittee will provide updates on 
its task forces and working groups, 
including an update on the progress of 
the 21st Century Customs Framework 
(21CCF) and E-Commerce Task Forces. 
The 21CCF Task Force will provide an 
update on the work addressed this past 
quarter, which includes discussions 
with Partner Government Agencies 
(PGAs) and some of the discussion 
drafts of trade-related legislative 
proposals stemming from the 21CCF 
Task Force and Focus Group. The 
Automated Commercial Environment 
(ACE) 2.0 Working Group will provide 
an update regarding adding new 
members to the working group to help 
focus on the identified gaps and 
potential solutions for ACE 2.0 
Modernization. Finally, the One United 
States Government (1USG) Working 
Group will provide updates on some of 
the discussions held this past quarter 
pertaining to involvement of PGAs in a 
trusted trader program, with benefits to 
the trade stakeholders, as well as single 
window automation with the PGAs. 

2. The Rapid Response Subcommittee 
will provide updates for the Broker 
Modernization Working Group, 
Domestic Manufacturing and 
Production (DMAP) Working Group, 
and the United States-Mexico-Canada 
Agreement (USMCA) Working Group. 
The Broker Modernization Working 
Group currently meets monthly with the 
expectation that recommendations will 
be developed and submitted for 
consideration at an upcoming COAC 
public meeting. The DMAP Working 
Group meets bi-weekly to obtain input 
from industry stakeholders on trade 
enforcement areas affecting domestic 
manufacturers and producers. The 
USMCA Working Group has reconvened 
and meets bi-weekly. The focus of this 
working group is on Chapter 7 of the 
trade agreement, specifically the 
trilateral Committee on Trade 
Facilitation established pursuant to 
Article 7.24, which is composed of 
government representatives of each 
party to the USMCA. 

3. The Secure Trade Lanes 
Subcommittee will provide updates on 

its four active working groups: the 
Cross-Border Recognition Working 
Group, the Export Modernization 
Working Group, the In-Bond Working 
Group, and the Trade Partnership and 
Engagement Working Group. 
Recommendations for the committee’s 
consideration are anticipated from the 
Export Modernization Working Group 
regarding export-related benefits for 
Customs Trade Partnership Against 
Terrorism (CTPAT) partners. The In- 
Bond Working Group plans to present 
recommendations for the committee’s 
consideration related to the trade 
community’s proposed regulatory 
revisions/updates to 19 CFR part 18. 
The Trade Partnership and Engagement 
Working Group continues to provide an 
opportunity for input on CTPAT Trade 
Compliance program development and 
implementation from trade members 
with broad subject matter expertise. The 
Cross-Border Recognition Working 
Group continues to work on developing 
recommendations for the committee’s 
consideration regarding potential 
changes to the current joint inspection 
program (Unified Cargo Processing) and 
has continued its discussions on CBP’s 
CTPAT program and Mexico’s 
Authorized Economic Operator program 
to ensure alignment and compliance 
with the mutual recognition 
arrangement signed in 2014. 

4. The Intelligent Enforcement 
Subcommittee will provide updates on 
the work completed and topics 
discussed in its working groups. The 
Antidumping/Countervailing Duty (AD/ 
CVD) Working Group will provide 
updates regarding its work and 
discussions on importer compliance 
with AD/CVD requirements. The 
Intellectual Property Rights Working 
Group (IPRWG) will provide 
recommendations for the committee’s 
consideration relating to the automation 
of the CBP detention and seizure 
process and suggested enhancements to 
the CBP IPR web page. The Bond 
Working Group will report on the 
ongoing discussions and status updates 
for eBond requirements. The Forced 
Labor Working Group will submit 
recommendations for the committee’s 
consideration regarding the Uyghur 
Forced Labor Prevention Act (UFLPA). 
Meeting materials will be available on 
November 28, 2022, at: http://
www.cbp.gov/trade/stakeholder- 
engagement/coac/coac-public-meetings. 

Dated: November 14, 2022. 
Felicia M. Pullam, 
Executive Director, Office of Trade Relations. 
[FR Doc. 2022–25091 Filed 11–17–22; 8:45 am] 
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Infrastructure Security Agency (CISA), 
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(DHS). 
ACTION: Notice of Federal Advisory 
Committee Act (FACA) meeting; request 
for comments. 

SUMMARY: CISA is publishing this notice 
to announce the CISA Cybersecurity 
Advisory Committee Quarterly Meeting 
will meet in person on Tuesday, 
December 6, 2022. This meeting will be 
partially closed to the public. Members 
of the public may join the public 
portion of the meeting by 
teleconference. 

DATES:
Meeting Registration: Registration to 

attend the meeting is required and must 
be received no later than 5:00 p.m. 
Eastern Standard Time (EST) on 
December 4, 2022. 

Speaker Registration: Registration to 
speak during the meeting’s public 
comment period must be received no 
later than 5:00 p.m. EST on December 
4, 2022. 

Written Comments: Written comments 
must be received no later than 5:00 p.m. 
EST on December 4, 2022. 

Meeting Date: The CISA Cybersecurity 
Advisory Committee will meet in- 
person at Apple Park in Cupertino, 
California on December 6, 2022, from 
9:30 a.m. to 3:00 p.m. Pacific Standard 
Time (PST). The meeting may close 
early if the committee has completed its 
business. 
ADDRESSES: The CISA Cybersecurity 
Advisory Committee’s meeting will be 
open to the public, per 41 CFR 102– 
3.150 and will be held in person at One 
Apple Park Way, Cupertino, CA 95014. 
Members of the public may participate 
via teleconference only. For access to 
the conference call bridge, information 
on services for individuals with 
disabilities, or to request special 
assistance, please email CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. by 5:00 p.m. EST 
December 4, 2022. The CISA 
Cybersecurity Advisory Committee is 
committed to ensuring all participants 
have equal access regardless of 
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disability status. If you require a 
reasonable accommodation due to a 
disability to fully participate, please 
contact Ms. Megan Tsuyi at (202) 594– 
7374 as soon as possible. 

Comments: Members of the public are 
invited to provide comment on issues 
that will be considered by the 
committee as listed in the 
SUPPLEMENTARY INFORMATION section 
below. Associated materials that may be 
discussed during the meeting will be 
made available for review at https://
www.cisa.gov/cisa-cybersecurity- 
advisory-committee-meeting-resources 
by December 1, 2022. Comments should 
be submitted by 5:00 p.m. EST on 
December 4, 2022 and must be 
identified by Docket Number CISA– 
2022–0008. Comments may be 
submitted by one of the following 
methods: 

• Federal eRulemaking Portal: 
www.regulations.gov. Please follow the 
instructions for submitting written 
comments. 

• Email: CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. Include the Docket 
Number CISA–2022–0008 in the subject 
line of the email. 

Instructions: All submissions received 
must include the words ‘‘Cybersecurity 
and Infrastructure Security Agency’’ and 
the Docket Number for this action. 
Comments received will be posted 
without alteration to 
www.regulations.gov, including any 
personal information provided. You 
may wish to review the Privacy & 
Security notice available via a link on 
the homepage of www.regulations.gov. 

Docket: For access to the docket and 
comments received by the CISA 
Cybersecurity Advisory Committee, 
please go to www.regulations.gov and 
enter docket number CISA–2022–0008. 

A public comment period is 
scheduled to be held during the meeting 
from 2:50 p.m. to 3:00 p.m. PST. 
Speakers who wish to participate in the 
public comment period must email 
CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov to register. Speakers should 
limit their comments to 3 minutes and 
will speak in order of registration. 
Please note that the public comment 
period may end before the time 
indicated, depending on the number of 
speakers who register to participate. 
FOR FURTHER INFORMATION CONTACT: 
Megan Tsuyi, 202–594–7374, CISA_
CybersecurityAdvisoryCommittee@
cisa.dhs.gov. 

SUPPLEMENTARY INFORMATION: The CISA 
Cybersecurity Advisory Committee was 
established under the National Defense 

Authorization Act for Fiscal Year 2021, 
Public Law 116–283. Notice of this 
meeting is given under FACA, 5 U.S.C. 
Appendix (Pub. L. 92–463). The CISA 
Cybersecurity Advisory Committee 
advises the CISA Director on matters 
related to the development, refinement, 
and implementation of policies, 
programs, planning, and training 
pertaining to the cybersecurity mission 
of the Agency. 

Agenda: The CISA Cybersecurity 
Advisory Committee will hold an in- 
person meeting on Tuesday, December 
6, 2022, from 9:30 a.m. to 3:00 p.m. PST 
to discuss current CISA Cybersecurity 
Advisory Committee activities. The 
open session will include: (1) a period 
for public comment (2) a discussion on 
the status of previous CISA 
Cybersecurity Advisory Committee 
recommendations (3) a member 
roundtable on the CISA Cybersecurity 
Advisory Committee strategic focus for 
2023, and (4) discussion on the CISA 
Cybersecurity Advisory Committee 
annual report. 

The committee will also meet in a 
closed session from 9:30 a.m. to 12:30 
p.m. PST to participate in an 
operational discussion that will address 
areas of critical cybersecurity 
vulnerabilities and priorities for CISA. 
Government officials will share 
sensitive information with CSAC 
members on initiatives and future 
security requirements for assessing 
cyber risks to critical infrastructure. 

Basis for Closure: In accordance with 
section 10(d) of FACA and 5 U.S.C. 
552b(c)(9)(B), The Government in the 
Sunshine Act, it has been determined 
that certain agenda items require 
closure, as the premature disclosure of 
the information that will be discussed 
would be likely to significantly frustrate 
implementation of proposed agency 
actions. 

This agenda item addresses areas of 
CISA’s operations that include critical 
cybersecurity vulnerabilities and 
priorities for CISA. Government officials 
will share sensitive information with 
CSAC members on initiatives and future 
security requirements for assessing 
cyber risks to critical infrastructure. 

As the premature disclosure of the 
information that will be discussed 
would be likely to significantly frustrate 
implementation of proposed agency 
action, this portion of the meeting is 
required to be closed pursuant to 

section 10(d) of FACA and 5 U.S.C. 
552b(c)(9)(B). 

Megan M. Tsuyi, 
Designated Federal Officer, CISA 
Cybersecurity Advisory Committee, 
Cybersecurity and Infrastructure Security 
Agency, Department of Homeland Security. 
[FR Doc. 2022–25110 Filed 11–17–22; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2022–0032 

Privacy Act of 1974; System of 
Records 

AGENCY: Federal Emergency 
Management Agency, Department of 
Homeland Security. 
ACTION: Notice of a Modified System of 
Records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Department of 
Homeland Security (DHS) proposes to 
modify a current DHS system of records 
titled, ‘‘DHS/Federal Emergency 
Management Agency (FEMA)-006 
Citizen Corps Program System of 
Records’’ and retitle it, ‘‘DHS/FEMA– 
006 Individual and Community 
Preparedness Division System of 
Records.’’ This system of records allows 
DHS/FEMA to collect from and 
maintain records on individuals who 
contact the agency about their interest 
in preparedness and specific voluntary 
programs, register and participate in 
FEMA’s Individual and Community 
Preparedness Division (ICPD) programs, 
correspond with community 
stakeholder organizations, and receive 
survey responses. DHS/FEMA is 
updating this System of Records Notice 
to (1) revise the system name, (2) modify 
the system location, (3) update the 
purpose of the system, (4) update the 
authority for maintenance of the system, 
(5) revise the category of individuals 
covered by the system, (6) update the 
category of records in the system, (7) 
update record source categories; (8) 
update record access procedures; and 
(9) revise and add routine uses. 
Additionally, this notice includes non- 
substantive changes to simplify the 
formatting and text of the previously 
published notice. This modified system 
will be included in DHS’s inventory of 
record systems. 
DATES: Submit comments on or before 
December 19, 2022. This modified 
system will be effective upon 
publication. New or modified routine 
uses will be effective December 19, 
2022. 
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