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ESTIMATED HOURS OF BURDEN DUE TO BASELINE ENROLLEE DATA COLLECTION—YEARS 1–3—Continued 

Awardee Number of 
respondents Hrs/response Hours 

State 4 ......................................................................................................................................... 3,200 0.33 1,067 
State 5 ......................................................................................................................................... 2,040 0.33 680 
Year 1, Total ................................................................................................................................ 5,213 0.33 1,738 
Year 2, Total ................................................................................................................................ 5,213 0.33 1,738 
Year 3, Total ................................................................................................................................ 5,213 0.33 1,738 

Three-year Total ................................................................................................................... 15,640 0.33 5,213 

Authority: 44 U.S.C. 3506(c)(2)(A). 
Dated: November 8, 2021. 

Taryn Williams, 
Assistant Secretary, Office of Disability 
Employment Policy. 
[FR Doc. 2021–24713 Filed 11–10–21; 8:45 am] 

BILLING CODE 4510–FK–P 

NATIONAL AERONAUTICS AND 
SPACE ADMINISTRATION 

[Notice (21–073)] 

Applied Sciences Advisory Committee; 
Meeting. 

AGENCY: National Aeronautics and 
Space Administration. 
ACTION: Notice of meeting. 

SUMMARY: In accordance with the 
Federal Advisory Committee Act, as 
amended, the National Aeronautics and 
Space Administration (NASA) 
announces a meeting of the Applied 
Sciences Advisory Committee (ASAC). 
This Committee functions in an 
advisory capacity to the Director, Earth 
Science Division, in the NASA Science 
Mission Directorate. The meeting will 
be held for the purpose of soliciting, 
from the science community and other 
persons, scientific and technical 
information relevant to program 
planning. The meeting will be virtual- 
only. 

DATES: Tuesday, December 7, 2021, 
12:00 p.m.–4:00 p.m.; Wednesday, 
December 8, 2021, 11:00 a.m.–4:00 p.m.; 
and Thursday, December 9, 2021, 11:00 
a.m.–4:00 p.m., Eastern Time. 
SUPPLEMENTARY INFORMATION: This 
meeting will be available to the public 
by WebEx. 

On Tuesday, December 7, the event 
address for attendees is: https://
nasaenterprise.webex.com/ 
nasaenterprise/j.php?MTID=
me61d04bf47d0feb4d00210e19c813e78, 
the event number is 2760 060 0870, and 
event password is zJQ2qEPE$72 and 
95727373 from your phone. To join by 
telephone, the numbers are 1–929–251– 

9612 or 1–415–527–5035. The access 
code is 276 006 00870. 

On Wednesday, December 8, the 
event address for attendees is: https://
nasaenterprise.webex.com/ 
nasaenterprise/j.php?MTID=
mf6ad435c075d9
b5a71d15abcbb5c3aab, the event 
number is 2763 891 6967, and event 
password is 2FMvwm2NU*5 and 
23689626 from your phone. To join by 
telephone, the numbers are 1–929–251– 
9612 or 1–415–527–5035. The access 
code is 276 389 16967. 

On Thursday, December 9, the event 
address for attendees is: https://
nasaenterprise.webex.com/ 
nasaenterprise/ 
j.php?MTID=mce43600238
b0e8a7393e2e6c286d3cb0, the event 
number is 2761 822 5515, and event 
password is 63uHM2fmmm@and 
63846236 from your phone. To join by 
telephone, the numbers are 1–929–251– 
9612 or 1–415–527–5035. The access 
code is 276 182 25515. 

The agenda for the meeting includes 
the following topics: 
• Earth Science and Applied Sciences 

Program Updates 
• Applied Sciences Strategic Plan 
• Private Sector Engagement Planning 

The agenda will be posted on the 
Applied Sciences Advisory Committee 
web page: https://science.nasa.gov/ 
science-committee/subcommittees/nac- 
earth-science-subcommittee/advisory- 
groups. 

FOR FURTHER INFORMATION CONTACT: Ms. 
KarShelia Kinard, Science Mission 
Directorate, NASA Headquarters, 
Washington, DC 20546, (202) 358–2355, 
fax (202) 358–2779, or 
karshelia.kinard@nasa.gov. 

It is imperative that the meeting be 
held on these dates to accommodate the 
scheduling priorities of the key 
participants. 

Patricia Rausch, 
Advisory Committee Management Officer, 
National Aeronautics and Space 
Administration. 
[FR Doc. 2021–24626 Filed 11–10–21; 8:45 am] 

BILLING CODE 7510–13–P 

NATIONAL CREDIT UNION 
ADMINISTRATION 

Privacy Act of 1974; System of 
Records 

AGENCY: National Credit Union 
Administration (NCUA). 
ACTION: Notice of new system of records. 

SUMMARY: Pursuant to the Privacy Act of 
1974, the National Credit Union 
Administration (NCUA) gives notice of 
a new proposed Privacy Act system of 
records. The new proposed system is 
Ensuring Workplace Health and Safety 
in Response to a Public Health 
Emergency, NCUA–24. This system will 
maintain information collected in 
response to a public health emergency, 
such as a pandemic or epidemic, from 
NCUA personnel, including political 
appointees, employees, contractors, 
detailees, consultants, interns, 
volunteers, and applicants for Federal 
employment. This system will store 
information pertaining to individuals in 
the performance of the NCUA’s 
statutory duties. 
DATES: This new system of record is 
applicable on November 12, 2021. The 
routine uses in this new system of 
record are applicable 30 days after 
publication, unless the NCUA makes 
changes based on comments received. 
Written comments should be submitted 
on or before December 13, 2021. 
ADDRESSES: You may submit comments 
by any of the following methods, but 
please send comments by one method 
only: 

• Federal eRulemaking Portal: 
https://www.regulations.gov. Follow the 
instructions for submitting comments. 

• Fax: (703) 518–6319. Include 
‘‘[Your Name]—Comments on New 
System of Records, NCUA–24’’ in the 
transmittal. 

• Mail: Address to Melane Conyers- 
Ausbrooks, Secretary of the Board, 
National Credit Union Administration, 
1775 Duke Street, Alexandria, Virginia 
22314–3428. 

• Hand Delivery/Courier: Same as 
mail address. 
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FOR FURTHER INFORMATION CONTACT: 
Linda Dent, Senior Agency Official for 
Privacy via email at privacy@NCUA.gov 
or at 703–518–6540. 

SUPPLEMENTARY INFORMATION: Pursuant 
to the Privacy Act, 5 U.S.C. 552a, the 
NCUA is establishing a new system of 
records, NCUA–24, Ensuring Workplace 
Health and Safety in Response to a 
Public Health Emergency. The NCUA is 
committed to providing all NCUA 
personnel with a safe and healthy work 
environment. When Federal, state, or 
local authorities declare a public health 
emergency, and only as necessary to 
protect the health and safety of its 
workforce and the public the NCUA 
may develop and institute additional 
safety measures to protect the workforce 
and those individuals entering NCUA 
facilities. These measures may include 
instituting activities such as: (1) 
Requiring NCUA personnel (including 
applicants for Federal employment) to 
provide information and/or submit to a 
medical screening before being allowed 
access to an NCUA facility, and (2) 
contact tracing. NCUA personnel may 
also need to provide information before 
being authorized for work-related travel. 

In certain instances, depending on the 
type of record collected and maintained, 
for Federal employees, this information 
will also be maintained and covered by 
Office of Personnel Management/ 
Government-10 Employee Medical File 
System Records (75 FR 35099, June 21, 
2010). However, any collection and use 
of records covered by this system of 
records notice (SORN) is only permitted 
during times of a declared public health 
emergency or when the circumstances 
require the NCUA to collect and 
maintain such information on the 
various categories of individuals 
described below. The NCUA will collect 
and maintain information in accordance 
with the Americans with Disabilities 
Act of 1990 and regulations and 
guidance published by the U.S. 
Occupational Safety and Health 
Administration, the U.S. Equal 
Employment Opportunity Commission, 
and the U.S. Centers for Disease Control 
and Prevention. 

This notice satisfies the Privacy Act 
requirement that an agency publish a 
system of records notice in the Federal 
Register when there is an addition to 
the agency’s systems of records. 

NCUA–24 is published in full below. 
All of the NCUA’s SORNs are available 
at www.ncua.gov. 

By the National Credit Union 
Administration Board. 
Melane Conyers-Ausbrooks, 
Secretary of the Board. 

SYSTEM NAME AND NUMBER: 

Ensuring Workplace Health and 
Safety in Response to a Public Health 
Emergency, NCUA–24. 

SECURITY CLASSIFICATION: 

Unclassified. 

SYSTEM LOCATION: 

Records are maintained at NCUA 
facilities in Alexandria, Virginia and 
regional offices. Original and duplicate 
systems may exist, in whole or in part, 
at secure sites and on secure servers 
maintained by third-party service 
providers for the NCUA. 

SYSTEM MANAGER(S): 

Director of the Office of Continuity 
and Security Management, National 
Credit Union Administration, 1775 
Duke Street, Alexandria, VA 22314. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

12 U.S.C. 1751, et seq.; Americans 
with Disabilities Act, including 42 
U.S.C. 12112(d)(3)(B), 29 CFR 1630.2(r), 
and 1630.14(b), (c), and (d)(4); 
Workforce safety Federal requirements, 
including the Occupational Safety and 
Health Act of 1970, 5 U.S.C. 7902; 29 
U.S.C. Chapter 15 (e.g., 29 U.S.C. 668), 
29 CFR part 1904, 29 CFR 1910.1020, 
and 29 CFR 1960.66; Executive Order 
12196; Executive Order 14043. 

PURPOSE(S) OF THE SYSTEM: 

The information in the system is 
collected to assist the NCUA with 
maintaining a safe and healthy 
workplace and respond to a public 
health emergency (as defined by the 
U.S. Department of Health and Human 
Services and declared by its Secretary), 
such as a pandemic or epidemic. These 
measures may include instituting 
activities such as: (1) Requiring NCUA 
personnel (including applicants for 
Federal employment) to provide 
information and/or submit to a medical 
screening before being allowed access to 
an NCUA facility, and (2) contact 
tracing. NCUA personnel may also need 
to provide information before being 
authorized to travel. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals covered by this system 
include NCUA personnel, such as, 
political appointees, employees, 
contractors, detailees, consultants, 
interns, volunteers, and applicants for 
Federal employment 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Information may include: 
• Name 
• Contact information (e.g., email 

address, phone number) 
• Employee ID number 
• Recent travel history 
• Whether the individual provides 

dependent care for an individual in a 
high-risk category 

• Health information, including: 
Æ Body temperature, 
Æ Confirmation of pathogen or 

communicable disease test, 
Æ Test results, 
Æ Dates, symptoms, potential or 

actual exposure to a pathogen or 
communicable disease, 

Æ Immunization or vaccination 
information; 

Æ Information to support a reasonable 
accommodation (for example, a request 
for exemption from a vaccination 
requirement), and 

Æ Other medical history related to the 
treatment of a pathogen or 
communicable disease 

• Contact tracing information, 
including: 

Æ Dates when the individual visited 
the NCUA facility or event, or worked 
on-site on behalf of the NCUA, 

Æ Locations that the individual 
visited within the facility (e.g., office 
and cubicle number), 

Æ Duration of time spent in the 
facility, and 

Æ Whether the individual may have 
potentially come into contact with a 
contagious person while visiting the 
facility. 

RECORD SOURCE CATEGORIES: 
The information in this system is 

collected in part directly from the 
individual. Information is also collected 
from security systems monitoring access 
to NCUA facilities, such as video 
surveillance and turnstiles, human 
resources systems, emergency 
notification systems, and Federal, State, 
and local agencies assisting with the 
response to a public health emergency. 
Information may also be collected from 
property management companies 
responsible for managing office 
buildings that house NCUA facilities. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, all or a 
portion of the records or information 
contained in this system may be 
disclosed outside the NCUA as a routine 
use as follows: 

1. To appropriate Federal, State, local 
and foreign authorities responsible for 
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investigating or prosecuting a violation 
of, or for enforcing or implementing a 
statute, rule, regulation, or order issued, 
when the information indicates a 
violation or potential violation of law, 
whether civil, criminal, or regulatory in 
nature, and whether arising by general 
statute or particular program statute, or 
by regulation, rule, or order issued 
pursuant thereto; 

2. To an authorized appeal grievance 
examiner, formal complaints examiner, 
equal employment opportunity 
investigator, arbitrator or other duly 
authorized official engaged in 
investigation or settlement of a 
grievance, complaint, or appeal filed by 
an employee. Further, a record from any 
system of records may be disclosed as 
a routine use to the Office of Personnel 
Management in accordance with the 
agency’s responsibility for evaluation 
and oversight of Federal personnel 
management; 

3. To a court, magistrate, or other 
administrative body in the course of 
presenting evidence, including 
disclosures to counsel or witnesses in 
the course of civil discovery, litigation, 
or settlement negotiations or in 
connection with criminal proceedings, 
when the NCUA is a party to the 
proceeding or has a significant interest 
in the proceeding, to the extent that the 
information is determined to be relevant 
and necessary; 

4. To contractors, experts, 
consultants, and the agents thereof, and 
others performing or working on a 
contract, service, cooperative agreement, 
or other assignment for the NCUA when 
necessary for the purpose of assisting 
the NCUA’s response to a public health 
emergency; 

5. To appropriate agencies, entities, 
and persons when (1) the NCUA 
suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (2) the NCUA has 
determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
NCUA or another agency or entity) that 
rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the NCUA’s efforts 
to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm; 

6. To another Federal agency or 
Federal entity, when the NCUA 
determines that information from this 

system of records is reasonably 
necessary to assist the recipient agency 
or entity in (1) responding to a 
suspected or confirmed breach or (2) 
preventing, minimizing, or remedying 
the risk of harm to individuals, the 
recipient agency or entity (including its 
information systems, programs, and 
operations), the Federal Government, or 
national security, resulting from a 
suspected or confirmed breach; 

7. To a Federal, State, or local agency 
to the extent necessary to comply with 
laws governing reporting of infectious 
disease; and 

8. To members of Congress in 
response to requests made at the request 
of and on behalf of their constituents. 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

Electronic records and backups are 
stored on secure servers, approved by 
the NCUA’s Office of the Chief 
Information Officer (OCIO), within 
FedRAMP-authorized commercial 
Cloud Service Providers’ (CSP) 
Software-as-a-Service solutions hosting 
environments and accessed only by 
authorized personnel. No paper files are 
maintained. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records may be retrieved by any of 
the following: Name, office, or email 
address. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL OF RECORDS: 

Records are maintained and disposed 
of in accordance with the General 
Records Retention Schedules issued by 
the National Archives and Records 
Administration (NARA) or an NCUA 
records disposition schedule approved 
by NARA. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The NCUA and the Cloud Service 
Provider have implemented the 
appropriate administrative, technical, 
and physical controls in accordance 
with the Federal Information Security 
Modernization Act of 2014, Public Law 
113–283, S. 2521, and the NCUA’s 
information security policies to protect 
the confidentiality, integrity, and 
availability of the information system 
and the information contained therein. 
Access is limited only to individuals 
authorized through NIST-compliant 
Identity, Credential, and Access 
Management policies and procedures. 
The records are maintained behind a 
layered defensive posture consistent 
with all applicable Federal laws and 
regulations, including Office of 
Management and Budget (OMB) 

Circular A–130 and National Institute of 
Standards and Technology (NIST) 
Special Publications 800–37. 

RECORD ACCESS PROCEDURES: 
Individuals wishing access to their 

records should submit a written request 
to the Senior Agency Official for 
Privacy, NCUA, 1775 Duke Street, 
Alexandria, VA 22314, and provide the 
following information: 

1. Full name. 
2. Any available information 

regarding the type of record involved. 
3. The address to which the record 

information should be sent. 
4. You must sign your request. 
Attorneys or other persons acting on 

behalf of an individual must provide 
written authorization from that 
individual for the representative to act 
on their behalf. Individuals requesting 
access must also comply with the 
NCUA’s Privacy Act regulations 
regarding verification of identity and 
access to records (12 CFR 792.55). 

CONTESTING RECORD PROCEDURES: 
Individuals wishing to request an 

amendment to their records should 
submit a written request to the Senior 
Agency Official for Privacy, NCUA, 
1775 Duke Street, Alexandria, VA 
22314, and provide the following 
information: 

1. Full name. 
2. Any available information 

regarding the type of record involved. 
3. A statement specifying the changes 

to be made in the records and the 
justification therefore. 

4. The address to which the response 
should be sent. 

5. You must sign your request. 
Attorneys or other persons acting on 

behalf of an individual must provide 
written authorization from that 
individual for the representative to act 
on their behalf. 

NOTIFICATION PROCEDURES: 
Individuals wishing to learn whether 

this system of records contains 
information about them should submit a 
written request to the Senior Agency 
Official for Privacy, NCUA, 1775 Duke 
Street, Alexandria, VA 22314, and 
provide the following information: 

1. Full name. 
2. Any available information 

regarding the type of record involved. 
3. The address to which the record 

information should be sent. 
4. You must sign your request. 
Attorneys or other persons acting on 

behalf of an individual must provide 
written authorization from that 
individual for the representative to act 
on their behalf. Individuals requesting 
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1 15 U.S.C. 78s(b)(1). 
2 17 CFR 240.19b–4. 
3 Securities Exchange Act Release No. 92570 

(August 5, 2021), 86 FR 44482 (August 12, 2021) 
(SR–NSCC–2021–010) (‘‘Notice’’). NSCC also filed 
the proposal contained in the Proposed Rule 
Change as advance notice SR–NSCC–2021–803 
(‘‘Advance Notice’’) with the Commission pursuant 
to Section 806(e)(1) of the Dodd-Frank Wall Street 
Reform and Consumer Protection Act entitled the 
Payment, Clearing, and Settlement Supervision Act 
of 2010 (‘‘Clearing Supervision Act’’). 12 U.S.C. 
5465(e)(1); 17 CFR 240.19b–4(n)(1)(i). Notice of 
filing of the Advance Notice was published for 
comment in the Federal Register on August 12, 
2021. Securities Exchange Act Release No. 92568 
(August 5, 2021), 86 FR 44530 (August 12, 2021) 
(SR–NSCC–2021–803). The proposal contained in 
the Proposed Rule Change and the Advance Notice 
shall not take effect until all regulatory actions 
required with respect to the proposal are 
completed. 

4 Comment letters are available at https://
www.sec.gov/comments/sr-nscc-2021-010/ 
srnscc2021-010.htm. 

5 15 U.S.C. 78s(b)(2). 
6 Securities Exchange Act Release No. 92860 

(September 2, 2021), 86 FR 50569 (September 9, 
2021) (SR–NSCC–2021–010). 

7 15 U.S.C. 78s(b)(2)(B). 

8 The description of the Proposed Rule Change is 
based on the statements prepared by NSCC in the 
Notice. See Notice, supra note 3. Capitalized terms 
used herein and not otherwise defined herein are 
defined in NSCC’s Rules & Procedures, available at 
www.dtcc.com/∼/media/Files/Downloads/legal/ 
rules/nscc_rules.pdf, and the Notice. 

access must also comply with the 
NCUA’s Privacy Act regulations 
regarding verification of identity and 
access to records (12 CFR 792.55). 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

This is a new system. 
[FR Doc. 2021–24704 Filed 11–10–21; 8:45 am] 

BILLING CODE 7535–01–P 

NATIONAL SCIENCE FOUNDATION 

Sunshine Act Meeting; National 
Science Board 

The National Science Board’s External 
Engagement Committee’s Subcommittee 
on Honorary Awards hereby gives 
notice of the scheduling of a 
teleconference for the transaction of 
National Science Board business 
pursuant to the National Science 
Foundation Act and the Government in 
the Sunshine Act. 

TIME AND DATE: November 16, 2021, from 
11:00 a.m.–12:00 p.m. EST. 

PLACE: This meeting will be held by 
teleconference through the National 
Science Foundation, 2415 Eisenhower 
Avenue, Alexandria, VA 22314. 

STATUS: Closed. 

MATTERS TO BE CONSIDERED: Review and 
Discussion of Selection Criteria; 
Discussion of Candidates for the 2021 
Vannevar Bush Award; Discussion of 
Candidates for the 2021 National 
Science Board Public Service Award for 
a Group; and Discussion of Candidates 
for the 2021 National Science Board 
Public Service Award for an Individual. 

CONTACT PERSON FOR MORE INFORMATION: 
Point of contact for this meeting is: 
Alison Gillespie, 2415 Eisenhower Ave., 
Alexandria, VA 22314, algilles@nsf.gov, 
(703) 292–7000. 

Chris Blair, 
Executive Assistant to the National Science 
Board Office. 
[FR Doc. 2021–24877 Filed 11–9–21; 4:15 pm] 

BILLING CODE P 

SECURITIES AND EXCHANGE 
COMMISSION 

[Release No. 34–93532; File No. SR–NSCC– 
2021–010] 

Self-Regulatory Organizations; 
National Securities Clearing 
Corporation; Order Instituting 
Proceedings To Determine Whether To 
Approve or Disapprove a Proposed 
Rule Change To Establish the 
Securities Financing Transaction 
Clearing Service and Make Other 
Changes 

November 5, 2021. 

I. Introduction 

On July 22, 2021, National Securities 
Clearing Corporation (‘‘NSCC’’) filed 
with the Securities and Exchange 
Commission (‘‘Commission’’) proposed 
rule change SR–NSCC–2021–010 
(‘‘Proposed Rule Change’’) pursuant to 
Section 19(b)(1) of the Securities 
Exchange Act of 1934 (‘‘Act’’) 1 and Rule 
19b–4 thereunder.2 The Proposed Rule 
Change was published for comment in 
the Federal Register on August 12, 
2021.3 The Commission has received 
comment letters on the Proposed Rule 
Change.4 

On September 2, 2021, pursuant to 
Section 19(b)(2) of the Act,5 the 
Commission designated a longer period 
within which to approve, disapprove, or 
institute proceedings to determine 
whether to approve or disapprove the 
Proposed Rule Change.6 This order 
institutes proceedings, pursuant to 
Section 19(b)(2)(B) of the Act,7 to 

determine whether to approve or 
disapprove the Proposed Rule Change. 

II. Summary of the Proposed Rule 
Change 

As described in the Notice,8 NSCC 
proposes to (i) establish the securities 
financing transaction clearing service 
(‘‘SFT Clearing Service’’) to make 
central clearing available at NSCC for 
equity securities financing transactions, 
which are, broadly speaking, 
transactions where the parties exchange 
equity securities against cash and 
simultaneously agree to exchange the 
same securities and cash, plus or minus 
a rate payment, on a future date 
(collectively, ‘‘SFTs’’), (ii) establish new 
membership categories and 
requirements for sponsoring members 
and sponsored members whereby 
existing Members would be permitted to 
sponsor certain institutional firms into 
membership, (iii) establish a new 
membership category and requirements 
for agent clearing members whereby 
existing Members would be permitted to 
submit, on behalf of their customers, 
transactions to NSCC for novation, and 
(iv) make other amendments and 
clarifications to the Rules, as described 
in greater detail below. 

(i) Key Parameters of the Proposed SFT 
Clearing Service 

NSCC proposes central clearing for 
SFTs with a one business day term in 
eligible equity securities that are entered 
into by Members, Sponsored Members 
that are sponsored into NSCC by 
Sponsoring Members (as described 
below), or Agent Clearing Members on 
behalf of Customers (as described 
below). NSCC will maintain eligibility 
criteria for the securities that may 
underlie an SFT that NSCC will accept 
for novation. NSCC would, as an initial 
matter, provide the proposed SFT 
Clearing Service for only those SFTs 
where the underlying securities are 
CNS-eligible equity securities that have 
a per share price of $5 or more, although 
NSCC may modify eligible equity at a 
later date. 

The final settlement obligations of 
each SFT, other than a Sponsored 
Member transaction, that is novated to 
NSCC would settle receive-versus- 
payment/delivery-versus-payment at 
The Depository Trust Company 
(‘‘DTC’’). SFT deliver orders would be 
processed in accordance with DTC’s 
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https://www.sec.gov/comments/sr-nscc-2021-010/srnscc2021-010.htm
https://www.sec.gov/comments/sr-nscc-2021-010/srnscc2021-010.htm
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http://www.dtcc.com/~/media/Files/Downloads/legal/rules/nscc_rules.pdf
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