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the recipient agency or entity in: (a) 
Responding to a suspected or confirmed 
breach or (b) preventing, minimizing, or 
remedying the risk of harm to 
individuals, the recipient agency or 
entity (including its information 
systems, program, and operations), the 
Federal Government, or national 
security, resulting from a suspected or 
confirmed breach. 

10. Non-Federal Personnel—To 
disclose information to non-federal 
personnel, including contractors, who 
have been engaged to assist the FCC in 
the performance of a contract service, 
grant, cooperative agreement, or other 
activity related to this system of records 
and who need to have access to the 
records in order to perform their 
activity. 

In each of these cases, the FCC will 
determine whether disclosure of the 
records is compatible with the purpose 
for which the records were collected. 

REPORTING TO A CONSUMER REPORTING 
AGENCIES: 

In addition to the routine uses cited 
above, the Commission may share 
information from this system of records 
with a consumer reporting agency 
regarding an individual who has not 
paid a valid and overdue debt owed to 
the Commission, following the 
procedures set out in the Debt 
Collection Act, 31 U.S.C. 3711(e). 

POLICIES AND PRACTICES FOR STORAGE OF 
RECORDS: 

This an electronic system of records 
that resides on the FCC’s network. 

POLICIES AND PRACTICES FOR RETRIEVAL OF 
RECORDS: 

Records in this system of records can 
be retrieved by any category field, e.g., 
name or email address. 

POLICIES AND PRACTICES FOR RETENTION AND 
DISPOSAL: 

The information in this system is 
maintained and disposed of in 
accordance with the National Archives 
and Records Administration (NARA) 
Records Schedule N1–173–11–007. 

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL 
SAFEGUARDS: 

The electronic records, files, and data 
are stored within FCC’s accreditation 
boundaries and maintained in a 
database housed in the FCC’s computer 
network databases. Access to the 
electronic files is restricted to 
authorized employees and contractors; 
and to IT staff, contractors, and vendors 
who maintain the IT networks and 
services. Other employees and 
contractors may be granted access on a 
need-to-know basis. The electronic files 
and records are protected by the FCC 
privacy safeguards, a comprehensive 
and dynamic set of IT safety and 
security protocols and features that are 
designed to meet all Federal privacy 
standards, including those required by 
the Federal Information Security 
Modernization Act of 2014 (FISMA), the 
Office of Management and Budget 
(OMB), and the National Institute of 
Standards and Technology (NIST). 

RECORD ACCESS PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 

themselves should follow the 
Notification Procedure below. 

CONTESTING RECORD PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

NOTIFICATION PROCEDURE: 

Individuals wishing to determine 
whether this system of records contains 
information about themselves may do so 
by writing Privacy@fcc.gov. Individuals 
requesting access must also comply 
with the FCC’s Privacy Act regulations 
regarding verification of identity to gain 
access to records as required under 47 
CFR part 0, subpart E. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

HISTORY: 

This is a new system of records. 
Federal Communications Commission. 
Katura Jackson, 
Federal Register Liaison Officer. 
[FR Doc. 2021–16872 Filed 8–5–21; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL DEPOSIT INSURANCE 
CORPORATION 

Notice to All Interested Parties of 
Intent To Terminate Receivership 

Notice is hereby given that the Federal 
Deposit Insurance Corporation (FDIC or 
Receiver) as Receiver for the institution 
listed below intends to terminate its 
receivership for said institution. 

NOTICE OF INTENT TO TERMINATE RECEIVERSHIP 

Fund Receivership name City State 
Date of 

appointment 
of receiver 

10024 ................... PFF Bank and Trust .......................................... Pomona .............................................................. CA 11/21/2008 

The liquidation of the assets for the 
receivership has been completed. To the 
extent permitted by available funds and 
in accordance with law, the Receiver 
will be making a final dividend 
payment to proven creditors. 

Based upon the foregoing, the 
Receiver has determined that the 
continued existence of the receivership 
will serve no useful purpose. 
Consequently, notice is given that the 
receivership shall be terminated, to be 
effective no sooner than thirty days after 
the date of this notice. If any person 
wishes to comment concerning the 
termination of the receivership, such 

comment must be made in writing, 
identify the receivership to which the 
comment pertains, and sent within 
thirty days of the date of this notice to: 
Federal Deposit Insurance Corporation, 
Division of Resolutions and 
Receiverships, Attention: Receivership 
Oversight Department 34.6, 1601 Bryan 
Street, Dallas, TX 75201. 

No comments concerning the 
termination of this receivership will be 
considered which are not sent within 
this time frame. 

Authority: 12 U.S.C. 1819. 

Federal Deposit Insurance Corporation. 

Dated at Washington, DC, on August 3, 
2021. 
James P. Sheesley, 
Assistant Executive Secretary. 
[FR Doc. 2021–16805 Filed 8–5–21; 8:45 am] 

BILLING CODE 6714–01–P 

FEDERAL DEPOSIT INSURANCE 
CORPORATION 

Notice of Termination of Receiverships 

The Federal Deposit Insurance 
Corporation (FDIC or Receiver), as 
Receiver for each of the following 
insured depository institutions, was 
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