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management of the HCBP system, 
including USAC’s records management 
activities. After a Participant window 
for filing replies to Stakeholder 
information closes, access to the 
electronic files is restricted to the FCC 
staff and its contractors and 
subcontractors, as well as USAC and its 
contractors and subcontractors who 
carry out ELAP functions and activities. 
Other FCC employees and contractors 
and USAC employees, contractors, and 
subcontractors may be granted access 
only on a need-to-know basis. The data 
are protected by the FCC and USAC 
security safeguards, a comprehensive 
and dynamic set of information 
technology (IT) safety and security 
protocols and features that are designed 
to meet all Federal IT standards, 
including, but not limited to, those 
required by the Federal Information 
Security Modernization Act of 2014 
(FISMA), the Office of Management and 
Budget (OMB), and NIST. 

Employees of the FCC and USAC may 
print paper copies of these ELAP 
electronic records for various short-term 
uses, as necessary. Paper copies will be 
stored in locked file cabinets when not 
in use. Physical entry by unauthorized 
persons where this information is stored 
is restricted through use of locks, 
passwords, and other security measures. 
Only authorized FCC and USAC 
employees may have access to these 
documents. Participants receiving 
access to the ELAP portion of the HCBP 
system will be prohibited from printing 
paper copies when such information 
contains PII, although they will be 
permitted to download redacted 
versions of such information. 

2. Non-ELAP data: The electronic 
records, files, and data are stored within 
FCC accreditation boundaries. Access to 
the electronic files is restricted to IT 
staff, contractors, and vendors who 
maintain the networks and services. 
Other FCC employees, contractors, 
vendors, and users may be granted 
access on a need-to- know basis. The 
FCC’s data are protected by the FCC and 
privacy safeguards, a comprehensive 
and dynamic set of IT safety and 
security protocols and features that are 
designed to meet all Federal IT privacy 
standards, including those required by 
FISMA, OMB, and NIST. Paper copies 
will be stored in locked file cabinets 
when not in use. Physical entry by 
unauthorized persons where this 
information is stored is restricted 
through use of locks, passwords, and 
other security measures. Only 
authorized FCC employees and 
contractors may have access to these 
documents. 

RECORDS ACCESS PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
themselves should follow the 
Notification Procedure below. 

CONTESTING RECORDS PROCEDURES: 

Individuals wishing to request access 
to and/or amendment of records about 
them should follow the Notification 
Procedure below. 

NOTIFICATION PROCEDURES: 

Individuals wishing to determine 
whether this system of records contains 
information about them may do so by 
writing to Margaret Drake at privacy@
fcc.gov or Federal Communications 
Commission, 45 L Street NE, 
Washington, DC 20554, 202–418–1707. 

Individuals requesting access must 
also comply with the FCC’s Privacy Act 
regulations regarding verification of 
identity and access to records (47 CFR 
part 0, subpart E). 

EXEMPTIONS PROMULGATED FOR THE SYSTEM: 

None. 

HISTORY: 

This is a new system of records. 
Federal Communications Commission. 
Marlene Dortch, 
Secretary. 
[FR Doc. 2021–04857 Filed 3–8–21; 8:45 am] 
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FEDERAL COMMUNICATIONS 
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Next Meeting of the North American 
Numbering Council 

AGENCY: Federal Communications 
Commission. 
ACTION: Notice. 

SUMMARY: In this document, the 
Commission released a public notice 
announcing the meeting of the North 
American Numbering Council (NANC), 
which will be held via video conference 
and available to the public via live 
internet feed. 
DATES: Thursday, April 15, 2021. The 
meeting will come to order at 9:30 a.m. 
ADDRESSES: The meeting will be 
conducted via video conference and 
available to the public via the internet 
at http://www.fcc.gov/live. 
FOR FURTHER INFORMATION CONTACT: 
Jordan Reth, Acting Designated Federal 
Officer, at jordan.reth@fcc.gov or 202– 
418–1418. More information about the 
NANC is available at https://
www.fcc.gov/about-fcc/advisory- 

committees/general/north-american- 
numbering-council. 
SUPPLEMENTARY INFORMATION: The 
NANC meeting is open to the public on 
the internet via live feed from the FCC’s 
web page at http://www.fcc.gov/live. 
Open captioning will be provided for 
this event. Other reasonable 
accommodations for people with 
disabilities are available upon request. 
Requests for such accommodations 
should be submitted via email to 
fcc504@fcc.gov or by calling the 
Consumer & Governmental Affairs 
Bureau at (202) 418–0530 (voice), (202) 
418–0432 (TTY). Such requests should 
include a detailed description of the 
accommodation needed. In addition, 
please include a way for the FCC to 
contact the requester if more 
information is needed to fill the request. 
Please allow at least five days’ advance 
notice for accommodation requests; last 
minute requests will be accepted but 
may not be possible to accommodate. 
Members of the public may submit 
comments to the NANC in the FCC’s 
Electronic Comment Filing System, 
ECFS, at www.fcc.gov/ecfs. Comments to 
the NANC should be filed in CC Docket 
No. 92–237. This is a summary of the 
Commission’s document in CC Docket 
No. 92–237, DA 21–253 released March 
2, 2021. 

Proposed Agenda: At the April 15 
meeting, the NANC will hear routine 
status reports from the North American 
Portability Management, LLC, the 
Secure Telephone Identification 
Governance Authority, and the 
Numbering Administration Oversight 
Working Group. This agenda may be 
modified at the discretion of the NANC 
Chair and the Designated Federal 
Officers (DFO). 

(5 U.S.C. App 2 section 10(a)(2)) 
Federal Communications Commission 
Daniel Kahn, 
Associate Bureau Chief, Wireline Competition 
Bureau. 
[FR Doc. 2021–04797 Filed 3–8–21; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL HOUSING FINANCE 
AGENCY 

[No. 2021–N–4] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of Inspector General, 
Federal Housing Finance Agency 
(FHFA–OIG). 
ACTION: Notice of amendments and 
additions to the routine uses for FHFA– 
OIG’s Privacy Act systems of records 
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