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• Discussion on the draft of the 
Education Funding report 

• Open Comment 
• Next Steps 
• Adjourn 

Dated: August 23, 2019. 
David Mussatt, 
Supervisory Chief, Regional Programs Unit. 
[FR Doc. 2019–18639 Filed 8–28–19; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF COMMERCE 

Foreign-Trade Zones Board 

[B–29–2019] 

Foreign-Trade Zone (FTZ) 18—San 
Jose, California; Authorization of 
Production Activity; Lam Research 
Corporation (Wafer Fabrication 
Equipment, Subassemblies and 
Related Parts); Fremont, Livermore 
and Newark, California 

On April 25, 2019, Lam Research 
Corporation submitted a notification of 
proposed production activity to the FTZ 
Board for its facilities within FTZ 18, in 
Fremont, Livermore and Newark, 
California. 

The notification was processed in 
accordance with the regulations of the 
FTZ Board (15 CFR part 400), including 
notice in the Federal Register inviting 
public comment (84 FR 21323–21325, 
May 14, 2019). On August 23, 2019, the 
applicant was notified of the FTZ 
Board’s decision that no further review 
of the activity is warranted at this time. 
The production activity described in the 
notification was authorized, subject to 
the FTZ Act and the FTZ Board’s 
regulations, including Section 400.14. 

Dated: August 23, 2019. 
Andrew McGilvray, 
Executive Secretary. 
[FR Doc. 2019–18604 Filed 8–28–19; 8:45 am] 

BILLING CODE 3510–DS–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

[Docket No.:190605485–9485–01] 

National Cybersecurity Center of 
Excellence (NCCoE) Securing 
Telehealth Remote Patient Monitoring 
Ecosystem 

AGENCY: National Institute of Standards 
and Technology, Department of 
Commerce. 
ACTION: Notice. 

SUMMARY: The National Institute of 
Standards and Technology (NIST) 
invites organizations to provide 
products and technical expertise to 
support and demonstrate security 
platforms for the Securing Telehealth 
Remote Patient Monitoring Ecosystem 
for the healthcare sector use case. This 
notice is the initial step for the NCCoE 
in collaborating with technology 
companies to address cybersecurity 
challenges identified under the 
healthcare sector program. Participation 
in the use case is open to all interested 
organizations. 
DATES: Collaborative activities will 
commence as soon as enough completed 
and signed letters of interest have been 
returned to address all the necessary 
components and capabilities, but no 
earlier than September 30, 2019. 
ADDRESSES: Letters of interest must be 
submitted to HIT_NCCOE@nist.gov or 
via hard copy to NIST, NCCoE, 9700 
Great Seneca Highway, Rockville, 
Maryland 20850. Organizations whose 
letters of interest are accepted in 
accordance with the process set forth in 
the SUPPLEMENTARY INFORMATION section 
of this notice will be asked to sign a 
consortium Cooperative Research and 
Development Agreement (CRADA) with 
NIST. An NCCoE consortium CRADA 
template can be found at https://
www.nccoe.nist.gov/sites/default/files/ 
library/nccoe-consortium-crada- 
example.pdf. 
FOR FURTHER INFORMATION CONTACT: 
Jennifer Cawthra via email at HIT_
NCCOE@nist.gov; by telephone, 240– 
328–4584; or by mail to NIST, NCCoE, 
9700 Great Seneca Highway, Rockville, 
Maryland 20850. Additional details 
about the healthcare sector program are 
available at https://www.nccoe.nist.gov/ 
healthcare. 
SUPPLEMENTARY INFORMATION: Interested 
parties must contact NIST to request a 
letter of interest template to be 
completed and submitted to NIST. 
Letters of interest will be accepted on a 
first-come, first-served basis. When the 
use case has been completed, NIST will 
post a notice on the NCCoE healthcare 
sector Securing Telehealth Remote 
Patient Monitoring Ecosystem project 
page at https://www.nccoe.nist.gov/ 
projects/use-cases/health-it/telehealth 
announcing the completion of the use 
case and informing the public that NIST 
will no longer accept letters of interest 
for this use case. 

Background: The NCCoE, part of 
NIST, is a public-private collaboration 
for accelerating the widespread 
adoption of integrated cybersecurity 
tools and technologies. The NCCoE 
brings together experts from industry, 

government, and academia under one 
roof to develop practical, interoperable 
cybersecurity approaches that address 
the real-world needs of complex 
information technology (IT) systems. By 
accelerating dissemination and use of 
these integrated tools and technologies 
for protecting IT assets, the NCCoE will 
enhance trust in U.S. IT 
communications, data, and storage 
systems; reduce risk for companies and 
individuals using IT systems; and 
encourage development of innovative, 
job-creating cybersecurity products and 
services. 

Process: NIST is soliciting responses 
from all sources of relevant security 
capabilities (see below) to enter into a 
CRADA to provide products and 
technical expertise to support and 
demonstrate security platforms for the 
Securing Telehealth Remote Patient 
Monitoring Ecosystem. The full use case 
can be viewed at https://
www.nccoe.nist.gov/projects/use-cases/ 
health-it/telehealth. 

Interested parties should contact NIST 
by using the information provided in 
the FOR FURTHER INFORMATION CONTACT 
section of this notice. NIST will then 
provide each interested party with a 
template for a letter of interest, which 
the party must complete, certify that it 
is accurate, and submit to NIST. NIST 
will contact interested parties if there 
are questions regarding the 
responsiveness of the letters of interest 
to the use case objective or requirements 
identified below. NIST will select 
participants who have submitted 
complete letters of interest on a first- 
come, first-served basis within each 
category of product components or 
capabilities listed below up to the 
number of participants in each category 
necessary to carry out this use case. 
However, there may be continuing 
opportunity to participate even after 
initial activity commences. Selected 
participants will be required to enter a 
consortium CRADA with NIST (for 
reference, see ADDRESSES section above). 
NIST published a notice in the Federal 
Register on October 19, 2012 (77 FR 
64314) inviting U.S. companies to enter 
into National Cybersecurity Excellence 
Partnerships (NCEPs) in furtherance of 
the NCCoE. For this demonstration 
project, NCEP partners will not be given 
priority for participation. 

Use Case Objective: The objective of 
this use case is to provide an 
architecture that can be referenced and 
guidance for securing a telehealth 
remote patient monitoring (RPM) 
ecosystem in healthcare delivery 
organizations (HDOs) and patient home 
environments, including an example 
solution that uses existing, 
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