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(2) Mail: OIRA, 725 17th Street NW, 
Washington, DC 20503, attention Desk 
Officer for the Coast Guard. 

(3) Fax: 202–395–6566. To ensure 
your comments are received in a timely 
manner, mark the fax, attention Desk 
Officer for the Coast Guard. 

A copy of the ICR is available through 
the docket on the internet at https://
www.regulations.gov. Additionally, 
copies are available from: Commandant 
(CG–612), Attn: Paperwork Reduction 
Act Manager, U.S. Coast Guard, 2703 
Martin Luther King Jr. Ave. SE, STOP 
7710, Washington, DC 20593–7710. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Anthony Smith, Office of Information 
Management, telephone 202–475–3532, 
or fax 202–372–8405, for questions on 
these documents. 
SUPPLEMENTARY INFORMATION: 

Public Participation and Request for 
Comments 

This notice relies on the authority of 
the Paperwork Reduction Act of 1995; 
44 U.S.C. chapter 35, as amended. An 
ICR is an application to OIRA seeking 
the approval, extension, or renewal of a 
Coast Guard collection of information 
(Collection). The ICR contains 
information describing the Collection’s 
purpose, the Collection’s likely burden 
on the affected public, an explanation of 
the necessity of the Collection, and 
other important information describing 
the Collection. There is one ICR for each 
Collection. 

The Coast Guard invites comments on 
whether this ICR should be granted 
based on the Collection being necessary 
for the proper performance of 
Departmental functions. In particular, 
the Coast Guard would appreciate 
comments addressing: (1) The practical 
utility of the Collection; (2) the accuracy 
of the estimated burden of the 
Collection; (3) ways to enhance the 
quality, utility, and clarity of 
information subject to the Collection; 
and (4) ways to minimize the burden of 
the Collection on respondents, 
including the use of automated 
collection techniques or other forms of 
information technology. Consistent with 
the requirements of Executive Order 
13771, Reducing Regulation and 
Controlling Regulatory Costs, and 
Executive Order 13777, Enforcing the 
Regulatory Reform Agenda, the Coast 
Guard is also requesting comments on 
the extent to which this request for 
information could be modified to reduce 
the burden on respondents. These 
comments will help OIRA determine 
whether to approve the ICR referred to 
in this notice. 

We encourage you to respond to this 
request by submitting comments and 

related materials. Comments to Coast 
Guard or OIRA must contain the OMB 
Control Number of the ICR. They must 
also contain the docket number of this 
request, [USCG–2019–0258], and must 
be received by August 15, 2019. 

Submitting Comments 
We encourage you to submit 

comments through the Federal 
eRulemaking Portal at https://
www.regulations.gov. If your material 
cannot be submitted using https://
www.regulations.gov, contact the person 
in the FOR FURTHER INFORMATION 
CONTACT section of this document for 
alternate instructions. Documents 
mentioned in this notice, and all public 
comments, are in our online docket at 
https://www.regulations.gov and can be 
viewed by following that website’s 
instructions. Additionally, if you go to 
the online docket and sign up for email 
alerts, you will be notified when 
comments are posted. 

We accept anonymous comments. All 
comments received will be posted 
without change to https://
www.regulations.gov and will include 
any personal information you have 
provided. For more about privacy and 
the docket, you may review a Privacy 
Act notice regarding the Federal Docket 
Management System in the March 24, 
2005, issue of the Federal Register (70 
FR 15086). 

OIRA posts its decisions on ICRs 
online at http://www.reginfo.gov/public/ 
do/PRAMain after the comment period 
for each ICR. An OMB notice of Action 
on each ICR will become available via 
a hyperlink in the OMB Control 
Number: 1625–0048. 

Previous Request for Comments 
This request provides a 30-day 

comment period required by OIRA. The 
Coast Guard has published the 60-day 
notice (84 FR 19096, May 3, 2019) 
required by 44 U.S.C. 3506(c)(2). That 
notice elicited no comments. 
Accordingly, no changes have been 
made to the Collections. 

Information Collection Request 
Title: Vessel Reporting Requirements. 
OMB Control Number: 1625–0048. 
Summary: Owners, Charterers, 

Managing Operators, or Agents of U.S. 
vessels must immediately notify the 
Coast Guard if they believe the vessel 
may be lost or in danger. The Coast 
Guard uses this information to 
investigate the situation and, when 
necessary, plan appropriate search and 
rescue operations. 

Need: Section 2306(a) of 46 U.S.C. 
requires the owner, charterer, managing 
operator, or an agent of vessel of the 

United States to immediately notify the 
Coast Guard if: (1) There is reason to 
believe that the vessel may have been 
lost or imperiled, or (2) more than 48 
hours have passed since last receiving 
communication from the vessel. These 
reports must be followed by written 
confirmation submitted to the Coast 
Guard within 24 hours. The 
implementing regulations are contained 
in 46 CFR part 4. 

Forms: None. 
Respondents: Businesses or other for 

profit organizations. 
Frequency: On occasion. 
Hour Burden Estimate: The estimated 

burden has increased from 137 hours to 
138 hours a year, due to an adjustment 
in the agencies estimate. The change in 
annual burden is an ADJUSTMENT (i.e., 
increase) due to a mathematical error in 
the agencies estimate in the previous 
submission. There is no proposed 
change to the reporting requirements of 
this collection. The reporting 
requirements and methodology for 
calculating burden, remains unchanged. 

Authority: The Paperwork Reduction 
Act of 1995; 44 U.S.C. chapter 35, as 
amended. 

Dated: July 11, 2019. 
James D. Roppel, 
Chief, Office of Information Management, 
U.S. Coast Guard. 
[FR Doc. 2019–15051 Filed 7–15–19; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2019–0035] 

DHS Data Privacy and Integrity 
Advisory Committee 

AGENCY: Department of Homeland 
Security Privacy Office. 
ACTION: Committee management; request 
for applicants for appointment to the 
DHS Data Privacy and Integrity 
Advisory Committee. 

SUMMARY: The Department of Homeland 
Security Privacy Office seeks applicants 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee. 

DATES: Applications for membership 
must reach the Department of Homeland 
Security Privacy Office at the address 
below on or before August 15, 2019. 
ADDRESSES: If you wish to apply for 
membership, please submit the 
documents described below to Sandra 
Taylor, Designated Federal Officer, DHS 
Data Privacy and Integrity Advisory 
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Committee, by either of the following 
methods: 

• Email: PrivacyCommittee@
hq.dhs.gov. Include the Docket Number 
(DHS–2019–0035) in the subject line of 
the message. 

• Fax: (202) 343–4010. 

FOR FURTHER INFORMATION CONTACT: 
Sandra Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, Washington, DC 
20528, by telephone (202) 343–1717, by 
fax (202) 343–4010, or by email to 
PrivacyCommittee@hq.dhs.gov. 

SUPPLEMENTARY INFORMATION: The DHS 
Data Privacy and Integrity Advisory 
Committee is an advisory committee 
established in accordance with the 
provisions of the Federal Advisory 
Committee Act (FACA), 5 U.S.C. 
Appendix. The Committee was 
established by the Secretary of 
Homeland Security under the authority 
of 6 U.S.C. 451 and provides advice at 
the request of the Secretary and the DHS 
Chief Privacy Officer on programmatic, 
policy, operational, administrative, and 
technological issues within DHS that 
relate to personally identifiable 
information (PII), as well as data 
integrity and other privacy-related 
matters. The duties of the Committee are 
solely advisory in nature. In developing 
its advice and recommendations, the 
Committee may, consistent with the 
requirements of the FACA, conduct 
studies, inquiries, or briefings in 
consultation with individuals and 
groups in the private sector and/or other 
governmental entities. The Committee 
typically hosts two public meetings per 
calendar year. 

Committee Membership: The DHS 
Privacy Office is seeking applicants for 
terms of three years from the date of 
appointment. Members are appointed by 
and serve at the pleasure of the 
Secretary of the Department of 
Homeland Security, and must be 
specially qualified to serve on the 
Committee by virtue of their education, 
training, and experience in the fields of 
data protection, privacy, cybersecurity, 
and/or emerging technologies. Members 
are expected to actively participate in 
Committee and Subcommittee activities 
and to provide material input into 
Committee research and 
recommendations. Pursuant to the 
FACA, the Committee’s Charter requires 
that Committee membership be 
balanced to include: 

1. Individuals who are currently 
working in higher education, state or 
local government, or not-for-profit 
organizations; 

2. Individuals currently working in 
for-profit organizations including at 
least one who shall be familiar with the 
data privacy-related issues addressed by 
small- to medium-sized enterprises; and 

3. Other individuals, as determined 
appropriate by the Secretary. 

Committee members serve as Special 
Government Employees (SGE) as 
defined in section 202(a) of title 18 
U.S.C. As such, they are subject to 
Federal conflict of interest laws and 
government-wide standards of conduct 
regulations. Members must annually file 
a New Entrant Confidential Financial 
Disclosure Reports (OGE Form 450) for 
review and approval by Department 
ethics officials. DHS may not release 
these reports or the information in them 
to the public except under an order 
issued by a Federal court or as 
otherwise provided under the Privacy 
Act (5 U.S.C. 552a). Committee 
members are also required to obtain and 
retain at least a secret-level security 
clearance as a condition of their 
appointment. Members are not 
compensated for their service on the 
Committee; however, while attending 
meetings or otherwise engaged in 
Committee business, members may 
receive travel expenses and per diem in 
accordance with Federal regulations. 

Committee History and Activities: All 
individuals interested in applying for 
Committee membership should review 
the history of the Committee’s work. 
The Committee’s charter and current 
membership, transcripts of Committee 
meetings, and all of the Committee’s 
reports and recommendations to the 
Department are posted on the 
Committee’s web page on the DHS 
Privacy Office website (www.dhs.gov/ 
privacy). 

Applying For Membership: If you are 
interested in applying for membership 
to the DHS Data Privacy and Integrity 
Advisory Committee, please submit the 
following documents to Sandra Taylor, 
Designated Federal Officer, at the 
address provided below within 30 days 
of the date of this notice: 

1. A current resume; and 
2. A letter that explains your 

qualifications for service on the 
Committee and describes in detail how 
your experience is relevant to the 
Committee’s work. 

Your resume and your letter will be 
weighed equally in the application 
review process. Please note that by 
Administration policy, individuals who 
are registered as Federal lobbyists are 
not eligible to serve on Federal advisory 
committees. If you are registered as a 
Federal lobbyist and you have actively 
lobbied at any time within the past two 
years, you are not eligible to apply for 

membership on the DHS Data Integrity 
and Privacy Advisory Committee. 
Applicants selected for membership 
will be required to certify, pursuant to 
28 U.S.C. 1746, that they are not 
registered as Federal lobbyists. 

Please send your documents to 
Sandra Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, by either of the 
following methods: 

• Email: PrivacyCommittee@
hq.dhs.gov or 

• Fax: (202) 343–4010. 

Privacy Act Statement: DHS’s Use of 
Your Information 

Authority: DHS requests that you 
voluntarily submit this information 
under its following authorities: The 
Federal Records Act, 44 U.S.C. 3101; the 
FACA, 5 U.S.C. appendix; and the 
Privacy Act of 1974, 5 U.S.C. 552a. 

Principal Purposes: When you apply 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee, DHS collects your name, 
contact information, and any other 
personal information that you submit in 
conjunction with your application. We 
will use this information to evaluate 
your candidacy for Committee 
membership. If you are chosen to serve 
as a Committee member, your name will 
appear in publicly-available Committee 
documents, membership lists, and 
Committee reports. 

Routine Uses and Sharing: In general, 
DHS will not use the information you 
provide for any purpose other than the 
Principal Purposes, and will not share 
this information within or outside the 
agency. In certain circumstances, DHS 
may share this information on a case-by- 
case basis as required by law or as 
necessary for a specific purpose, as 
described in the DHS/ALL–009 
Department of Homeland Security 
Advisory Committees System of Records 
Notice (October 3, 2008, 73 FR 63181). 

Effects of Not Providing Information: 
You may choose not to provide the 
requested information or to provide 
only some of the information DHS 
requests. If you choose not to provide 
some or all of the requested information, 
DHS may not be able to consider your 
application for appointment to the Data 
Privacy and Integrity Advisory 
Committee. 

Accessing and Correcting 
Information: If you are unable to access 
or correct this information by using the 
method that you originally used to 
submit it, you may direct your request 
in writing to the DHS Chief FOIA 
Officer at foia@hq.dhs.gov. Additional 
instructions are available at http://
www.dhs.gov/foia and in the DHS/ALL– 
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1 Since the publication of the 60-day notice, TSA 
has revised the name of the collection from ‘‘TSA 
Reimbursable Screening Services Program (RSSP) 
Application to ‘‘TSA Reimbursable Screening 
Services Program (RSSP) Request.’’ No other 
changes to the ICR have been made. 

2 Since the publication of the 60-day notice, the 
annual burden number has been updated from 154 
to 96 hours annually. 

002 Department of Homeland Security 
Mailing and Other Lists System of 
Records referenced above. 

Dated: July 10, 2019. 
Jonathan R. Cantor, 
Chief Privacy Officer (Acting), Department 
of Homeland Security. 
[FR Doc. 2019–15009 Filed 7–15–19; 8:45 am] 

BILLING CODE 9110–9L–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

New Agency Information Collection 
Activity Under OMB Review: TSA 
Reimbursable Screening Services 
Program (RSSP) Request 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 30-Day notice. 

SUMMARY: This notice announces that 
the Transportation Security 
Administration (TSA) has forwarded the 
new Information Collection Request 
(ICR) abstracted below to the Office of 
Management and Budget (OMB) for 
review and approval under the 
Paperwork Reduction Act (PRA). The 
ICR describes the nature of the 
information collection and its expected 
burden. The collection involves public 
and private entities requesting 
participation in TSA’s Reimbursable 
Screening Services Program (RSSP), 
currently a pilot program for up to eight 
locations, to obtain TSA security 
screening services outside of an existing 
primary passenger airport terminal 
screening area where screening services 
are currently provided or would be 
eligible to be provided under TSA’s 
annually appropriated passenger 
screening program. 
DATES: Send your comments by August 
15, 2019. A comment to OMB is most 
effective if OMB receives it within 30 
days of publication. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, OMB. Comments should be 
addressed to Desk Officer, Department 
of Homeland Security/TSA, and sent via 
electronic mail to dhsdeskofficer@
omb.eop.gov. 

FOR FURTHER INFORMATION CONTACT: 
Christina A. Walsh, TSA PRA Officer, 
Information Technology (IT), TSA–11, 
Transportation Security Administration, 
601 South 12th Street, Arlington, VA 
20598–6011; telephone (571) 227–2062; 
email TSAPRA@tsa.dhs.gov. 

SUPPLEMENTARY INFORMATION: TSA 
published a Federal Register notice, 
with a 60-day comment period soliciting 
comments, of the following collection of 
information on May 6, 2019, 84 FR 
19801. 

Comments Invited 

In accordance with the Paperwork 
Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to, a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation will be 
available at http://www.reginfo.gov 
upon its submission to OMB. Therefore, 
in preparation for OMB review and 
approval of the following information 
collection, TSA is soliciting comments 
to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Consistent with the requirements of 
Executive Order (E.O.) 13771, Reducing 
Regulation and Controlling Regulatory 
Costs, and E.O. 13777, Enforcing the 
Regulatory Reform Agenda, TSA is also 
requesting comments on the extent to 
which this request for information could 
be modified to reduce the burden on 
respondents. 

Information Collection Requirement 

Title: TSA Reimbursable Screening 
Services Program (RSSP) Request.1 

Type of Request: New collection. 
OMB Control Number: 1652–XXXX. 
Form(s): NA. 
Affected Public: Public or private 

entities regulated by TSA. 
Abstract: The RSSP is authorized by 

section 225, Division A, of the 
Consolidated Appropriations Act, 2019, 
Public Law 116–6 (133 Stat. 13; Feb. 15, 
2019). Under this provision, TSA may 
establish a pilot for public or private 
entities regulated by TSA to request 

reimbursable screening services outside 
of an existing primary passenger 
terminal screening area where screening 
services are currently provided or 
eligible to be provided under TSA’s 
annually appropriated passenger 
screening program. For purposes of 
section 225, ‘‘screening services’’ means 
‘‘the screening of passengers, flight 
crews, and their carry-on baggage and 
personal articles, and may include 
checked baggage screening if that type 
of screening is performed at an offsite 
location that is not part of a passenger 
terminal of a commercial airport.’’ TSA 
is collecting this information to 
establish a process for public and 
private entities regulated by TSA to 
request screening services under the 
RSSP. 

Number of Respondents: 12.2 
Estimated Annual Burden Hours: An 

estimated 96 hours annually. 
Dated: July 10, 2019. 

Christina A. Walsh, 
TSA Paperwork Reduction Act Officer, 
Information Technology. 
[FR Doc. 2019–15003 Filed 7–15–19; 8:45 am] 

BILLING CODE 9110–05–P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR–7014–N–06] 

60-Day Notice of Proposed Information 
Collection: Housing Counseling 
Program 

AGENCY: Office of the Assistant 
Secretary for Housing—Federal Housing 
Commissioner, HUD. 
ACTION: Notice. 

SUMMARY: HUD is seeking approval from 
the Office of Management and Budget 
(OMB) for the information collection 
described below. In accordance with the 
Paperwork Reduction Act, HUD is 
requesting comment from all interested 
parties on the proposed collection of 
information. The purpose of this notice 
is to allow for 60 days of public 
comment. 

DATES: Comments Due Date: September 
16, 2019. 
ADDRESSES: Interested persons are 
invited to submit comments regarding 
this proposal. Comments should refer to 
the proposal by name and/or OMB 
Control Number and should be sent to: 
Colette Pollard, Reports Management 
Officer, QDAM, Department of Housing 
and Urban Development, 451 7th Street 
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