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42 See section 733(a) of the Act. 
43 Id. 
44 See 19 CFR 351.301(b). 
45 See 19 CFR 351.301(b)(2). 

46 See section 782(b) of the Act. 
47 See also Certification of Factual Information to 

Import Administration During Antidumping and 
Countervailing Duty Proceedings, 78 FR 42678 (July 
17, 2013) (Final Rule). Answers to frequently asked 
questions regarding the Final Rule are available at 
http://enforcement.trade.gov/tlei/notices/factual_
info_final_rule_FAQ_07172013.pdf. 

attempt to provide a copy of the public 
version of the Petition to each exporter 
named in the Petition, as provided 
under 19 CFR 351.203(c)(2). 

ITC Notification 

We will notify the ITC of our 
initiation, as required by section 732(d) 
of the Act. 

Preliminary Determination by the ITC 

The ITC will preliminarily determine, 
within 45 days after the date on which 
the Petition was filed, whether there is 
a reasonable indication that imports of 
aluminum wire and cable from China 
are materially injuring or threatening 
material injury to a U.S. industry.42 A 
negative ITC determination will result 
in the investigation being terminated.43 
Otherwise, the investigation will 
proceed according to statutory and 
regulatory time limits. 

Submission of Factual Information 

Factual information is defined in 19 
CFR 351.102(b)(21) as: (i) Evidence 
submitted in response to questionnaires; 
(ii) evidence submitted in support of 
allegations; (iii) publicly available 
information to value factors under 19 
CFR 351.408(c) or to measure the 
adequacy of remuneration under 19 CFR 
351.511(a)(2); (iv) evidence placed on 
the record by Commerce; and (v) 
evidence other than factual information 
described in (i)–(iv). Section 351.301(b) 
of Commerce’s regulations requires any 
party, when submitting factual 
information, to specify under which 
subsection of 19 CFR 351.102(b)(21) the 
information is being submitted 44 and, if 
the information is submitted to rebut, 
clarify, or correct factual information 
already on the record, to provide an 
explanation identifying the information 
already on the record that the factual 
information seeks to rebut, clarify, or 
correct.45 Time limits for the 
submission of factual information are 
addressed in 19 CFR 351.301, which 
provides specific time limits based on 
the type of factual information being 
submitted. Interested parties should 
review the regulations prior to 
submitting factual information in this 
investigation. 

Extensions of Time Limits 

Parties may request an extension of 
time limits before the expiration of a 
time limit established under 19 CFR 
351.301, or as otherwise specified by the 
Secretary. In general, an extension 

request will be considered untimely if it 
is filed after the expiration of the time 
limit established under 19 CFR 351.301. 
For submissions that are due from 
multiple parties simultaneously, an 
extension request will be considered 
untimely if it is filed after 10:00 a.m. ET 
on the due date. Under certain 
circumstances, we may elect to specify 
a different time limit by which 
extension requests will be considered 
untimely for submissions which are due 
from multiple parties simultaneously. In 
such a case, we will inform parties in a 
letter or memorandum of the deadline 
(including a specified time) by which 
extension requests must be filed to be 
considered timely. An extension request 
must be made in a separate, stand-alone 
submission; under limited 
circumstances we will grant untimely- 
filed requests for the extension of time 
limits. Parties should review Extension 
of Time Limits; Final Rule, 78 FR 57790 
(September 20, 2013), available at 
http://www.gpo.gov/fdsys/pkg/FR-2013- 
09-20/html/2013-22853.htm, prior to 
submitting factual information in this 
investigation. 

Certification Requirements 

Any party submitting factual 
information in an AD or CVD 
proceeding must certify to the accuracy 
and completeness of that information.46 
Parties must use the certification 
formats provided in 19 CFR 
351.303(g).47 Commerce intends to 
reject factual submissions if the 
submitting party does not comply with 
the applicable certification 
requirements. 

Notification to Interested Parties 

Interested parties must submit 
applications for disclosure under APO 
in accordance with 19 CFR 351.305. On 
January 22, 2008, Commerce published 
Antidumping and Countervailing Duty 
Proceedings: Documents Submission 
Procedures; APO Procedures, 73 FR 
3634 (January 22, 2008). Parties wishing 
to participate in this investigation 
should ensure that they meet the 
requirements of these procedures (e.g., 
the filing of letters of appearance as 
discussed at 19 CFR 351.103(d)). 

This notice is issued and published 
pursuant to sections 732(c)(2) and 777(i) 
of the Act, and 19 CFR 351.203(c). 

Dated: October 11, 2018. 
Gary Taverman, 
Deputy Assistant Secretary for Antidumping 
and Countervailing Duty Operations, 
performing the non-exclusive functions and 
duties of the Assistant Secretary for 
Enforcement and Compliance. 

Appendix I 

Scope of the Investigation 
The scope of the investigation covers 

aluminum wire and cable, which is defined 
as an assembly of one or more electrical 
conductors made from 8000 Series 
Aluminum Alloys (defined in accordance 
with ASTM B800), Aluminum Alloy 1350 
(defined in accordance with ASTM B230/ 
B230M or B609/B609M), and/or Aluminum 
Alloy 6201 (defined in accordance with 
ASTM B398/B398M), provided that: (1) At 
least one of the electrical conductors is 
insulated; (2) each insulated electrical 
conductor has a voltage rating greater than 80 
volts and not exceeding 1000 volts; and (3) 
at least one electrical conductor is stranded 
and has a size not less than 16.5 thousand 
circular mil (kcmil) and not greater than 1000 
kcmil. The assembly may: (1) Include a 
grounding or neutral conductor; (2) be clad 
with aluminum, steel, or other base metal; or 
(3) include a steel support center wire, one 
or more connectors, a tape shield, a jacket or 
other covering, and/or filler materials. 

Most aluminum wire and cable products 
conform to National Electrical Code (NEC) 
types THHN, THWN, THWN–2, XHHW–2, 
USE, USE–2, RHH, RHW, or RHW–2, and 
also conform to Underwriters Laboratories 
(UL) standards UL–44, UL–83, UL–758, UL– 
854, UL–1063, UL–1277, UL–1569, UL–1581, 
or UL–4703, but such conformity is not 
required for the merchandise to be included 
within the scope. 

The scope of the investigation specifically 
excludes conductors that are included in 
equipment already assembled at the time of 
importation. Also excluded are aluminum 
wire and cable products in actual lengths less 
than six feet. 

The merchandise covered by the 
investigation is currently classifiable under 
subheading 8544.49.9000 of the Harmonized 
Tariff Schedule of the United States 
(HTSUS). Products subject to the scope may 
also enter under HTSUS subheading 
8544.42.9090. The HTSUS subheadings are 
provided for convenience and customs 
purposes. The written description of the 
scope of the investigation is dispositive. 

[FR Doc. 2018–22656 Filed 10–17–18; 8:45 am] 
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ACTION: Notice. 

SUMMARY: The Information Security and 
Privacy Advisory Board (ISPAB) will 
meet Thursday, November 01, 2018 
from 9:00 a.m. until 5:00 p.m., Eastern 
Time, and Friday, November 02, 2018 
from 9:00 a.m. until 4:30 p.m. Eastern 
Time. All sessions will be open to the 
public. 
DATES: The meeting will be held on 
Thursday, November 01, 2018, from 
9:00 a.m. until 5:00 p.m., Eastern Time, 
and Friday, November 02, 2018, from 
9:00 a.m. until 4:30 p.m. Eastern Time. 
ADDRESSES: The meeting will be held at 
the American University Washington 
College of Law, 4300 Nebraska Ave. 
NW, Washington, DC, 20016. 
FOR FURTHER INFORMATION CONTACT: Jeff 
Brewer, Information Technology 
Laboratory, NIST, 100 Bureau Drive, 
Stop 8930, Gaithersburg, MD 20899– 
8930, Telephone: (301) 975–2489, Email 
address: jeffrey.brewer@nist.gov. 
SUPPLEMENTARY INFORMATION:

Pursuant to the Federal Advisory 
Committee Act, as amended, 5 U.S.C. 
App., notice is hereby given that the 
ISPAB will meet Thursday, November 
01, 2018, from 9:00 a.m. until 5:00 p.m., 
Eastern Time, and Friday, November 02, 
2018 from 9:00 a.m. until 4:30 p.m. 
Eastern Time. All sessions will be open 
to the public. The ISPAB is authorized 
by 15 U.S.C. 278g–4, as amended, and 
advises the National Institute of 
Standards and Technology (NIST), the 
Secretary of Homeland Security, and the 
Director of the Office of Management 
and Budget (OMB) on information 
security and privacy issues pertaining to 
Federal government information 
systems, including thorough review of 
proposed standards and guidelines 
developed by NIST. Details regarding 
the ISPAB’s activities are available at 
http://csrc.nist.gov/groups/SMA/ispab/ 
index.html. 

The agenda is expected to include the 
following items: 

—Deliberations and discussions by 
the ISPAB on security and privacy 
issues, 

—Presentation and discussion on 
NIST cybersecurity standards and 
guidance, 

—Briefings from the Department of 
Homeland Security National Risk 
Management Center, 

—Presentation and discussion on 
supply chain risk management 
programs, 

—Briefing from NIST on Internet of 
Things (IOT) guidance, 

—Presentation and discussion on the 
draft roadmap from the Report to 
the President on Enhancing the 

Resilience of the internet and 
Communications Ecosystem 
Against Botnets and Other 
Automated, Distributed Threats 
(May 22, 2018), 

—Presentation and discussion on 
cybersecurity and privacy issues 
related to Quantum Computing, 

—Presentation and discussion on the 
NIST privacy framework program, 
and 

—Updates on NIST Information 
Technology Laboratory 
cybersecurity work. 

Note that agenda items may change 
without notice. The final agenda will be 
posted on the website indicated above. 
Seating will be available for the public 
and media. Pre-registration is not 
required to attend this meeting. 

Public Participation: The ISPAB 
agenda will include a period, not to 
exceed thirty minutes, for oral 
comments from the public (Thursday, 
November 01, 2018, between 4:30 p.m. 
and 5:00 p.m.). Speakers will be 
selected on a first-come, first-served 
basis. Each speaker will be limited to 
five minutes. Questions from the public 
will not be considered during this 
period. Members of the public who are 
interested in speaking are requested to 
contact Jeff Brewer at the contact 
information indicated in the FOR 
FURTHER INFORMATION CONTACT section of 
this notice. 

Speakers who wish to expand upon 
their oral statements, those who had 
wished to speak but could not be 
accommodated on the agenda, and those 
who were unable to attend in person are 
invited to submit written statements. In 
addition, written statements are invited 
and may be submitted to the ISPAB at 
any time. All written statements should 
be directed to the ISPAB Secretariat, 
Information Technology Laboratory, 100 
Bureau Drive, Stop 8930, National 
Institute of Standards and Technology, 
Gaithersburg, MD 20899–8930. 

Kevin A. Kimball, 
Chief of Staff. 
[FR Doc. 2018–22735 Filed 10–17–18; 8:45 am] 
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BUREAU OF CONSUMER FINANCIAL 
PROTECTION 

Supervisory Highlights: Summer 2018 

AGENCY: Bureau of Consumer Financial 
Protection. 
ACTION: Supervisory Highlights; notice. 

SUMMARY: The Bureau of Consumer 
Financial Protection (Bureau) is issuing 
its seventeenth edition of its 

Supervisory Highlights. In this issue of 
Supervisory Highlights, we report 
examination findings in the areas of 
auto finance lending; credit card 
account management; debt collection; 
deposits; mortgage servicing; mortgage 
origination; service providers; short- 
term, small-dollar lending; remittances; 
and fair lending. As in past editions, 
this report includes information on the 
Bureau’s use of its supervisory and 
enforcement authority, recently released 
examination procedures, and Bureau 
guidance. 
DATES: The Bureau released this edition 
of the Supervisory Highlights on its 
website on September 06, 2018. 
FOR FURTHER INFORMATION CONTACT: 
Adetola Adenuga, Consumer Financial 
Protection Analyst, Office of 
Supervision Policy, at (202) 435–9373. If 
you require this document in an 
alternative electronic format, please 
contact CFPB_Accessibility@cfpb.gov. 
SUPPLEMENTARY INFORMATION: 

1. Introduction 
The Bureau of Consumer Financial 

Protection (Bureau) is committed to a 
consumer financial marketplace that is 
free, innovative, competitive, and 
transparent, where the rights of all 
parties are protected by the rule of law, 
and where consumers are free to choose 
the products and services that best fit 
their individual needs. To effectively 
accomplish this, the Bureau remains 
committed to sharing with the public 
key findings from its supervisory work 
to help industry limit risks to 
consumers and comply with Federal 
consumer financial law. 

The findings included in this report 
cover examinations in the areas of 
automobile loan servicing, credit cards, 
debt collection, mortgage servicing, 
payday lending, and small business 
lending that were generally completed 
between December 2017 and May 2018 
(unless otherwise stated). 

It is important to keep in mind that 
institutions are subject only to the 
requirements of relevant laws and 
regulations. The information contained 
in Supervisory Highlights is 
disseminated to help institutions better 
understand how the Bureau examines 
institutions for compliance with those 
requirements. This document does not 
impose any new or different legal 
requirements. In addition, the legal 
violations described in this and 
previous issues of Supervisory 
Highlights are based on the particular 
facts and circumstances reviewed by the 
Bureau as part of its examinations. A 
conclusion that a legal violation exists 
on the facts and circumstances 
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