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RETRIEVABILITY: 
DHS may retrieve records by name or 

other personal identifier. 

SAFEGUARDS: 
DHS safeguards records in this system 

in accordance with applicable rules and 
policies, including all applicable DHS 
automated systems security and access 
policies. Strict controls have been 
imposed to minimize the risk of 
compromising the information that is 
being stored. Access to the computer 
system containing the records in this 
system is limited to those individuals 
who have a need to know the 
information for the performance of their 
official duties and who have appropriate 
clearances or permissions. 

RETENTION AND DISPOSAL: 
The WLS maintains a near real-time 

feed of the TSDB, and does not retain 
historical copies of the TSDB. The WLS 
is synchronized with the TSDB. When 
the FBI/TSC adds, modifies, or deletes 
data from TSDB, WLS duplicates these 
functions almost simultaneously, and 
that information is then passed to DHS 
and its authorized Component systems. 
DHS does not manipulate the data 
within TSDB feed received by WLS. The 
authorized DHS Component that is 
screening individuals will maintain, 
separate from WLS, a record of a match 
or possible match with TSDB and DHS 
will retain this information in 
accordance with the DHS Component 
specific SORNs identified in this notice. 

SYSTEM MANAGER AND ADDRESS: 
Executive Director, Passenger Systems 

Program Directorate, Office of 
Information and Technology, U.S. 
Customs and Border Protection, 7400 
Fullerton Rd, Springfield, VA 22153. 

NOTIFICATION PROCEDURE: 
The Secretary of Homeland Security 

has exempted this system from the 
notification, access, and amendment 
procedures of the Privacy Act because it 
is a law enforcement system. However, 
DHS and its Components will consider 
individual requests to determine 
whether or not information may be 
released. Thus, individuals seeking 
notification of and access to any record 
contained in this system of records, or 
seeking to contest its content, may 
submit a request in writing to the 
Headquarters or component Freedom of 
Information Act (FOIA) Officer, whose 
contact information can be found at 
http://www.dhs.gov/foia under 
‘‘contacts.’’ If an individual believes 
more than one component maintains 
Privacy Act records concerning him or 
her the individual may submit the 

request to the Chief Privacy Officer and 
Chief FOIA Officer, Department of 
Homeland Security, 245 Murray Drive 
SW., Building 410, STOP–0655, 
Washington, DC 20528. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records, your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address, and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
FOIA Officer at http://www.dhs.gov/foia 
or 1–866–431–0486. In addition, you 
should: 

• Explain why you believe the 
Department would have information on 
you; 

• Identify which Component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records. 

If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his or her records. 

Without the above information, the 
Component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

In addition, if individuals are 
uncertain what agency handles the 
information, they may seek redress 
through the DHS Traveler Inquiry 
Redress Program (DHS TRIP), 72 FR 
2294, Jan. 18, 2007. Individuals who 
believe they have been improperly 
denied entry, refused boarding for 
transportation, or identified for 
additional screening by DHS may 
submit a redress request through DHS 
TRIP. The DHS TRIP is a single point of 
contact for individuals who have 
inquiries or seek resolution regarding 
difficulties they experienced during 
their travel screening at transportation 
hubs such as airports and train stations 
or crossing U.S. borders. Redress 
requests should be sent to: DHS Traveler 
Redress Inquiry Program, 601 South 
12th Street, TSA–901, Arlington, VA 

20598 or online at http://www.dhs.gov/ 
trip and at http://www.dhs.gov. 

RECORD ACCESS PROCEDURES: 
See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 
Records are received from the FBI’s 

Terrorist Screening Center, specifically 
records covered by DOJ/FBI–019, 
‘‘Terrorist Screening Records Center 
System,’’ 72 FR 77846 (Dec. 14, 2011). 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Secretary of Homeland Security 

has exempted this system from the 
following provisions of the Privacy Act, 
subject to the limitations set forth in 5 
U.S.C. 552a(c)(3) and (c)(4); (d); (e)(1), 
(e)(2), (e)(3), (e)(5), (e)(8); and (g) 
pursuant to 5 U.S.C. 552a(j)(2). 

Dated: March 22, 2016. 
Karen L. Neuman, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2016–07895 Filed 4–5–16; 8:45 am] 

BILLING CODE 9110–9B–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FW–HQ–LE–2016–N069; FF09L00200–FX– 
LE18110900000] 

Proposed Information Collection; 
Captive Wildlife Safety Act 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice; request for comments. 

SUMMARY: We (U.S. Fish and Wildlife 
Service) will ask the Office of 
Management and Budget (OMB) to 
approve the information collection (IC) 
described below. As required by the 
Paperwork Reduction Act of 1995 and 
as part of our continuing efforts to 
reduce paperwork and respondent 
burden, we invite the general public and 
other Federal agencies to take this 
opportunity to comment on this IC. This 
IC is scheduled to expire on August 31, 
2016. We may not conduct or sponsor 
and a person is not required to respond 
to a collection of information unless it 
displays a currently valid OMB control 
number. 
DATES: To ensure that we are able to 
consider your comments on this IC, we 
must receive them by June 6, 2016. 
ADDRESSES: Send your comments on the 
IC to the Information Collection 
Clearance Officer, U.S. Fish and 
Wildlife Service, MS BPHC, 5275 
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Leesburg Pike, Falls Church, VA 22041– 
3803 (mail); or hope_grey@fws.gov 
(email). Please include ‘‘1018–0129’’ in 
the subject line of your comments. 

FOR FURTHER INFORMATION CONTACT: To 
request additional information about 
this IC, contact Hope Grey at hope_
grey@fws.gov (email) or 703–358–2482 
(telephone). 

SUPPLEMENTARY INFORMATION: 
I. Abstract. The Captive Wildlife 

Safety Act (CWSA) amends the Lacey 
Act by making it illegal to import, 
export, buy, sell, transport, receive, or 
acquire, in interstate or foreign 
commerce, live lions, tigers, leopards, 
snow leopards, clouded leopards, 
cheetahs, jaguars, or cougars, or any 
hybrid combination of any of these 
species, unless certain exceptions are 
met. There are several exemptions to the 
prohibitions of the CWSA, including 
accredited wildlife sanctuaries. 

There is no requirement for wildlife 
sanctuaries to submit applications to 
qualify for the accredited wildlife 
sanctuary exemption. Wildlife 
sanctuaries themselves will determine if 
they qualify. To qualify, they must meet 
all of the following criteria: 

• Approval by the United States Internal 
Revenue Service (IRS) as a corporation that 
is exempt from taxation under section 501(a) 
of the Internal Revenue Code of 1986, which 
is described in sections 501(c)(3) and 
170(b)(1)(A)(vi) of that code. 

• No engagement in commercial trade in 
the prohibited wildlife species, including 
offspring, parts, and products. 

• No propagation of the prohibited wildlife 
species. 

• No direct contact between the public and 
the prohibited wildlife species. 

The basis for this information 
collection is the recordkeeping 
requirement that we place on accredited 
wildlife sanctuaries. We require 
accredited wildlife sanctuaries to 
maintain complete and accurate records 
of any possession, transportation, 
acquisition, disposition, importation, or 
exportation of the prohibited wildlife 
species as defined in the CWSA (50 CFR 
14, subpart K). Records must be up to 
date and include: (1) Names and 
addresses of persons to or from whom 
any prohibited wildlife species has been 
acquired, imported, exported, 
purchased, sold, or otherwise 
transferred; and (2) dates of these 
transactions. Accredited wildlife 
sanctuaries must: 

• Maintain these records for 5 years. 
• Make these records accessible to Service 

officials for inspection at reasonable hours. 
• Copy these records for Service officials, 

if requested. 

II. Data 

OMB Control Number: 1018–0129. 
Title: Captive Wildlife Safety Act, 50 

CFR 14.250–14.255. 
Service Form Number: None. 
Type of Request: Extension of a 

currently approved collection. 
Description of Respondents: 

Accredited wildlife sanctuaries. 
Respondent’s Obligation: Required to 

obtain or retain a benefit. 
Frequency of Collection: Ongoing. 
Estimated Number of Respondents: 

750. 
Estimated Number of Responses: 750. 
Completion Time per Response: 1 

hour. 
Estimated Total Annual Burden 

Hours: 750. 
Estimated Annual Nonhour Burden 

Cost: None. 

III. Comments 

We invite comments concerning this 
information collection on: 

• Whether or not the collection of 
information is necessary, including whether 
or not the information will have practical 
utility; 

• The accuracy of our estimate of the 
burden for this collection of information; 

• Ways to enhance the quality, utility, and 
clarity of the information to be collected; and 

• Ways to minimize the burden of the 
collection of information on respondents. 

Comments that you submit in 
response to this notice are a matter of 
public record. We will include or 
summarize each comment in our request 
to OMB to approve this IC. Before 
including your address, phone number, 
email address, or other personal 
identifying information in your 
comment, you should be aware that 
your entire comment, including your 
personal identifying information, may 
be made publicly available at any time. 
While you can ask us in your comment 
to withhold your personal identifying 
information from public review, we 
cannot guarantee that we will be able to 
do so. 

Dated: April 1, 2016. 

Tina A. Campbell, 
Chief, Division of Policy, Performance, and 
Management Programs, U.S. Fish and Wildlife 
Service. 
[FR Doc. 2016–07841 Filed 4–5–16; 8:45 am] 

BILLING CODE 4333–15–P 

DEPARTMENT OF THE INTERIOR 

Bureau of Land Management 

[LLCOS00000 L10100000.BN0000 16X] 

Notice of Public Meetings, Southwest 
Resource Advisory Council 

AGENCY: Bureau of Land Management, 
Interior. 
ACTION: Notice of public meeting. 

SUMMARY: In accordance with the 
Federal Land Policy and Management 
Act and the Federal Advisory 
Committee Act of 1972, the U.S. 
Department of the Interior, Bureau of 
Land Management (BLM) Southwest 
Resource Advisory Council (RAC) is 
scheduled to meet as indicated below. 
DATES: The Southwest RAC meeting will 
be held on June 10, 2016, in Mancos, 
Colorado. 

ADDRESSES: The Southwest RAC 
meeting will be held June 10 at the 
Mancos Community Building, 130 
Grand Ave., Mancos, CO 81328. The 
meeting will begin at 9 a.m. and adjourn 
at approximately 4 p.m. A public 
comment period regarding matters on 
the agenda will be held at 11:30 a.m. 
FOR FURTHER INFORMATION CONTACT: 
Shannon Borders, Public Affairs 
Specialist, 970–240–5300; 2505 S. 
Townsend Ave., Montrose, CO 81401. 
Persons who use a telecommunications 
device for the deaf (TDD) may call the 
Federal Information Relay Service 
(FIRS) at 1–800–877–8339 to contact the 
above individual during normal 
business hours. The FIRS is available 24 
hours a day, seven days a week, to leave 
a message or question with the above 
individual. You will receive a reply 
during normal business hours. 
SUPPLEMENTARY INFORMATION: The 
Southwest RAC advises the Secretary of 
the Interior, through the BLM, on a 
variety of public land issues in 
Colorado. Topics of discussion for all 
Southwest RAC meetings may include 
field manager and working group 
reports, recreation, fire management, 
land use planning, invasive species 
management, energy and minerals 
management, travel management, 
wilderness, land exchange proposals, 
cultural resource management and other 
issues as appropriate. These meetings 
are open to the public. The public may 
present written comments to the RACs. 
Each formal RAC meeting will also have 
time, as identified above, allocated for 
hearing public comments. Depending on 
the number of people wishing to 
comment and time available, the time 
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