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would constitute a clearly unwarranted 
invasion of personal privacy. 

Name of Committee: Center for Scientific 
Review Special Emphasis Panel—Neural 
Biophysics. 

Date: December 8, 2015. 
Time: 12:00 p.m. to 2:00 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institutes of Health, 6701 

Rockledge Drive, Bethesda, MD 20892, 
(Telephone Conference Call). 

Contact Person: Peter B. Guthrie, Ph.D., 
Scientific Review Officer, Center for 
Scientific Review, National Institutes of 
Health, 6701 Rockledge Drive, Room 4142, 
MSC 7850, Bethesda, MD 20892, (301) 435– 
1239, guthriep@csr.nih.gov. 

This notice is being published less than 15 
days prior to the meeting due to the timing 
limitations imposed by the review and 
funding cycle. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.306, Comparative Medicine; 
93.333, Clinical Research, 93.306, 93.333, 
93.337, 93.393–93.396, 93.837–93.844, 
93.846–93.878, 93.892, 93.893, National 
Institutes of Health, HHS) 

Dated: November 25, 2015. 
David Clary, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2015–30520 Filed 12–1–15; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Human Genome Research 
Institute; Notice of Closed Meeting 

Pursuant to section 10(d) of the 
Federal Advisory Committee Act, as 
amended (5 U.S.C. App.), notice is 
hereby given of the following meeting. 

The meeting will be closed to the 
public in accordance with the 
provisions set forth in sections 
552b(c)(4) and 552b(c)(6), Title 5 U.S.C., 
as amended. The grant applications and 
the discussions could disclose 
confidential trade secrets or commercial 
property such as patentable material, 
and personal information concerning 
individuals associated with the grant 
applications, the disclosure of which 
would constitute a clearly unwarranted 
invasion of personal privacy. 

Name of Committee: National Human 
Genome Research Institute Special Emphasis 
Panel; NHGRI Training Program Data 
Coordinating Center. 

Date: December 11, 2015. 
Time: 1:00 p.m. to 3:00 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Human Genome Research 

Institute, 3rd Floor Conference Room, 5635 

Fishers Lane, Rockville, MD 20852, 
(Telephone Conference Call). 

Contact Person: Rudy O. Pozzatti, Ph.D., 
Scientific Review Officer, Scientific Review 
Branch, National Human Genome Research 
Institute, 5635 Fishers Lane, Suite 4076, MSC 
9306, Rockville, MD 20852, (301) 402–0838, 
pozzattr@mail.nih.gov. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.172, Human Genome 
Research, National Institutes of Health, HHS) 

Dated: November 25, 2015. 
Sylvia Neal, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2015–30517 Filed 12–1–15; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2015–XXXX] 

DHS Data Privacy and Integrity 
Advisory Committee 

AGENCY: Privacy Office, DHS. 
ACTION: Committee Management; 
Request for Applicants for Appointment 
to the DHS Data Privacy and Integrity 
Advisory Committee. 

SUMMARY: The Department of Homeland 
Security Privacy Office seeks applicants 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee. 

DATES: Applications for membership 
must reach the Department of Homeland 
Security Privacy Office at the address 
below on or before January 4, 2016. 
ADDRESSES: If you wish to apply for 
membership, please submit the 
documents described below to Sandra 
Taylor, Designated Federal Officer, DHS 
Data Privacy and Integrity Advisory 
Committee, by either of the following 
methods: 

• E-mail: PrivacyCommittee@
hq.dhs.gov. Include the Docket Number 
(DHS–2015–XXXX) in the subject line of 
the message. 

• Fax: (202) 343–4010. 
FOR FURTHER INFORMATION CONTACT: 
Sandra Taylor, Designated Federal 
Officer, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, Washington, DC 
20528, by telephone (202) 343–1717, by 
fax (202) 343–4010, or by email to 
PrivacyCommittee@hq.dhs.gov. 
SUPPLEMENTARY INFORMATION: The DHS 
Data Privacy and Integrity Advisory 
Committee is an advisory committee 
established in accordance with the 
provisions of the Federal Advisory 

Committee Act (FACA), 5 U.S.C. 
Appendix. The Committee was 
established by the Secretary of 
Homeland Security under the authority 
of 6 U.S.C. 451 and provides advice at 
the request of the Secretary and the DHS 
Chief Privacy Officer on programmatic, 
policy, operational, administrative, and 
technological issues within DHS that 
relate to personally identifiable 
information (PII), as well as data 
integrity and other privacy-related 
matters. The duties of the Committee are 
solely advisory in nature. In developing 
its advice and recommendations, the 
Committee may, consistent with the 
requirements of the FACA, conduct 
studies, inquiries, or briefings in 
consultation with individuals and 
groups in the private sector and/or other 
governmental entities. The Committee 
typically hosts two public meetings per 
calendar year. 

Committee Membership: The DHS 
Privacy Office is seeking 17 applicants 
for terms of three years from the date of 
appointment. Members are appointed by 
and serve at the pleasure of the 
Secretary of the Department of 
Homeland Security, and must be 
specially qualified to serve on the 
Committee by virtue of their education, 
training, and experience in the fields of 
data protection, privacy, and/or 
emerging technologies, including 
cybersecurity. Members are expected to 
actively participate in Committee and 
Subcommittee activities and to provide 
material input into Committee research 
and recommendations. Pursuant to the 
FACA, the Committee’s Charter requires 
that Committee membership be 
balanced to include: 

1. Individuals who are currently 
working in higher education, state or 
local government, or not-for-profit 
organizations; 

2. Individuals currently working in 
for-profit organizations including at 
least one who shall be familiar with the 
data privacy-related issues addressed by 
small- to medium-sized enterprises; and 

3. Other individuals, as determined 
appropriate by the Secretary. 

Committee members serve as Special 
Government Employees (SGE) as 
defined in section 202(a) of title 18 
United States Code. As such, they are 
subject to Federal conflict of interest 
laws and government-wide standards of 
conduct regulations. Members must 
annually file Confidential Financial 
Disclosure Reports (OGE Form 450) for 
review and approval by Department 
ethics officials. DHS may not release 
these reports or the information in them 
to the public except under an order 
issued by a Federal court or as 
otherwise provided under the Privacy 
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