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locks, key cards, security guards, and 
identification badges. All individuals 
granted access to this system of records 
will have completed annual Information 
Assurance and Privacy Act training and 
be appropriately vetted. Audit logs will 
be maintained to document access to 
data. All electronic records transfers 
into this system of records will be 
encrypted. Records will be maintained 
in a secure database with an intrusion 
detection system in a physically 
controlled area accessible only to 
authorized personnel. 

RETENTION AND DISPOSAL: 

The National Archives and Records 
Administration has authorized the 
destruction of these records 3 (three) 
year(s) after credit monitoring and 
identity management services have 
concluded. 

SYSTEM MANAGER(S) AND ADDRESS: 

Deputy Director for Identity, Defense 
Manpower Data Center, 4800 Mark 
Center, Alexandria, VA 22350–4000. 

Deputy Director, Defense Manpower 
Data Center, DoD Center Monterey Bay, 
400 Gigling Road, Seaside, CA 93955– 
6771. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Defense 
Manpower Data Center (DMDC), DoD 
Center Monterey Bay, ATTN: Privacy 
Act Office, 400 Gigling Road, Seaside, 
CA 93955–6771. 

Signed, written requests must contain 
the full name (and any alias and/or 
alternate names used), SSN, and date 
and place of birth. 

RECORD ACCESS PROCEDURES: 

Individuals seeking information about 
themselves contained in this system 
should address written inquiries to the 
Office of the Secretary of Defense/Joint 
Staff Freedom of Information Act 
Requester Service Center, 1155 Defense 
Pentagon, Washington, DC 20301–1155. 

Individuals should provide their full 
name (and any alias and/or alternate 
names used), SSN, and date and place 
of birth. 

In addition, the requester must 
provide a notarized statement or an 
unsworn declaration made in 
accordance with 28 U.S.C. 1746, in the 
following format: 

If executed outside the United States: 
‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’ 

Attorneys or other persons acting on 
behalf of an individual must provide 
written authorization from that 
individual for their representative to act 
on their behalf. 

CONTESTING RECORD PROCEDURES: 

The OSD rules for accessing records 
and for contesting or appealing agency 
determinations are published in OSD 
Administrative Instruction 81, 32 CFR 
part 311; or may be obtained directly 
from the system manager. 

RECORD SOURCE CATEGORIES: 

Individuals requesting verification via 
OPM’s Web site who click on a link that 
will redirect them to a DoD Web site 
where they can enter their information 
to find out if they have been affected by 
this breach. The OPM (Personnel 
Investigations Records). Employees 
address records from Federal employers 
(e.g., OPM, Defense Finance and 
Accounting Service, Defense Manpower 
Data Center, Department of State, 
United States Postal Service, Library of 
Congress, the General Accountability 
Office, Death master files, the Executive 
Office of the President, Former 
Presidents Office, etc.) and address 
verification from cleared contractors 
and commercial vendors. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

Parts of this record system may be 
exempt under 5 U.S.C. 552a(k)(1), as 
applicable. 

An exemption rule for this record 
system has been promulgated according 
to the requirements of 5 U.S.C. 
553(b)(1), (2), and (3), (c) and (e) and 
published in 32 CFR part 311. For 
additional information contact the 
system manager. 
[FR Doc. 2015–27745 Filed 10–29–15; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2015–OS–0114] 

Proposed Collection; Comment 
Request 

AGENCY: Defense Security Cooperation 
Agency, DoD. 
ACTION: Notice. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 

Defense Security Cooperation Agency 
announces a proposed public 
information collection and seeks public 
comment on the provisions thereof. 
Comments are invited on: (a) Whether 
the proposed collection of information 
is necessary for the proper performance 
of the functions of the agency, including 
whether the information shall have a 
practical utility; (b) the accuracy of the 
agency’s estimate of the burden of the 
proposed information collection; (c) 
ways to enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) ways to minimize the 
burden of the information collection on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 
DATES: Consideration will be given to all 
comments received by December 29, 
2015. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Department of Defense, Office 
of the Deputy Chief Management 
Officer, Directorate of Oversight and 
Compliance, Regulatory and Audit 
Matters Office, 9010 Defense Pentagon, 
Washington, DC 20301–9010. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

Any associated form(s) for this 
collection may be located within this 
same electronic docket and downloaded 
for reviewing/testing. Follow the 
instructions at http://
www.regulations.gov for submitting 
comments. Please submit comments on 
any given form identified by docket 
number, form number, and title. 
FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to: The Defense Security 
Cooperation Agency (DSCA) (ATTN: 
Paul Will), 220 12th Street South, Suite 
312, Arlington, VA 22202–5408 or call 
(703) 601–3864. 
SUPPLEMENTARY INFORMATION: 

Title; Associated Form; and OMB 
Number: The GlobalNET Collection; 
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GlobalNET User Registration Form; 
OMB Control No. 0704–XXXX. 

Needs and Uses: The purpose of the 
GlobalNET system is to provide a 
collaborative social networking 
environment/capability where students, 
alumni, faculty, partners, and other 
community members and subject matter 
experts can find relevant and timely 
information about pertinent subject 
matter experts and conduct required 
training. GlobalNET also collects 
information on students in order to 
allow regional center personnel to 
manage students while enrolled at 
regional centers. 

Affected Public: Businesses or other 
for profit; Foreign Service Nationals; 
Guest Speakers and Lecturers involved 
in Security Cooperation Activities. 

Annual Burden Hours: 1,000 hours. 
Number of Respondents: 6,000. 
Responses per Respondent: 1. 
Average Burden per Response: 10 

Minutes. 
Frequency: On occasion. 
Respondents are contractor personnel, 

Foreign Service nationals, guest 
speakers and lecturers involved in the 
Security Cooperation. If the information 
is not collected on the GlobalNET user 
request, IT personnel would not be able 
to validate the authenticity of user 
accounts, grant access critical training 
material required by participating 
partnering organization, enable Regional 
Center personnel to manage students 
while enrolled in training courses at 
regional centers, and ensure compliance 
with DepSecDef directive and federal 
law requiring the reporting of training of 
foreign nationals (ref. AECA). 

Dated: October 27, 2015. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2015–27712 Filed 10–29–15; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Charter Amendment of Department of 
Defense Federal Advisory Committees 

AGENCY: Department of Defense. 
ACTION: Amendment of Federal 
Advisory Committee. 

SUMMARY: The Department of Defense is 
publishing this notice to announce that 
it is amending the charter for the Threat 
Reduction Advisory Committee (‘‘the 
Committee’’). 

FOR FURTHER INFORMATION CONTACT: Jim 
Freeman, Advisory Committee 

Management Officer for the Department 
of Defense, 703–692–5952. 
SUPPLEMENTARY INFORMATION: This 
committee’s charter is being amended in 
accordance with the Federal Advisory 
Committee Act (FACA) of 1972 (5 
U.S.C., Appendix, as amended) and 41 
CFR 102–3.50(d). 

The Committee is a discretionary 
Federal advisory committee that 
provides the Secretary of Defense, 
through the Under Secretary of Defense 
for Acquisition, Technology, and 
Logistics (USD(AT&L)) and the 
Assistant Secretary of Defense for 
Nuclear, Chemical, and Biological 
Defense Programs (ASD(NCB)), 
independent advice and 
recommendations on: 

a. Reducing the threat to the United 
States, its military forces, and its allies 
and partners posed by nuclear, 
biological, chemical, conventional, and 
special weapons; 

b. Combating WMD to include non- 
proliferation, counterproliferation, and 
consequence management; 

c. Nuclear deterrence transformation, 
nuclear material lockdown and 
accountability; 

d. Nuclear weapons effects; 
e. The nexus of counterproliferation 

and counter WMD terrorism; and 
f. Other AT&L, NCB, and Defense 

Threat Reduction Agency (DTRA) 
mission-related matters, as requested by 
the USD(AT&L). 

The Department of Defense (DoD), 
through the Office of the USD(AT&L), 
the Office of the ASD(NCB) Defense 
Programs, and DTRA, shall provide 
support, as deemed necessary, for the 
Committee’s performance, and shall 
ensure compliance with the 
requirements of the FACA, the 
Government in the Sunshine Act of 
1976 (5 U.S.C. 552b, as amended) (‘‘the 
Sunshine Act’’), governing Federal 
statutes and regulations, and established 
DoD policies and procedures. 

The Committee shall be composed of 
no more than 25 members who are 
eminent authorities in the fields of 
national defense, geopolitical and 
national security affairs, WMD, nuclear 
physics, chemistry, and biology. 

The Committee members are 
appointed by the Secretary of Defense or 
the Deputy Secretary of Defense and 
their appointments shall be renewed on 
an annual basis in accordance with DoD 
policies and procedures. Those 
members, who are not full-time or 
permanent part-time Federal officers or 
employees, shall be appointed as 
experts or consultants, pursuant to 5 
U.S.C. 3109, to serve as special 
government employee (SGE) members. 

Committee members who are full-time 
or permanent part-time Federal 
employees shall be appointed, pursuant 
to 41 CFR 102–3.130(a), to serve as 
regular government employee (RGE) 
members. 

Committee members shall, with the 
exception of reimbursement for official 
Committee-related travel and per diem, 
serve without compensation, unless 
otherwise authorized by the Secretary of 
Defense. 

The Secretary of Defense, in 
consultation with USD(AT&L) and the 
ASD(NCB), shall select the Committee’s 
Chair and Vice Chair from among the 
membership approved by the Secretary 
of Defense or the Deputy Secretary of 
Defense. 

The Secretary of Defense or the 
Deputy Secretary of Defense may 
approve the appointment of Committee 
members for one-to-four year terms of 
service; however, no member, unless 
authorized by the Secretary of Defense 
or the Deputy Secretary of Defense, may 
serve more than two consecutive terms 
of service, to include its subcommittees, 
or serve on more than two DoD Federal 
advisory committees at one time. 

Each Committee member is appointed 
to provide advice on the basis of his or 
her best judgment without representing 
any particular point of view and in a 
manner that is free from conflict of 
interest. 

The Department, when necessary and 
consistent with the Committee’s mission 
and DoD policies and procedures, may 
establish subcommittees, task forces, or 
working groups to support the 
Committee. Establishment of 
subcommittees will be based upon 
written determination, to include terms 
of reference, by the Secretary of Defense, 
the Deputy Secretary of Defense, or the 
USD(AT&L), as the Committee’s 
Sponsor. 

Such subcommittees shall not work 
independently of the chartered 
Committee, and shall report their 
findings and advice solely to the 
Committee for full deliberation and 
discussion. Subcommittees have no 
authority to make decisions and 
recommendations, verbally or in 
writing, on behalf of the chartered 
Committee. No subcommittee or any of 
its members can update or report 
directly to the DoD or to any Federal 
officers or employees. 

All subcommittee members shall be 
appointed in the same manner as the 
Committee members; that is, the 
Secretary of Defense or the Deputy 
Secretary of Defense shall appoint 
subcommittee members to a term of 
service of one-to-four years, with annual 
renewals, even if the member in 
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