
44375 Federal Register / Vol. 80, No. 143 / Monday, July 27, 2015 / Notices 

information or when disclosure is 
necessary to preserve confidence in the 
integrity of DHS, or is necessary to 
demonstrate the accountability of DHS’s 
officers, employees, or individuals 
covered by the system, except to the 
extent the Chief Privacy Officer 
determines that release of the specific 
information in the context of a 
particular case would constitute an 
unwarranted invasion of personal 
privacy. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
DHS OIG stores records in this system 

electronically or on paper in secure 
facilities in a locked drawer behind a 
locked door. The electronic records are 
stored on magnetic disc, tape, digital 
media, and CD–ROM. 

RETRIEVABILITY: 
DHS OIG retrieves paper media 

alphabetically by name of subject or 
complainant, by complaint or 
investigation number, or by 
investigator’s name and/or employee 
identifying number. DHS OIG retrieves 
electronic media by the name or 
identifying number for a complainant, 
subject, victim, or witness; by case 
complaint or investigation number; by 
investigator’s name or other personal 
identifier; or by investigating office 
designation. 

SAFEGUARDS: 
DHS OIG safeguards information in 

this system in accordance with 
applicable laws, rules, and policies, 
including all applicable DHS automated 
systems security and access policies. 
DHS imposes strict controls to minimize 
the risk of compromising the 
information that is being stored. Access 
to the computer system containing the 
records in this system is limited to those 
individuals who have a need to know 
the information for the performance of 
their official duties and who have 
appropriate clearances or permissions. 

RETENTION AND DISPOSAL: 
Complaint and investigative record 

files that involve substantive 
information relating to national security 
or allegations against senior DHS 
officials, that attract national media or 
congressional attention, or that result in 
substantive changes in DHS policies or 
procedures are permanent and are 
transferred to the National Archives and 
Records Administration 20 years after 

completion of the investigation and all 
actions based thereon. All other 
complaint and investigative record files 
are destroyed 20 years after completion 
of the investigation and all actions 
based thereon. Government issued 
investigative property records and 
management reports are destroyed when 
no longer needed for business purposes. 

SYSTEM MANAGER(S) AND ADDRESS: 

The System Manager is the Policy 
Specialist, Office of Investigations, DHS 
OIG, Mail Stop 2600, 245 Murray Drive 
SW., Building 410, Washington, DC 
20528. 

NOTIFICATION PROCEDURE: 

The Secretary of Homeland Security 
has exempted this system from the 
notification, access, and amendment 
procedures of the Privacy Act because it 
is a law enforcement system. However, 
the Office of Inspector General will 
consider individual requests to 
determine whether or not information 
may be released. Thus, individuals 
seeking notification of and access to any 
record contained in this system of 
records, or seeking to contest its content 
may submit a request in writing to the 
Headquarters or Office of Inspector 
General’s FOIA Officer, whose contact 
information can be found at http://
www.dhs.gov/foia under ‘‘Contacts.’’ If 
an individual believes more than one 
component maintains Privacy Act 
records concerning him or her, the 
individual may submit the request to 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
Department of Homeland Security, 245 
Murray Drive SW., Building 410, STOP– 
0655, Washington, DC 20528–0655. 

When seeking records about yourself 
from this system of records or any other 
Departmental system of records your 
request must conform with the Privacy 
Act regulations set forth in 6 CFR part 
5. You must first verify your identity, 
meaning that you must provide your full 
name, current address, and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
the Chief Privacy Officer and Chief 
Freedom of Information Act Officer, 
http://www.dhs.gov or 1–866–431–0486. 
In addition you should provide the 
following: 

• An explanation of why you believe 
the Department would have information 
on you; 

• Identify which Component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records. If your request 
is seeking records pertaining to another 
living individual, you must include a 
statement from that individual 
certifying his/her agreement for you to 
access his/her records. 

Without this bulleted information the 
Component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 
See ‘‘Notification Procedure’’ above. 

CONTESTING RECORD PROCEDURES: 
See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 
Records are obtained from sources 

including the individual record 
subjects; DHS officials and employees; 
employees of federal, state, local, and 
foreign agencies; and other persons and 
entities. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Secretary of Homeland Security, 

pursuant to 5 U.S.C. 552a(j)(2), has 
exempted this system from the 
following provisions of the Privacy Act, 
subject to the limitations set forth in 5 
U.S.C. 552a(c)(3) and (4); (d); (e)(1), 
(e)(2), (e)(3), (e)(4)(G), (e)(4)(H), (e)(5), 
and (e)(8); (f); and (g). Additionally, the 
Secretary of Homeland Security, 
pursuant to 5 U.S.C. 552a(k)(1), (k)(2), 
and (k)(5), has exempted this system 
from the following provisions of the 
Privacy Act, subject to the limitations 
set forth in 5 U.S.C. 552a(c)(3); (d); 
(e)(1), (e)(4)(G), (e)(4)(H); and (f). 

Dated: July 10, 2015. 
Karen L. Neuman, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2015–18385 Filed 7–24–15; 8:45 am] 
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ACTION: Committee Management; Notice 
of an Open Federal Advisory Committee 
Meeting. 

SUMMARY: The President’s National 
Security Telecommunications Advisory 
Committee (NSTAC) will meet via 
teleconference on Wednesday, August 
12, 2015. The meeting will be open to 
the public. 
DATES: The NSTAC will meet on 
Wednesday, August 12, 2015, from 2:00 
p.m. to 2:45 p.m. Please note that the 
meeting may close early if the 
committee has completed its business. 
ADDRESSES: The meeting will be held 
via conference call. For access to the 
conference call bridge, information on 
services for individuals with 
disabilities, or to request special 
assistance to attend, please email 
NSTAC@hq.dhs.gov by 5:00 p.m. on 
Friday, August 7, 2015. 

To facilitate public participation, we 
are inviting public comment on the 
issues to be considered by the 
committee as listed in the 
SUPPLEMENTARY INFORMATION section 
below. Associated briefing materials 
that will be discussed at the meeting 
will be available at www.dhs.gov/nstac 
for review as of Friday, August 7, 2015. 
Comments may be submitted at any 
time and must be identified by docket 
number DHS–2015–0031. Comments 
may be submitted by one of the 
following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting written 
comments. 

• Email: NSTAC@hq.dhs.gov. Include 
the docket number in the subject line of 
the email message. 

• Fax: 703–235–5962, Attn: Julia 
Madison. 

• Mail: Designated Federal Officer, 
Stakeholder Engagement and Critical 
Infrastructure Resilience Division, 
National Protection and Programs 
Directorate, Department of Homeland 
Security, 245 Murray Lane, Mail Stop 
0604, Arlington, VA 20598–0604. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and the docket 
number for this action. Comments 
received will be posted without 
alteration at www.regulations.gov, 
including any personal information 
provided. 

Docket: For access to the docket and 
comments received by the NSTAC, go to 
www.regulations.gov and enter docket 
number DHS–2015–0031. 

A public comment period will be held 
during the conference call on 
Wednesday, August 12, 2015, from 2:35 
p.m. to 2:45 p.m. Speakers who wish to 

participate in the public comment 
period must register in advance by no 
later than Monday, August 10, 2015, at 
5:00 p.m. by emailing NSTAC at 
NSTAC@hq.dhs.gov. Speakers are 
requested to limit their comments to 
three minutes and will speak in order of 
registration. Please note that the public 
comment period may end before the 
time indicated, following the last 
request for comments. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Helen Jackson, NSTAC Designated 
Federal Officer, Department of 
Homeland Security, telephone (703) 
235–5321. 
SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act (FACA), 5 
U.S.C. Appendix. The NSTAC advises 
the President on matters related to 
national security and emergency 
preparedness telecommunications 
policy. 

Agenda: In February 2015, the 
Executive Office of the President 
requested that the NSTAC examine how 
the utilization of Big Data Analytics 
could enhance National Security/
Emergency Preparedness functions for 
the Nation. During the conference call, 
the NSTAC members will discuss their 
recent scoping phase on big data 
analytics and their approach or 
methodology for the research phase of 
the study. Following the discussion, the 
members will deliberate and vote on the 
Big Data Analytics Scoping Report. 

Dated: July 21, 2015. 
Helen Jackson, 
Designated Federal Officer for the NSTAC. 
[FR Doc. 2015–18383 Filed 7–24–15; 8:45 am] 
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Pascua Yaqui Tribe of Arizona—2015 
Liquor Control Ordinance 

AGENCY: Bureau of Indian Affairs, 
Interior. 
ACTION: Notice. 

SUMMARY: This notice publishes the 
Pascua Yaqui Tribe of Arizona’s 2015 
Liquor Control Ordinance. The 
ordinance regulates and controls the 
possession, sale and consumption of 
liquor within the Pascua Yaqui Tribe of 
Arizona’s Indian country. This 
ordinance allows for the possession and 
sale of alcoholic beverages within the 
jurisdiction of the Pascua Yaqui Tribe of 

Arizona, will increase the ability of the 
tribal government to control the 
distribution and possession of liquor 
within their Indian country, and at the 
same time, will provide an important 
source of revenue, the strengthening of 
the tribal government, and the delivery 
of tribal services. 
DATES: Effective Date: This law is 
effective August 27, 2015. 
FOR FURTHER INFORMATION CONTACT: 
Sharlot Johnson, Tribal Government 
Services Officer, Western Regional 
Office, Bureau of Indian Affairs, 2600 
North Central Avenue, Phoenix, AZ 
85004; Phone: (602) 379–6786; Fax: 
(602) 379–379–4100, or Laurel Iron 
Cloud, Chief, Division of Tribal 
Government Services, Office of Indian 
Services, Bureau of Indian Affairs, 1849 
C Street NW., MS–4513–MIB, 
Washington, DC 20240; Telephone: 
(202) 513–7641. 
SUPPLEMENTARY INFORMATION: Pursuant 
to the Act of August 15, 1953, Public 
Law 83–277, 67 Stat. 586, 18 U.S.C. 
1161, as interpreted by the Supreme 
Court in Rice v. Rehner, 463 U.S. 713 
(1983), the Secretary of the Interior shall 
certify and publish in the Federal 
Register notice of adopted liquor 
ordinances for the purpose of regulating 
liquor transactions in Indian country. 
Pascua Yaqui Tribal Council duly 
adopted this law by Resolution No. 
C06–103–15 on June 10, 2015. 

This notice is published in 
accordance with the authority delegated 
by the Secretary of the Interior to the 
Assistant Secretary—Indian Affairs. I 
certify that the Pascua Yaqui Tribe of 
Arizona duly adopted the 2015 Liquor 
Control Ordinance 07–15 by Resolution 
No. C06–103–15 on June 10, 2015. 

Dated: July 21, 2015. 
Kevin K. Washburn, 
Assistant Secretary—Indian Affairs. 

The Pascua Yaqui Liquor Control 
Ordinance of 2015 shall read as follows: 

Section 10 Short Title: Codification (8 
PYTC § 6–5–10) 

(A) This Ordinance is an Ordinance of 
the Pascua Yaqui Tribe of Arizona, and 
shall be known as the Pascua Yaqui 
Liquor Control Ordinance of 2015. 

(B) This Ordinance shall be codified 
pursuant to the Pascua Yaqui Tribe 
Codification Ordinance as Title 8, Part 
VI, Chapter 6–5. 

Section 20 General (8 PYTC § 6–5–20) 
(A) This Ordinance is for the purpose 

of regulating the sale, possession and 
use of alcoholic liquor on the Pascua 
Yaqui Reservation and adjacent Trust 
Lands held by the United States for the 
benefit of the Pascua Yaqui Tribe of 
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