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Agenda: The Committee members will 
continue to discuss the content of the 
ACICBL 15th Annual Report to the Secretary 
of Health and Human Services and Congress 
and finalize programmatic recommendations 
including recommendations on performance 
measures and appropriation levels for 
programs under title VII, part D in the 
following programmatic areas: Area Health 
Education Centers; Geriatrics, Rural Health; 
Allied Health; Chiropractic; Podiatric 
Medicine; Graduate Psychology; Social Work; 
and Pain Care. 

The official agenda will be available 2 days 
prior to the meeting on the HRSA Web site 
at: http://www.hrsa.gov/advisorycommittees/
bhpradvisory/acicbl/index.html. Agenda 
items are subject to change as priorities 
dictate. 

Public Comment: Requests to make oral 
comments or provide written comments to 
the ACICBL should be sent to Dr. Joan Weiss, 
Designated Federal Official, using the 
address and phone number below. 
Individuals who plan to participate on the 
conference call or webinar should notify Dr. 
Weiss at least 3 days prior to the meeting, 
using the address and phone number below. 
Members of the public will have the 
opportunity to provide comments. Interested 
parties should refer to the meeting subject as 
the HRSA Advisory Committee on 
Interdisciplinary, Community-Based 
Linkages. The conference call-in number is 
1–888–323–2718. The passcode is: 5945760. 
The webinar link is: https://
hrsa.connectsolutions.com/acicbl/. 

For Further Information Contact: Anyone 
requesting information regarding the ACICBL 
should contact Dr. Joan Weiss, Designated 
Federal Official within the Bureau of Health 
Workforce, Health Resources and Services 
Administration, in one of three ways: (1) 
Send a request to the following address: Dr. 
Joan Weiss, Designated Federal Official, 
Bureau of Health Workforce, Health 
Resources and Services Administration, 
Parklawn Building, Room 12C–05, 5600 
Fishers Lane, Rockville, Maryland 20857; (2) 
call (301) 443–0430; or (3) send an email to 
jweiss@hrsa.gov. 

Jackie Painter, 
Director, Division of the Executive Secretariat. 
[FR Doc. 2015–12717 Filed 5–26–15; 8:45 am] 

BILLING CODE 4165–15–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Advisory Council on Alzheimer’s 
Research, Care, and Services 

AGENCY: Office of the Assistant 
Secretary for Planning and Evaluation, 
Department of Health and Human 
Services. 
ACTION: Request for nominations for 
members of the Advisory Council on 
Alzheimer’s Research, Care, and 
Services. 

SUMMARY: The National Alzheimer’s 
Project Act, Public Law 111–375 (42 

U.S.C. 11225), requires that the 
Secretary of Health and Human Services 
(HHS) establish the Advisory Council 
on Alzheimer’s Research, Care, and 
Services. The Advisory Council is 
governed by provisions of Public Law 
92–463 (5 U.S.C. Appendix 2), which 
sets forth standards for the formation 
and use of advisory committees. The 
Secretary of HHS established the 
Advisory Council to provide advice and 
consultation to the Secretary on how to 
prevent or reduce the burden of 
Alzheimer’s disease and related 
dementias on people with the disease 
and their caregivers. The Secretary 
signed the charter establishing the 
Advisory Council on May 23, 2011. 
HHS is soliciting nominations for seven 
(7) new non-Federal members of the 
Advisory Council, one for each category 
of membership, to replace the seven 
members whose terms will end 
September 30th, 2015. Nominations 
should include the nominee’s contact 
information (current mailing address, 
email address, and telephone number) 
and current curriculum vitae or resume. 
DATES: Submit nominations by email or 
USPS mail before COB on June 12, 2015. 
ADDRESSES: Nominations should be sent 
to Rohini Khillan at rohini.khillan@
hhs.gov; Rohini Khillan, Office of the 
Assistant Secretary for Planning and 
Evaluation, Room 424E Humphrey 
Building, Department of Health and 
Human Services, 200 Independence 
Avenue SW., Washington, DC 20201. 

Comments 

FOR FURTHER INFORMATION CONTACT: 
Rohini Khillan (202) 690–5932, 
rohini.khillan@hhs.gov. 
SUPPLEMENTARY INFORMATION: The 
Advisory Council on Alzheimer’s 
Research, Care, and Services meets 
quarterly to discuss programs that 
impact people with Alzheimer’s disease 
and related dementias and their 
caregivers. The Advisory Council makes 
recommendations to Congress and the 
Secretary of Health and Human Services 
about ways to reduce the financial 
impact of Alzheimer’s disease and 
related dementias and to improve the 
health outcomes of people with these 
conditions. The Advisory Council also 
provides feedback on a National Plan for 
Alzheimer’s disease. On an annual 
basis, the Advisory Council evaluates 
the implementation of the 
recommendations through an updated 
national plan. 

The Advisory Council consists of at 
least 25 members. Twelve members will 
be designees from Federal agencies 
including the Centers for Disease 
Control and Prevention, Administration 

on Aging, Centers for Medicare and 
Medicaid Services, Indian Health 
Service, Office of the Director of the 
National Institutes of Health, National 
Science Foundation, Department of 
Veterans Affairs, Food and Drug 
Administration, Agency for Healthcare 
Research and Quality, and the Surgeon 
General. 

The Advisory Council also consists of 
13 non-federal members selected by the 
Secretary who fall into 7 categories: 
Alzheimer’s patient advocates (2), 
Alzheimer’s caregivers (2), health care 
providers (2), representatives of State 
health departments (2), researchers with 
Alzheimer’s-related expertise in basic, 
translational, clinical, or drug 
development science (2), voluntary 
health association representatives (2), 
and a member who is currently living 
with the disease (1). 

At this time, the Secretary shall 
appoint one member for each category, 
to replace the seven members whose 
terms will end on September 30th, 2015, 
for a total of seven (7) new members to 
the Council. After receiving 
nominations the Secretary, with input 
from her staff, will make the final 
decision, and the new members will be 
announced soon after. Members shall be 
invited to serve 4-year terms, except that 
any member appointed to fill a vacancy 
for an unexpired term shall be 
appointed for the remainder of such 
term. A member may serve after the 
expiration of the member’s term until a 
successor has taken office. Members 
will serve as Special Government 
Employees. 

Dated: May 15th, 2015. 
Richard G. Frank, 
Assistant Secretary for Planning and 
Evaluation. 
[FR Doc. 2015–12780 Filed 5–26–15; 8:45 am] 

BILLING CODE 4150–05–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Request for Comments on the Office of 
the Assistant Secretary for 
Preparedness and Response Public 
Access Plan to Federally Funded 
Research: Publications and Data 

AGENCY: Department of Health and 
Human Services. 
ACTION: Notice of public comment 
period. 

SUMMARY: The Department of Health and 
Human Services (HHS) is hereby 
requesting public comment on the 
Assistant Secretary for Preparedness 
and Response (ASPR) Public Access 
Plan for Federally Funded Research: 
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Publications and Data. The document is 
available to the public via http://
www.phe.gov/Preparedness/planning/
science/Pages/AccessPlan.aspx. The 
public comment period will end 30 days 
after posting in the Federal Register. 
FOR FURTHER INFORMATION CONTACT: 
Please submit comments via email to 
Lorian Smith at lorian.smith@hhs.gov. 
SUPPLEMENTARY INFORMATION: Pursuant 
to Section 103 of the America 
COMPETES Reauthorization Act of 2010 
(Pub. L. 111–358), the Executive Office 
of the President, Office of Science and 
Technology Policy (OSTP) issued a 
memorandum on February 22, 2013 to 
the heads of federal agencies directing 
them to develop plans to enhance access 
to the results of federally-funded 
scientific research. ASPR is voluntarily 
developing a public access plan in order 
to maximize availability of digitally- 
formatted scientific data resulting from 
research supported wholly or in part by 
federal funding that will improve the 
public’s ability to locate and access this 
data. 

Background: This plan considers the 
interests and needs of various 
stakeholders, including, but not limited 
to, federally funded researchers, 
universities, libraries, publishers, data 
users and civil society groups. 

Availability of Materials: The draft 
copy of the ASPR Public Access Plan 
will be posted on the phe.gov Web site: 
http://www.phe.gov/Preparedness/
planning/science/Documents/
AccessPlan.pdf. 

Procedures for Providing Public Input: 
All comments must be received within 
30 days of the publication of notice. 
Please submit comments to Lorian 
Smith via email lorian.smith@hhs.gov. 

Dated: May 15, 2015. 
Nicole Lurie, 
Assistant Secretary for Preparedness and 
Response. 
[FR Doc. 2015–12561 Filed 5–26–15; 8:45 am] 

BILLING CODE 4150–28–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2015–0017] 

Notice of Request for Public Comment 
Regarding Information Sharing and 
Analysis Organizations 

AGENCY: Office of Cybersecurity and 
Communications, National Protection 
and Programs Directorate, Department 
of Homeland Security. 
ACTION: Request for Public Comment. 

SUMMARY: This Notice announces a 
public comment period to allow input 

from the public on the formation of 
Information Sharing and Analysis 
Organizations (ISAOs) for cybersecurity 
information sharing, as directed by 
Executive Order 13691. DHS is 
soliciting public comments and 
questions from all citizens and 
organizations related to the provisions 
of E.O. 13691 ‘‘Promoting Private Sector 
Cybersecurity Information Sharing’’ of 
February 13, 2015. The purpose of this 
request for comment is to gather public 
input and considerations related to 
DHS’ public engagements and 
implementation of E.O. 13691 including 
the selection of a ‘‘standards 
organizations’’ and approved activities 
of the selected standards organization. 
DATES: The comment period will be 
held until July 10, 2015. See 
SUPPLEMENTARY INFORMATION section for 
the address to submit written or 
electronic comments. 

Specific Comments Sought 
Individuals and organizations 

providing comment to this DHS request 
are requested to address the following 
questions during this open comment 
period. However, all comments related 
to E.O. 13691 will be accepted. As such, 
submitted comments are not required to 
address the following five questions to 
receive due consideration by the 
Government. At the conclusion of this 
comment period a DHS will compile 
and address these comments to the 
extent practicable in a document which 
will be made broadly available and may 
result in further dialog via this forum or 
other means. 

1. Describe the overarching goal and 
value proposition of Information 
Sharing and Analysis Organizations 
(ISAOs) for your organization. 

2. Identify and describe any 
information protection policies that 
should be implemented by ISAOs to 
ensure that they maintain the trust of 
participating organizations. 

3. Describe any capabilities that 
should be demonstrated by ISAOs, 
including capabilities related to 
receiving, analyzing, storing, and 
sharing information. 

4. Describe any potential attributes of 
ISAOs that will constrain their 
capability to best serve the information 
sharing requirements of member 
organizations. 

5. Identify and comment on proven 
methods and models that can be 
emulated to assist in promoting 
formation of ISAOs and how the ISAO 
‘‘standards’’ body called for by E.O. 
13691 can leverage such methods and 
models in developing its guidance. 

6. How can the U.S. government best 
foster and encourage the organic 

development of ISAOs, and what should 
the U.S. government avoid when 
interacting with or supporting ISAOs? 

7. Identify potential conflicts with 
existing laws, authorities that may 
inhibit organizations from participating 
in ISAOS and describe potential 
remedies to these conflicts. 

8. Please identify other potential 
challenges and issues that you believe 
may affect the development and 
maturation of effective ISAOs. 
SUPPLEMENTARY INFORMATION: Executive 
Order 13691 can be found at: https://
www.whitehouse.gov/the-press-office/
2015/02/13/executive-order-promoting- 
private-sector-cybersecurity- 
information-shari. 

Background and Purpose 

On February 13, 2015, President 
Obama signed Executive Order 13691 
intended to enable and facilitate 
‘‘private companies, nonprofit 
organizations, and executive 
departments and agencies . . . to share 
information related to cybersecurity 
risks and incidents and collaborate to 
respond in as close to real time as 
possible.’’ The order addresses two 
concerns the private sector has raised: 

• How can companies share 
information if they do not fit neatly into 
the sector-based structure of the existing 
Information Sharing and Analysis 
Centers (ISACs)? 

• If a group of companies wants to 
start an information sharing 
organization, what model should they 
follow? What are the best practices for 
such an organization? 

ISAOs may allow organizations to 
robustly participate in DHS information 
sharing programs even if they do not fit 
into an existing critical infrastructure 
sector, seek to collaborate with other 
companies in different ways (regionally, 
for example), or lack sufficient resources 
to share directly with the government. 
ISAOs may participate in existing DHS 
cybersecurity information sharing 
programs and contribute to near-real- 
time sharing of cyber threat indicators. 

Submitting Written Comments 

You may also submit written 
comments to the docket using any one 
of the following methods: 

(1) Federal eRulemaking Portal: 
http://www.regulations.gov. Although 
comments are being submitted to the 
Federal eRulemaking Portal, this is a 
tool to provide transparency to the 
general public, not because this is a 
rulemaking action. 

(2) Email: ISAO@hq.dhs.gov. Include 
the docket number in the subject line of 
the message. 
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