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1 Request of the United States Postal Service to 
Add Priority Mail Express, Priority Mail & First- 
Class Package Service Contract 3 to Competitive 
Product List and Notice of Filing (Under Seal) of 
Unredacted Governors’ Decision, Contract, and 
Supporting Data, June 13, 2014 (Request). 

telephone for advice on filing 
alternatives. 
FOR FURTHER INFORMATION CONTACT: 
David A. Trissell, General Counsel, at 
202–789–6820. 
SUPPLEMENTARY INFORMATION: 
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I. Introduction 
In accordance with 39 U.S.C. 3642 

and 39 CFR 3020.30 et seq., the Postal 
Service filed a formal request and 
associated supporting information to 
add Priority Mail Express, Priority Mail 
& First-Class Package Service Contract 3 
to the competitive product list.1 

The Postal Service 
contemporaneously filed a redacted 
contract related to the proposed new 
product under 39 U.S.C. 3632(b)(3) and 
39 CFR 3015.5. Request, Attachment B. 

To support its Request, the Postal 
Service filed a copy of the contract, a 
copy of the Governors’ Decision 
authorizing the product, proposed 
changes to the Mail Classification 
Schedule, a Statement of Supporting 
Justification, a certification of 
compliance with 39 U.S.C. 3633(a), and 
an application for non-public treatment 
of certain materials. It also filed 
supporting financial workpapers. 

II. Notice of Commission Action 

The Commission establishes Docket 
Nos. MC2014–27 and CP2014–53 to 
consider the Request pertaining to the 
proposed Priority Mail Express, Priority 
Mail & First-Class Package Service 
Contract 3 product and the related 
contract, respectively. 

The Commission invites comments on 
whether the Postal Service’s filings in 
the captioned dockets are consistent 
with the policies of 39 U.S.C. 3632, 
3633, or 3642, 39 CFR part 3015, and 39 
CFR part 3020, subpart B. Comments are 
due no later than June 24, 2014. The 
public portions of these filings can be 
accessed via the Commission’s Web site 
(http://www.prc.gov). 

The Commission appoints James F. 
Callow to serve as Public Representative 
in these dockets. 

III. Ordering Paragraphs 

It is ordered: 
1. The Commission establishes Docket 

Nos. MC2014–27 and CP2014–53 to 

consider the matters raised in each 
docket. 

2. Pursuant to 39 U.S.C. 505, James F. 
Callow is appointed to serve as an 
officer of the Commission to represent 
the interests of the general public in 
these proceedings (Public 
Representative). 

3. Comments are due no later than 
June 24, 2014. 

4. The Secretary shall arrange for 
publication of this order in the Federal 
Register. 

By the Commission. 
Shoshana M. Grove, 
Secretary. 
[FR Doc. 2014–14469 Filed 6–19–14; 8:45 am] 

BILLING CODE 7710–FW–P 

POSTAL SERVICE 

Privacy Act of 1974; System of 
Records 

AGENCY: Postal ServiceTM. 
ACTION: Notice of modification to 
existing systems of records. 

SUMMARY: The United States Postal 
Service® is proposing to modify a 
Customer Privacy Act System of 
Records to enable the Postal Service to 
collect additional information from 
customers who register with usps.com 
online. Such information will include 
technical information pertaining to the 
computers, software, and devices that 
registrants use to access usps.com, as 
well as information supplied by 
businesses that participate in 
promotional marketing campaigns. 
These changes will enhance the Postal 
Service’s abilities to verify a registrant’s 
identity online, identify and mitigate 
fraudulent transactions, and to improve 
usps.com as well as postal products and 
services. Additional updates are being 
made to expand the types of business 
specific information maintained by the 
Postal Service in the Customer 
Registration application. 
DATES: These revisions will become 
effective without further notice on July 
21, 2014 unless comments received on 
or before that date result in a contrary 
determination. 
ADDRESSES: Comments may be mailed 
or delivered to the Privacy and Records 
Office, United States Postal Service, 475 
L’Enfant Plaza SW., Room 9517, 
Washington, DC 20260–1101. Copies of 
all written comments will be available 
at this address for public inspection and 
photocopying between 8 a.m. and 4 
p.m., Monday through Friday. 
FOR FURTHER INFORMATION CONTACT: 
Matthew J. Connolly, Chief Privacy 

Officer, Privacy and Records Office, 
202–268–8582 or privacy@usps.gov. 
SUPPLEMENTARY INFORMATION: This 
notice is in accordance with the Privacy 
Act requirement that agencies publish 
their amended systems of records in the 
Federal Register when there is a 
revision, change, or addition. The Postal 
ServiceTM has reviewed this system of 
records and has determined that this 
Customer Privacy Act System of 
Records should be revised to modify 
categories of records in the system. 

I. Background 
To date, approximately 20 million 

customers (individuals and corporate 
entities) conduct transactions with the 
Postal Service online through usps.com. 
To create an account on usps.com, users 
must register through the Customer 
Registration application. This 
application requires each registrant to 
submit personal, user-specific 
information such as his or her name, 
physical address, email address, and 
phone number, to enable the registrant 
to make purchases for postal products 
and services online. 

Additional information is collected 
from the customer automatically when 
the customer registers through 
usps.com, such as the registrant’s 
Internet Protocol (IP) address, domain 
name, operating system versions, 
browser version, date and time of 
connection, and geographic location. 
This information is used to support the 
Customer Registration application and 
provide a secure environment for 
customer transactions. 

The Customer Registration 
application is a target for various types 
of fraudulent activity, such as the 
creation of fraudulent accounts, identity 
theft, and unauthorized account access. 
Consistent with the official USPS 
Privacy Policy, available at 
www.usps.com/privacypolicy, the Postal 
Service has implemented policies and 
programs that attempt to identify and 
mitigate such fraudulent activities, 
including the collection and analysis of 
Internet Protocol (IP) addresses from 
users of usps.com for the purposes of 
identifying potential fraudulent 
activities. While these policies and 
programs have had success, the Postal 
Service is seeking to enhance its ability 
to identify and mitigate fraud through 
the collection of additional types of 
customer information during the 
Customer Registration process. 
Accordingly, the Postal Service is 
seeking to amend System of Records 
810.100, www.usps.com Registration, to 
authorize such collection. 

The Postal Service is also proposing 
to maintain information from business 
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customers regarding promotional 
marketing campaigns in which they 
have participated or would like to 
participate. Such information would 
include details about the business, 
whether the business would like to 
participate in a mailing, shipping or 
Postal-related program, and any ideas 
the business may have for programs that 
might best suit its needs. 

The Postal Service is also amending 
categories of records in the system, 
business specific information, to reflect 
additional data elements that will be 
maintained in the Customer Registration 
application. 

II. Rationale for Changes to USPS 
Privacy Act Systems of Records 

System of Records 810.100, 
www.usps.com Registration, is being 
modified to account for the collection of 
additional information pertaining to the 
computers, devices, networks, and 
software that customers use to conduct 
transactions through usps.com. This 
information includes: (1) Device 
identification number (device ID), 
which is a unique or distinctive number 
associated with a smartphone or other 
digital device, (2) Media Access Control 
(MAC) address, a unique identifier 
assigned to network interfaces for 
communications and associated with 
the computer hardware that enables a 
device such as a smartphone or laptop 
to connect to a computer network, and, 
(3) user agent information, which 
contains information about the software 
acting on behalf of the customer when 
the customer connects and interacts 
with a Web site such as usps.com. 

The organization routinely will 
analyze data collected from the 
customer, including the additional 
information specified above, thereby 
enhancing current fraud protection 
controls. When specific fraud is 
identified against a customer account, 
the organization will communicate the 
incident to the registrant and offer 
recommended steps to enhance the 
customer’s protection. 

Collecting information from 
businesses regarding promotional 
marketing campaigns would further a 
purpose already listed within this 
system of records—‘‘To permit customer 
feedback in order to improve usps.com 
or USPS products and services.’’ The 
Postal Service values its business 
customers, and welcomes any 
information they wish to share in 
connection with USPS promotional 
marketing campaigns. By associating 
this information with a business 
customer’s account, the Postal Service 
will be better able to learn about and 
serve that customer. Additionally, such 

information may aid the Postal Service 
in making improvements to usps.com as 
well as to Postal Service products and 
services. 

This SOR is also being amended to 
include information on whether a USPS 
business customer is a mail owner, a 
mail service provider, a PC Postage user, 
and/or a PC postage vendor. Such 
information, which is currently 
collected and stored in other postal 
information systems (Program 
Registration and Postalone!) will now be 
maintained in the Customer Registration 
database and will enable businesses to 
participate in Package Service programs, 
to receive mail tracking data, to receive 
incentives on certain mail volumes, or 
to avail themselves of other postal 
features available to business customers. 

III. Description of Changes to Systems 
of Records 

The Postal Service is modifying one 
system of records listed below. Pursuant 
to 5 U.S.C. 552a(e)(11), interested 
persons are invited to submit written 
data, views, or arguments on this 
proposal. A report of the proposed 
modifications has been sent to Congress 
and to the Office of Management and 
Budget for their evaluations. The Postal 
Service does not expect this amended 
system of records to have any adverse 
effect on individual privacy rights. The 
affected systems are as follows: 
USPS 810.100 
SYSTEM NAME: www.usps.com 

Registration 

Accordingly, for the reasons stated, 
the Postal Service proposes changes in 
the existing system of records as 
follows: 

USPS 810.100 

SYSTEM NAME: 
www.usps.com Registration 

CATEGORIES OF RECORDS IN THE SYSTEM 

* * * * * 
[CHANGE TO READ] 
3. Business specific information: 

Business type and location, business 
IDs, annual revenue, number of 
employees, industry, nonprofit rate 
status, mail owner, mail service 
provider, PC postage user, PC postage 
vendor, product usage information, 
annual and/or monthly shipping budget, 
payment method and information, 
planned use of product, age of Web site, 
and information submitted by, or 
collected from, business customers in 
connection with promotional marketing 
campaigns. 
* * * * * 

7. Online user information: Internet 
Protocol (IP) address, domain name, 

operating system versions, browser 
version, date and time of connection, 
Media Access Control (MAC) address, 
device identifier, information about the 
software acting on behalf of the user 
(i.e., user agent), and geographic 
location. 
* * * * * 

Stanley F. Mires, 
Attorney, Legal Policy & Legislative Advice. 
[FR Doc. 2014–14404 Filed 6–19–14; 8:45 am] 

BILLING CODE 7710–12–P 

PRIVACY AND CIVIL LIBERTIES 
OVERSIGHT BOARD 

[Notice–PCLOB–2014–03; Docket No.2014– 
0001 Sequence No. 3] 

Sunshine Act Meeting 

TIME AND DATE: Wednesday, July 2, 2014 
from 10:00 a.m.—11:00 a.m. (Eastern 
Standard Time). Confirm the date on 
www.pclob.gov. 

PLACE: Will be announced on 
www.pclob.gov. 

STATUS: This meeting will be open to the 
public. 

MATTERS TO BE CONSIDERED: The Privacy 
and Civil Liberties Oversight Board will 
meet for the disposition of official 
business. At the meeting, the Board will 
be voting on the issuance of its report 
on the surveillance program operated 
pursuant to Section 702 of the Foreign 
Intelligence Surveillance Act. 
Additional information on the Board’s 
review of this program, such as the prior 
public workshop and hearings, is 
available at www.pclob.gov. 

Procedures for Public Observation 

The meeting is open to the public. 
Pre-registration is not required. 
Individuals who plan to attend and 
require special assistance should 
contact Sharon Bradford Franklin, 
Executive Director, 202–331–1986, at 
least 72 hours prior to the meeting date. 

CONTACT PERSON FOR MORE INFORMATION: 
Sharon Bradford Franklin, Executive 
Director, 202–331–1986. 

Dated: June 17, 2014. 

Peter Winn, 
Acting General Counsel, Privacy and Civil 
Liberties Oversight Board. 
[FR Doc. 2014–14603 Filed 6–18–14; 4:15 pm] 

BILLING CODE 6820–B3–P 
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