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an ASD; whether the use of BCaBAs and 
Behavioral Technicians creates more 
cost-effective access to ABA based on 
the limited number of BCBAs and 
BCBA–Ds, while maintaining the 
quality of ABA; the appropriateness of 
requirements for providers, referral, 
authorization, treatment planning, 
assessment, testing, reimbursement, 
cost-sharing, discharge planning, and 
oversight to increase access to ABA for 
TRICARE beneficiaries with an ASD, 
while ensuring appropriate progress and 
utilization. 

To collect necessary data to achieve 
the goals outlined for the Autism Care 
Demonstration, two parental surveys 
will be administered: The first at the 
mid-period of the Autism Care 
Demonstration (2016) and a second 
upon its conclusion (2018). These 
parental surveys will contain questions 
regarding: The reasons why parents 
avail themselves of the ABA tiered- 
delivery model, BCBA-only ABA, or no 
ABA; the perceived impairment(s) of 
their child with ASD; their degree of 
difficulty in accessing ABA and other 
clinical services with ASD; and, their 
overall satisfaction and perceived 
benefit regarding the ABA services 
provided. 

The Autism Care Demonstration will 
provide the Department the opportunity 
to continue evaluating the provision of 
ABA under TRICARE while avoiding 
disruption of potentially therapeutic 
ABA interventions that could greatly 
benefit TRICARE beneficiaries with 
ASD. This information will be essential 
for determining it and how ABA should 
be delivered under TRICARE if the 
clinical community and accumulated 
evidence clearly indicates that ABA is a 
reliably evidence-based medical 
intervention for the treatment of ASD. 

Dated: June 11, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2014–14023 Filed 6–13–14; 8:45 am] 
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Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Inspector General, 
DoD. 
ACTION: Notice to amend a System of 
Records. 

SUMMARY: The Office of the Inspector 
General is amending a system of 

records, CIG–24, entitled ‘‘Office 
Functional Files’’ in its existing 
inventory of record systems subject to 
the Privacy Act of 1974, as amended. 
The system’s records are used to 
answer, evaluate, adjudicate, defend, 
prosecute, or settle claims, complaints, 
lawsuits, or criminal and civil 
investigations. 

DATES: Comments will be accepted on or 
before July 16, 2014. This proposed 
action will be effective the day 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. 

Follow the instructions for submitting 
comments. 

* Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Mark Dorgan, DoD IG FOIA/Privacy 
Office, Department of Defense, Inspector 
General, 4800 Mark Center Drive, 
Alexandria, VA 22350–1500 or 
telephone: (703) 699–5680. 

SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense systems of 
records notices subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT or from the Defense Privacy 
and Civil Liberties Office Web site at 
http://dpclo.defense.gov/. 

The Office of the Secretary of Defense 
proposes to amend one system of 
records notice in its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. The 
proposed amendment is not within the 
purview of subsection (r) of the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
which requires the submission of a new 
or altered system report. 

Dated: June 10, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

CIG–24 

SYSTEM NAME: 

Office Functional Files (June 16, 2006, 
71 FR 34899) 

CHANGES: 

SYSTEM NAME: 

Delete entry and replace with ‘‘Office 
of General Counsel Office Functional 
Files.’’ 

SYSTEM LOCATION: 

Delete entry and replace with ‘‘Office 
of the General Counsel, Office of 
Inspector General, Department of 
Defense, 4800 Mark Center Drive, Suite 
15K26, Alexandria, Virginia 22350– 
1500.’’ 
* * * * * 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Delete entry and replace with ‘‘Name, 
position description, grade, salary, work 
history, and complaint; case history 
files, copies of applicable law(s), 
working papers of attorneys, testimony 
of witnesses, background investigation 
materials, correspondence, damage 
reports, contracts, accident reports, 
pleadings, affidavits, estimates of repair 
costs, invoices, litigation reports, and 
financial data.’’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Delete entry and replace with ‘‘The 
Inspector General Act of 1978 (Pub. L. 
95–452), as amended; DoD Directive 
5106.1, Inspector General of the 
Department of Defense (IG DoD); 5 
U.S.C. 301, Departmental Regulations; 
and DoD Directive 5145.4, Defense Legal 
Services Agency.’’ 
* * * * * 

STORAGE: 

Delete entry and replace with ‘‘Paper 
records and electronic storage media.’’ 

RETRIEVABILITY: 

Delete entry and replace with ‘‘Name 
of litigant or subject of record.’’ 

SAFEGUARDS: 

Delete entry and replace with ‘‘Paper 
and automated records are stored in 
rooms with restricted access in a secure 
building. Access is limited to General 
Counsel staff in the performance of their 
official duties. Computer systems in 
which records reside are protected 
through the use of assigned user or 
identification(s) and multiple levels of 
passwords restricting access. A 
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Common Access Card (CAC) is required 
for access to electronic records.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with ‘‘Office 

of the General Counsel and Assistant 
Inspector General for the Office of Legal 
Counsel, Office of Inspector General, 
Department of Defense, 4800 Mark 
Center Drive, Suite 15K26, Alexandria, 
Virginia 22350–1500.’’ 

NOTIFICATION PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act Requester 
Service Center/Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 4800 Mark Center Drive, 
Alexandria, VA 22350–1500. 

For verification purposes, individuals 
shall provide their full name, address, 
any details which may assist in locating 
records of the individual, and their 
signature. 

In addition, the requester must 
provide a notarized statement or a 
signed declaration made in accordance 
with 28 U.S.C. 1746, in the following 
format: 

IF EXECUTED OUTSIDE THE UNITED STATES: 
‘I declare under penalty of perjury 

under the laws of the United States of 
America that the foregoing is true and 
correct. Executed on (date).’ (Signature). 

IF EXECUTED WITHIN THE UNITED STATES, ITS 
TERRITORIES, POSSESSIONS, OR 
COMMONWEALTHS: 

‘I declare under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date).’ (Signature).’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Chief, Freedom of 
Information Act Requester Service 
Center/Privacy Act Office, Assistant 
Inspector General for Communications 
and Congressional Liaison, Office of the 
Inspector General, DoD, 4800 Mark 
Center Drive, Alexandria, VA 22350– 
1500. 

For verification purposes, individuals 
shall provide their full name, address, 
any details which may assist in locating 
records of the individual, and their 
signature. 

In addition, the requester must 
provide a notarized statement or a 

signed declaration made in accordance 
with 28 U.S.C. 1746, in the following 
format: 

IF EXECUTED OUTSIDE THE UNITED STATES: 
‘I declare under penalty of perjury 

under the laws of the United States of 
America that the foregoing is true and 
correct. Executed on (date).’ (Signature). 

IF EXECUTED WITHIN THE UNITED STATES, ITS 
TERRITORIES, POSSESSIONS, OR 
COMMONWEALTHS: 

‘I declare under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date).’ (Signature).’’ 
* * * * * 
[FR Doc. 2014–13909 Filed 6–13–14; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2014–OS–0093] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Inspector General, 
DoD. 
ACTION: Notice to alter a System of 
Records. 

SUMMARY: The Office of the Inspector 
General proposes to alter a system of 
records, CIG–04, Case Reporting and 
Information Management System 
Records, in its inventory of record 
systems subject to the Privacy Act of 
1974, as amended. This system of 
records contains open and closed case 
listings, statistical reports, and records 
to support the investigative process 
such as suitability, loyalty, eligibility, 
and general trustworthiness of 
individuals for access or continued 
access to classified information and 
suitability for access to government 
facilities. 

DATES: Comments will be accepted on or 
before July 16, 2014. This proposed 
action will be effective on the day 
following the end of the comment 
period unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 

docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http://
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Mark Dorgan, DoD IG FOIA/Privacy 
Office, Department of Defense, Inspector 
General, 4800 Mark Center Drive, 
Alexandria, VA 22350–1500 or 
telephone: (703) 699–5680. 
SUPPLEMENTARY INFORMATION: The Office 
of the Inspector General notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT or from the Defense Privacy 
and Civil Liberties Web site at http://
dpclo.defense.gov/. 

The proposed systems reports, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act, as amended were 
submitted on June 9, 2014, to the House 
Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: June 10, 2014. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

CIG–04 

SYSTEM NAME: 
Case Reporting and Information 

Management System Records (February 
10, 2009, 74 FR 6587). 

CHANGES: 

* * * * * 

SYSTEM LOCATION: 
Delete entry and replace with 

‘‘Primary location: Office of Inspector 
General, Department of Defense, Office 
of the Deputy Inspector General for 
Investigations, Defense Criminal 
Investigative Service (DCIS), 4800 Mark 
Center Drive, Suite 14G25, Alexandria, 
VA 22350–1500. 

DECENTRALIZED LOCATIONS: 
Office of the Deputy Inspector General 

for Investigations/Defense Criminal 
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