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under the authority of 6 U.S.C. 451 and 
provides advice at the request of the 
Secretary and the DHS Chief Privacy 
Officer on programmatic, policy, 
operational, administrative, and 
technological issues within DHS that 
relate to personally identifiable 
information (PII), as well as data 
integrity and other privacy-related 
matters. The duties of the Committee are 
solely advisory in nature. In developing 
its advice and recommendations, the 
Committee may, consistent with the 
requirements of the FACA, conduct 
studies, inquiries, workshops, and 
seminars in consultation with 
individuals and groups in the private 
sector and/or other governmental 
entities. The Committee typically meets 
three times in a calendar year. 

Committee Membership: The DHS 
Privacy Office is seeking applicants for 
terms of three years from the date of 
appointment. Members are appointed by 
and serve at the pleasure of the 
Secretary of the Department of 
Homeland Security, and must be 
specially qualified to serve on the 
Committee by virtue of their education, 
training, and experience in the fields of 
data protection, privacy, and/or 
emerging technologies. Members are 
expected to actively participate in 
Committee activities and provide 
material input into Committee research 
and recommendations. Pursuant to the 
FACA, the Committee’s Charter requires 
that Committee membership be 
balanced to include: 

1. Individuals who are currently 
working in higher education, state or 
local government, or not-for-profit 
organizations; 

2. Individuals currently working in 
for-profit organizations including at 
least one who shall be familiar with the 
data privacy-related issues addressed by 
small- to medium-sized enterprises; and 

3. Other individuals, as determined 
appropriate by the Secretary. 

Committee members serve as Special 
Government Employees (SGE) as 
defined in section 202(a) of title 18 
United States Code. As such, they are 
subject to Federal conflict of interest 
laws and government-wide standards of 
conduct regulations. Members must 
annually file Confidential Financial 
Disclosure Reports (OGE Form 450) for 
review and approval by Department 
ethics officials. DHS may not release 
these reports or the information in them 
to the public except under an order 
issued by a Federal court or as 
otherwise provided under the Privacy 
Act (5 U.S.C. 552a). Committee 
members are also required to obtain and 
retain at least a secret-level security 
clearance as a condition of their 

appointment. Members are not 
compensated for their service on the 
Committee; however, while attending 
meetings or otherwise engaged in 
Committee business, members may 
receive travel expenses and per diem in 
accordance with Federal regulations. 

Committee History and Activities: All 
individuals interested in applying for 
Committee membership should review 
the history of the Committee’s work. 
The Committee’s charter and current 
membership, transcripts of Committee 
meetings, and all of the Committee’s 
reports and recommendations to the 
Department are posted on the 
Committee’s Web page on the DHS 
Privacy Office Web site (www.dhs.gov/
privacy). 

Applying for Membership: If you are 
interested in applying for membership 
on the DHS Data Privacy and Integrity 
Advisory Committee, please submit the 
following documents to Shannon 
Ballard, Designated Federal Officer, at 
the address provided below within 30 
days of the date of this notice: 

1. A current resume; and 
2. A letter that explains your 

qualifications for service on the 
Committee and describes in detail how 
your experience is relevant to the 
Committee’s work. 

Your resume and your letter will be 
weighed equally in the application 
review process. Please note that by 
Administration policy, individuals who 
are registered as Federal lobbyists are 
not eligible to serve on Federal advisory 
committees. If you are registered as a 
Federal lobbyist and you have actively 
lobbied at any time within the past two 
years, you are not eligible to apply for 
membership on the DHS Data Integrity 
and Privacy Advisory Committee. 
Applicants selected for membership 
will be required to certify, pursuant to 
28 U.S.C. 1746, that they are not 
registered as Federal lobbyists. Please 
send your documents to Shannon 
Ballard, Designated Federal Officer, 
DHS Data Privacy and Integrity 
Advisory Committee, by either of the 
following methods: 

• Email: PrivacyCommittee@
hq.dhs.gov or 

• Fax: (202) 343–4010. 
Privacy Act Statement: DHS’s Use of 

Your Information 

Authority: DHS requests that you 
voluntarily submit this information under its 
following authorities: The Federal Records 
Act, 44 U.S.C. 3101; the FACA, 5 U.S.C. App. 
2; and the Privacy Act of 1974, 5 U.S.C. 552a. 

Principal Purposes: When you apply 
for appointment to the DHS Data 
Privacy and Integrity Advisory 
Committee, DHS collects your name, 

contact information, and any other 
personal information that you submit in 
conjunction with your application. We 
will use this information to evaluate 
your candidacy for Committee 
membership. If you are chosen to serve 
as a Committee member, your name will 
appear in publicly-available Committee 
documents, membership lists, and 
Committee reports. 

Routine Uses and Sharing: In general, 
DHS will not use the information you 
provide for any purpose other than the 
Principal Purposes, and will not share 
this information within or outside the 
agency. In certain circumstances, DHS 
may share this information on a case-by- 
case basis as required by law or as 
necessary for a specific purpose, as 
described in the DHS/ALL–009 
Department of Homeland Security 
Advisory Committees System of Records 
Notice (October 3, 2008, 73 FR 63181). 

Effects of Not Providing Information: 
You may choose not to provide the 
requested information or to provide 
only some of the information DHS 
requests. If you choose not to provide 
some or all of the requested information, 
DHS may not be able to consider your 
application for appointment to the Data 
Privacy and Integrity Advisory 
Committee. 

Accessing and Correcting 
Information: If you are unable to access 
or correct this information by using the 
method that you originally used to 
submit it, you may direct your request 
in writing to the DHS Chief FOIA 
Officer at foia@hq.dhs.gov. Additional 
instructions are available at http://
www.dhs.gov/foia and in the DHS/ALL– 
002 Mailing and Other Lists System of 
Records referenced above. 

Dated: August 27, 2013. 
Jonathan R. Cantor, 
Acting Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2013–21858 Filed 9–6–13; 8:45 am] 

BILLING CODE 9110–9L–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2012–0797] 

National Maritime Security Advisory 
Committee; Meeting 

AGENCY: Coast Guard, DHS. 
ACTION: Notice of Federal Advisory 
Committee Meeting. 

SUMMARY: The National Maritime 
Security Advisory Committee (NMSAC) 
will meet on September 24–25, 2013 in 
Washington, DC to discuss various 
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1 The Executive Order (not numbered) is available 
for viewing online at the White House’s Web site: 
http://www.whitehouse.gov/the-press-office/2013/
02/12/executive-order-improving-critical-
infrastructure-cybersecurity. 

2 Presidential Policy Directive-21 is available for 
viewing online at the White House’s Web site: 
http://www.whitehouse.gov/the-press-office/2013/
02/12/presidential-policy-directive-critical- 
infrastructure-security-and-resil. 

3 The Executive Order is available for viewing 
online at the White House’s Web site: http://
www.whitehouse.gov/the-press-office/2013/08/01/
executive-order-improving-chemical-facility-safety- 
and-security. 

issues relating to national maritime 
security. This meeting will be open to 
the public. 
DATES: The Committee will meet on 
Tuesday, September 24, 2013 from 9:00 
a.m. to 4:00 p.m. and Wednesday, 
September 25, 2013 from 8:00 a.m. to 
11:00 a.m. This meeting may close early 
if all business is finished. All written 
material and requests to make oral 
presentations should reach the Coast 
Guard on or before September 13, 2013. 
ADDRESSES: This meeting will be held at 
the new Coast Guard Headquarters, 
2703 Martin Luther King Jr. Avenue SE., 
Washington, DC 20593, Room 6i10–01– 
b–17. Due to security at the new 
Headquarters, members of the public 
wishing to attend shall register with Mr. 
Ryan Owens, Alternate Designated 
Federal Officer (ADFO) of NMSAC, 
telephone 202–372–1108 or 
ryan.f.owens@uscg.mil no later than 
September 18, 2013. Additionally, all 
visitors to the Coast Guard Headquarters 
must provide identification in the form 
of Government Issue picture 
identification card for access to the 
facility. Please arrive at least 30 minutes 
before the planned start of the meeting 
in order to pass through security. 

This meeting will be broadcast via a 
web enabled interactive online format 
and teleconference line. To participate 
via teleconference, dial 866–810–4853; 
the pass code to join is 9760138#. 
Additionally, if you would like to 
participate in this meeting via the 
online web format, please log onto 
https://share.dhs.gov/nmsac/ and 
follow the online instructions to register 
for this meeting. 

For information on facilities or 
services for individuals with disabilities 
or to request special assistance at the 
meeting, contact the person listed in the 
FOR FURTHER INFORMATION CONTACT 
section as soon as possible. 

To facilitate public participation, we 
are inviting public comment on the 
issues to be considered by the 
Committee as listed in the ‘‘Agenda’’ 
section below. Comments that the 
public wishes the members to see prior 
to the meeting should be submitted no 
later than September 18, 2013. Identify 
your comments by docket number 
[USCG–2012–0797] using one of the 
following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Docket Management Facility 
(M–30), U.S. Department of 
Transportation, West Building Ground 
Floor, Room W12–140, 1200 New Jersey 
Avenue SE., Washington, DC 20590– 
0001. We encourage use of electronic 

submissions because security screening 
may delay delivery of mail. 

• Fax: (202) 493–2251. 
• Hand Delivery: Same as mail 

address above, between 9:00 a.m. and 
5:00 p.m., Monday through Friday, 
except Federal Holidays. The telephone 
number is 202–366–9329. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and docket number 
[USCG–2012–0797]. All submissions 
received will be posted without 
alteration at www.regulations.gov, 
including any personal information 
provided. You may review a Privacy Act 
notice regarding our public dockets in 
the January 17, 2008 issue of the 
Federal Register (73 FR 3316). 

Docket: Any background information 
or presentations available prior to the 
meeting will be published in the docket. 
For access to the docket to read 
background documents or submissions 
received by NMSAC, go to http://
www.regulations.gov insert ‘‘USCG– 
2012–0797’’ in the ‘‘Search’’ box, and 
follow instructions on the Web site. 

Public comments will be sought 
throughout the meeting by the 
Designated Federal Officer (DFO) as 
specific issues are discussed by the 
committee. Additionally, public oral 
comment period will be held during the 
meetings on September 24, 2013, from 
3:30 p.m. to 4:00 p.m., and September 
25, 2013 from 10:30 a.m. to 11:00 a.m. 
Speakers are requested to limit their 
comments to 5 minutes. Please note that 
the public comment period will end 
following the last call for comments. 
Contact the person listed in the FOR 
FURTHER INFORMATION CONTACT section 
below to register as a speaker. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Ryan Owens, ADFO of NMSAC, 2703 
Martin Luther King Jr. Avenue SE., 
Washington, DC 20593, Stop 7581, 
Washington, DC 20593–7581; telephone 
202–372–1108 or email ryan.f.owens@
uscg.mil. If you have any questions on 
viewing or submitting material to the 
docket, call Barbara Hairston, Program 
Manager, Docket Operations, telephone 
202–366–9826. 
SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act (FACA), Title 
5, United States Code, Appendix (Pub. 
L. 92–463). NMSAC operates under the 
authority of 46 U.S.C. 70112. NMSAC 
provides advice, consults with, and 
makes recommendations to the 
Secretary of Homeland Security, via the 
Commandant of the Coast Guard, on 
matters relating to national maritime 
security. 

Agenda of Meeting 

Day 1 

The committee will meet to review, 
discuss and formulate recommendations 
on the following issues: 

(1) Cyber Security Executive Order. 
On February 12, 2013, President Barack 
Obama signed an Executive Order 1 to 
strengthen the cybersecurity of critical 
infrastructure by increasing information 
sharing and by jointly developing and 
implementing a framework of 
cybersecurity practices with our 
industry partners. This is a continuation 
of a discussion held during the April 
2013 public meeting. NMSAC will meet 
to review the Executive Order and begin 
initial work in developing a framework 
for the maritime community. 

(2) Presidential Policy Directive-21.2 
On February 12, 2013, the White House 
Office of the Press Secretary published 
a Presidential Policy Directive (PPD) on 
critical infrastructure security and 
resilience. PPD–21 updates the national 
approach from Homeland Security 
Presidential Directive-7 (issued in 2003) 
to adjust to the new risk environment, 
understand key lessons learned, and 
drive toward enhanced capabilities. 
This is a continuation of a discussion 
held during the April 2013 public 
meeting. NMSAC will meet to discuss 
and make recommendations on Coast 
Guard’s implementation of PPD–21 that 
will impact the maritime community. 

(3) Chemical Facility Safety and 
Security Executive Order. President 
Obama signed an Executive Order 3 on 
August 1, 2013, with the goal of 
improving information sharing among 
Federal departments and agencies and 
furthering coordination efforts with 
State, Local, and Tribal entities involved 
in chemical regulation and response. In 
addition, the Executive Order directs 
Federal agencies to look for 
opportunities to modernize policies, 
regulations and standards and to seek 
out stakeholder input to identify best 
practices. NMSAC will meet to discuss 
and make recommendations on the 
Executive Order impacts on the 
maritime community. 
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(4) Transportation Security Worker 
Identification Credential (TWIC) Notice 
of Proposed Rule Making. NMSAC will 
meet to receive an update, discuss 
concerns and make recommendations 
concerning this Rule Making project. 

(5) Radiation Portal Monitoring. 
NMSAC will meet to review and discuss 
the Radiation Portal Monitoring 
Program and the challenges involved in 
replacing/altering current monitor 
programs within ports. 

(6) Regulatory Agenda. NMSAC will 
meet to review, discuss and make 
recommendations to the Coast Guard’s 
future regulatory agenda. 

(7) Public Comment period. 

Day 2 

The committee will meet to receive 
oral reports on the following issues: 

(1) Lessons learned/best practices 
encountered during Maritime Security 
(MARSEC) Level increase over the 
Boston Marathon bombing. 

(2) Lessons learned/best practices 
from Hurricane Sandy Recovery. 

(3) Facility Security Office (FSO) 
training initiatives. NMSAC will 
discuss/make recommendations on 
current FSO training initiatives. 

(4) Future Security issues. NMSAC 
will be tasked to provide guidance on 
emergent security issues. This will help 
the Coast Guard develop a long term 
vision for its maritime security program. 

(4) Public comment period. 

J.C. Burton, 
Captain, U.S. Coast Guard, Director of 
Inspections and Compliance. 
[FR Doc. 2013–21923 Filed 9–6–13; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR–5733–N–01] 

Fair Housing Initiatives Program— 
Fiscal Year 2013 Application and 
Award Policies and Procedures— 
Solicitation of Comment 

AGENCY: Office of the Assistant 
Secretary for Fair Housing and Equal 
Opportunity, HUD. 
ACTION: Notice. 

SUMMARY: This notice invites interested 
parties to comment on HUD’s 
administration of the funding 
competition for the Fair Housing 
Initiatives Program during Fiscal Year 
(FY) 2013. 
DATES: Comment Due Date: October 9, 
2013. 

ADDRESSES: Interested persons are 
invited to submit comments regarding 

this rule to the Regulations Division, 
Office of General Counsel, Department 
of Housing and Urban Development, 
451 7th Street SW., Room 10276, 
Washington, DC 20410–0500. 
Communications must refer to the above 
docket number and title. There are two 
methods for submitting public 
comments. All submissions must refer 
to the above docket number and title. 

1. Submission of Comments by Mail. 
Comments may be submitted by mail to 
the Regulations Division, Office of 
General Counsel, Department of 
Housing and Urban Development, 451 
7th Street SW., Room 10276, 
Washington, DC 20410–0500. 

2. Electronic Submission of 
Comments. Interested persons may 
submit comments electronically through 
the Federal eRulemaking Portal at 
www.regulations.gov. HUD strongly 
encourages commenters to submit 
comments electronically. Electronic 
submission of comments allows the 
commenter maximum time to prepare 
and submit a comment, ensures timely 
receipt by HUD, and enables HUD to 
make them immediately available to the 
public. Comments submitted 
electronically through the 
www.regulations.gov Web site can be 
viewed by other commenters and 
interested members of the public. 
Commenters should follow the 
instructions provided on that site to 
submit comments electronically. 

Note: To receive consideration as public 
comments, comments must be submitted 
through one of the two methods specified 
above. Again, all submissions must refer to 
the docket number and title of the rule. 

No Facsimile Comments. Facsimile 
(FAX) comments are not acceptable. 

Public Inspection of Public 
Comments. All properly submitted 
comments and communications 
submitted to HUD will be available for 
public inspection and copying between 
8 a.m. and 5 p.m. weekdays at the above 
address. Due to security measures at the 
HUD Headquarters building, an 
appointment to review the public 
comments must be scheduled in 
advance by calling the Regulations 
Division at 202–708–3055 (this is not a 
toll-free number). Individuals with 
speech or hearing impairments may 
access this number via TTY by calling 
the Federal Relay Service at 800–877– 
8339. Copies of all comments submitted 
are available for inspection and 
downloading at www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Myron Newry or Paula Stone of the 
Office of Fair Housing and Equal 
Opportunity’s FHIP Division at 202– 
402–7095 and 202–402–7054, 

respectively (these are not toll-free 
numbers). Persons with hearing or 
speech impairments may access these 
numbers via TTY by calling the Federal 
Relay Service at 800–877–8339 (this is 
a toll free number). 
SUPPLEMENTARY INFORMATION: In 
anticipation of the next round of 
funding and grant administration under 
the Fair Housing Initiatives Program 
(FHIP), HUD invites comments from 
potential applicants, prior grantees and 
applicants, and any other interested 
parties, on HUD’s FY 2013 FHIP 
competition and HUD’s administration 
of grants during FY 2013. HUD’s FY 
2013 FHIP NOFA can be found at 
http://portal.hud.gov/hudportal/
HUD?src=/program_offices/
administration/grants/fundsavail/
nofa13/fhip. HUD is especially 
interested in soliciting comments on the 
Applications and Awards Procedures 
and Policies (AAPP) Guide, which can 
be found at: http://portal.hud.gov/
hudportal/documents/
huddoc?id=FY13HUD- 
FHIPAAPPGuide.pdf. 

HUD will consider the comments 
received in response to this notice when 
formulating plans for the administration 
of FHIP grants and disposition of funds 
appropriated for Fiscal Year 2014. 

Dated: August 27, 2013. 
David R. Ziaya, 
Deputy Assistant Secretary for Operations 
and Management. 
[FR Doc. 2013–21857 Filed 9–6–13; 8:45 am] 

BILLING CODE 4210–67–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FWS–R2–ES–2013–N189; 
FXES11130200000–134–FF02ENEH00] 

Endangered and Threatened Species 
Permit Applications 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of receipt of applications; 
request for public comment. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service (Service), invite the 
public to comment on the following 
applications to conduct certain 
activities with endangered or threatened 
species. The Endangered Species Act of 
1973, as amended (Act), prohibits 
activities with endangered and 
threatened species unless a Federal 
permit allows such activities. The Act 
and the National Environmental Policy 
Act also require that we invite public 
comment before issuing these permits. 
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