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screened through background 
investigations commensurate with the 
level of access required to perform their 
duties. 

S&T RDT&E records are also 
monitored for changes to the source 
data. The program manager has the 
capability to maintain system back-ups 
for the purpose of supporting continuity 
of operations and the discrete need to 
isolate and copy specific data 
transactions for the purpose of 
conducting privacy or security incident 
investigations. S&T RDT&E records are 
secured in full compliance with the 
requirements of DHS IT Security 
Program Handbook. This handbook 
establishes a comprehensive 
information security program. 

RETENTION AND DISPOSAL: 
All records will be maintained in 

accordance with the NARA-approved 
retention schedule. All existing S&T 
RDT&E records fall under General 
Records System 20, which covers the 
disposition of electronic files or records 
created solely to test system 
performance, as well as hard-copy 
printouts and related documentation for 
the electronic files/records. According 
to General Records System 20, records 
should be ‘‘delete[d]/destroy[ed] when 
the agency determines that they are no 
longer needed for administrative, legal, 
audit, or other operational purposes.’’ 
Electronic records will be deleted from 
all computers, storage devices, and 
networks, and paper records will be 
shredded. Oftentimes, PII collected 
during the project is retained for the 
duration of the project; at the 
conclusion of the project, PII is 
destroyed. However, researchers may 
retain aggregated research data (without 
PII) indefinitely, as it may help inform 
future RDT&E efforts. 

SYSTEM MANAGER(S) AND ADDRESS: 
S&T Privacy Office, Mail Stop: 0205, 

Department of Homeland Security, 245 
Murray Lane, SW., Washington, DC 
20528. 

NOTIFICATION PROCEDURE: 
Individuals seeking notification of 

and access to any record contained in 
this system of records, or seeking to 
contest its content, may submit a 
request in writing to S&T FOIA Officer, 
Mail Stop: 0205 Department of 
Homeland Security, 245 Murray Lane 
SW., Washington, DC 20528, specific 
FOIA contact information can be found 
at http://www.dhs.gov/foia under 
‘‘contacts.’’ 

When seeking records about yourself 
from this system of records or any other 
S&T system of records your request 

must conform with the Privacy Act 
regulations set forth in 6 CFR part 5. 
You must first verify your identity, 
meaning that you must provide your full 
name, current address and date and 
place of birth. You must sign your 
request, and your signature must either 
be notarized or submitted under 28 
U.S.C. 1746, a law that permits 
statements to be made under penalty of 
perjury as a substitute for notarization. 
While no specific form is required, you 
may obtain forms for this purpose from 
Director, Disclosure and FOIA, http:// 
www.dhs.gov or 1–866–431–0486. In 
addition you should provide the 
following: 

• Explain why you believe the 
Department would have information on 
you; 

• Identify which component(s) of the 
Department you believe may have the 
information about you; 

• Specify when you believe the 
records would have been created; and 

• Provide any other information that 
will help the FOIA staff determine 
which DHS component agency may 
have responsive records; and 

If your request is seeking records 
pertaining to another living individual, 
you must include a statement from that 
individual certifying his/her agreement 
for you to access his/her records. 

Without the above information the 
component(s) may not be able to 
conduct an effective search, and your 
request may be denied due to lack of 
specificity or lack of compliance with 
applicable regulations. 

RECORD ACCESS PROCEDURES: 

See ‘‘Notification procedure’’ above. 

CONTESTING RECORD PROCEDURES: 

See ‘‘Notification procedure’’ above. 

RECORD SOURCE CATEGORIES: 

S&T RDT&E records include (1) 
Records collected directly from the 
individual; (2) publicly available 
documents (e.g., articles from 
newspapers and academic journals); (3) 
records collected from the individual 
using sensors (e.g., a heart rate monitor) 
or technologies (e.g., cameras, audio 
recorders, infrared thermography or 
other images, or biometric devices). 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

Jonathan R. Cantor, 
Acting Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. 2013–00602 Filed 1–14–13; 8:45 am] 
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[Internal Agency Docket No. FEMA–4092– 
DR; Docket ID FEMA–2013–0001] 

Virginia; Amendment No. 1 to Notice of 
a Major Disaster Declaration 

AGENCY: Federal Emergency 
Management Agency, DHS. 

ACTION: Notice. 

SUMMARY: This notice amends the notice 
of a major disaster declaration for the 
Commonwealth of Virginia (FEMA– 
4092–DR), dated November 26, 2012, 
and related determinations. 

DATES: Effective Date: January 2, 2013. 

FOR FURTHER INFORMATION CONTACT: 
Peggy Miller, Office of Response and 
Recovery, Federal Emergency 
Management Agency, 500 C Street SW., 
Washington, DC 20472, (202) 646–3886. 

SUPPLEMENTARY INFORMATION: The notice 
of a major disaster declaration for the 
Commonwealth of Virginia is hereby 
amended to include Disaster 
Unemployment Assistance for the 
following area among those areas 
determined to have been adversely 
affected by the event declared a major 
disaster by the President in his 
declaration of November 26, 2012. 

Accomack County for Disaster 
Unemployment Assistance. 

The following Catalog of Federal Domestic 
Assistance Numbers (CFDA) are to be used 
for reporting and drawing funds: 97.030, 
Community Disaster Loans; 97.031, Cora 
Brown Fund; 97.032, Crisis Counseling; 
97.033, Disaster Legal Services; 97.034, 
Disaster Unemployment Assistance (DUA); 
97.046, Fire Management Assistance Grant; 
97.048, Disaster Housing Assistance to 
Individuals and Households In Presidentially 
Declared Disaster Areas; 97.049, 
Presidentially Declared Disaster Assistance— 
Disaster Housing Operations for Individuals 
and Households; 97.050 Presidentially 
Declared Disaster Assistance to Individuals 
and Households—Other Needs; 97.036, 
Disaster Grants—Public Assistance 
(Presidentially Declared Disasters); 97.039, 
Hazard Mitigation Grant. 

W. Craig Fugate, 
Administrator, Federal Emergency 
Management Agency. 
[FR Doc. 2013–00720 Filed 1–14–13; 8:45 am] 
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