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FOR FURTHER INFORMATION CONTACT: Mr. 
Bruce Sudduth, Designated Federal 
Officer, (402) 294–4102, 901 SAC 
Boulevard, Suite 1F7, Offutt AFB, NE 
68113–6030. 

Dated: September 27, 2011. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2011–25264 Filed 9–29–11; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Defense Business Board (DBB); 
Meeting Notice 

AGENCY: Department of Defense (DoD). 
ACTION: Meeting notice. 

SUMMARY: Under the provisions of the 
Federal Advisory Committee Act of 
1972 (5 U.S.C., Appendix, as amended), 
the Government in the Sunshine Act of 
1976 (5 U.S.C. 552b, as amended), and 
41 CFR 102–3.150, the Department of 
Defense announces the following 
Federal advisory committee meeting of 
the Defense Business Board (DBB). 
DATES: The public meeting of the 
Defense Business Board (hereafter 
referred to as ‘‘the Board’’) will be held 
on Thursday, October 20, 2011, from 
8:30 a.m. to 9:30 a.m. 
ADDRESSES: Room 3D557 in the 
Pentagon, Washington, DC (Escort 
required; see guidance in the 
SUPPLEMENTARY INFORMATION section, 
‘‘Public’s Accessibility to the Meeting.’’) 
FOR FURTHER INFORMATION CONTACT: Ms. 
Debora Duffy, Defense Business Board, 
1155 Defense Pentagon, Room 5B1088A, 
Washington, DC 20301–1155, 
Debora.Duffy@osd.mil, (703) 697–2168. 
SUPPLEMENTARY INFORMATION: 

Purpose of the Meeting: At this 
meeting, the Board will deliberate draft 
findings and recommendations from the 
‘‘Information Technology 
Modernization’’ Task Group. The Board 
will also receive an update from the 
‘‘Re-engineering the Requirements 
Process’’ Task Group. The mission of 
the Board is to advise the Secretary of 
Defense on effective strategies for 
implementation of best business 
practices of interest to the Department 
of Defense. 

Agenda: 

Public Session 

8:30 a.m.–9:15 a.m. Deliberation of Task 
Group Draft Recommendations 

—Information Technology 
Modernization. 

9:15 a.m.–9:30 a.m. Task Group Update 
—Re-engineering the Requirements 

Process. 

End of Public Session 
Availability of Materials for the 

Meeting: A copy of the agenda for the 
October 20, 2011 meeting and the terms 
of reference for the Task Groups may be 
obtained at the meeting or from the 
Board’s web site at http:// 
dbb.defense.gov/meetings.html under 
‘‘Upcoming Meetings: 20 October 2011.’’ 

Public’s Accessibility to the Meeting: 
Pursuant to 5 U.S.C. 552b and 41 CFR 
102–3.140 through 102–3.165, and the 
availability of space, part of this meeting 
is open to the public. Seating is limited 
and is on a first-come basis. All 
members of the public who wish to 
attend the public session of the meeting 
must contact Ms. Debora Duffy at the 
number listed in this notice no later 
than noon on Wednesday, October 12 to 
register and make arrangements for a 
Pentagon escort, if necessary. Public 
attendees requiring escort should arrive 
at the Pentagon Metro Entrance in time 
to complete security screening by no 
later than 8 a.m. To complete security 
screening, please come prepared to 
present two forms of identification and 
one must be a pictured identification 
card. 

Special Accommodations: Individuals 
requiring special accommodations to 
access the public meeting should 
contact Ms. Duffy at least five (5) 
business days prior to the meeting so 
that appropriate arrangements can be 
made. 

Committee’s Designated Federal 
Officer: The Board’s Designated Federal 
Officer (DFO) is Phyllis Ferguson, 
Defense Business Board, 1155 Defense 
Pentagon, Room 5B1088A, Washington, 
DC 20301–1155, 
Phyllis.ferguson@osd.mil, 703–695– 
7563. 

Procedures for Providing Public 
Comments 

Pursuant to 41 CFR 102–3.105(j) and 
102–3.140, and section 10(a)(3) of the 
Federal Advisory Committee Act of 
1972, the public or interested 
organizations may submit written 
comments to the Board about its 
mission and topics pertaining to this 
public session. 

Written comments should be received 
by the DFO at least five (5) business 
days prior to the meeting date so that 
the comments may be made available to 
the Board for their consideration prior 
to the meeting. Written comments 
should be submitted via email to the 
address for the DFO given in this notice 
in either Adobe Acrobat or Microsoft 

Word format. Please note that since the 
Board operates under the provisions of 
the Federal Advisory Committee Act, as 
amended, all submitted comments and 
public presentations will be treated as 
public documents and will be made 
available for public inspection, 
including, but not limited to, being 
posted on the Board’s Web site. 

Dated: September 27, 2011. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2011–25267 Filed 9–29–11; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DOD–2011–OS–0105] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary of 
Defense, Department of Defense (DoD). 
ACTION: Notice to Alter a System of 
Records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to alter a system of 
records in its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This proposed action would be 
effective without further notice on 
October 31, 2011, unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

* Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

* Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
2nd floor, East Tower, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard, Chief, OSD/JS Privacy 
Office, Freedom of Information 
Directorate, Washington Headquarters 
Services, 1155 Defense Pentagon, 
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Washington, DC 20301–1155, or by 
phone at (703) 588–6830. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
as required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on September 26, 2011, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: September 26, 2011. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

V5–01 

SYSTEM NAME: 
Investigative Records Repository 

(April 30, 2009, 74 FR 19944). 

CHANGES: 
Delete entry and replace with ‘‘DMDC 

11 DoD.’’ 
* * * * * 

SYSTEM LOCATION: 
Delete entry and replace with 

‘‘Defense Manpower Data Center 
(DMDC), 1137 Branchton Road, Boyers, 
PA 16020–0168.’’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘‘Military personnel who are active 
duty; applicants for enlistment or 
appointment; members of Reserve units; 
National guardsmen; DoD civilian 
personnel who are paid from 
appropriated funds; industrial or 
contractor personnel who are working 
in private industry in firms which have 
contracts involving access to classified 
DoD information or installations; Red 
Cross personnel and personnel paid 
from non-appropriated funds who have 
DoD affiliation; Reserve Officers’ 
Training Corps (ROTC) cadets; former 
military personnel; and individuals 
residing on, have authorized official 
access to, or conducting or operating 
any business or other functions at any 
DoD installation or facility and had an 
investigation initiated by the Defense 
Security Service before 3 February 
2006.’’ 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Delete entry and replace with ‘‘Name; 
Social Security Number (SSN); date of 
birth; gender; aliases; official reports of 
investigation (ROIs) prepared by DoD, 
Federal, state, or local official 
investigative activities; industrial 
security administrative inquiries (AISs). 

Attachments to ROIs or AISs 
including exhibits, subject or 
interviewee statements, police records, 
polygraph technical reports, medical 
records, credit bureau reports, 
employment records, education records, 
release statements, summaries of, or 
extracts from other similar records or 
reports. 

Case control and management 
documents which are not reports of 
investigation, but which serve as the 
basis for investigation, or which serve to 
guide and facilitate investigative 
activity, including documents providing 
the data to open and conduct the case; 
and documents initiated by the subject. 

Defense Manpower Data Center file 
administration and management 
documents accounting for the disclosure 
of, control of, and access to a file.’’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Delete entry and replace with ‘‘10 
U.S.C. 615, Armed Forces, Information 
furnished to selection boards; E.O. 
10450, Security Requirements for 
Government Employment; DoD 
Directive 5200.2, Department of Defense 
Personnel Security Program; DoD 
Directive 5200.27 (Section IV A and B), 
Acquisition of Information Concerning 
Persons and Organizations Not 
Affiliated with the Department of 
Defense; DoD Directive 5220.6, Defense 
Industrial Personnel Security Clearance 
Review Program; DoD Instruction 
5220.28, Application of Special 
Eligibility and Clearance Requirements 
in the SIOP–ESI Program for Contractor 
Employees; DoD Instruction 5210.91, 
Polygraph and Credibility Assessment 
(PCA) Procedures; and E.O. 9397 (SSN), 
as amended.’’ 

PURPOSE(S): 

Delete entry and replace with ‘‘To 
ensure that the acceptance or retention 
of persons in sensitive DoD positions or 
granting individuals, including those 
employed in defense industry, access to 
classified information is clearly 
consistent with national security. 

To determine the loyalty, suitability, 
eligibility, and general trustworthiness 
of individuals for access to defense 
information and facilities. 

To determine the eligibility and 
suitability of individuals for entry into 
and retention in the Armed Forces. 

For use in criminal law enforcement 
investigations, including statutory 
violations and counterintelligence as 
well as counterespionage and other 
security matters. 

For use in military boards selecting 
military members for promotion to 
grades above 0–6.’’ 
* * * * * 

STORAGE: 

Delete entry and replace with ‘‘Paper 
file folders, microfiche, and electronic 
storage media.’’ 
* * * * * 

RETENTION AND DISPOSAL: 

DELETE ENTRY AND REPLACE WITH ‘‘RETENTION 
OF CLOSED INVESTIGATIVE FILES IS AUTHORIZED 
FOR 15 YEARS, EXCEPT AS FOLLOWS: 

(1) Files which have resulted in final 
adverse action against an individual 
will be retained 25 years; 

(2) Polygraph technical reports and 
physiological test data are disposition 
pending. Until the National Archives 
and Records Administration approves a 
retention and disposal schedule, records 
will be treated as permanent.’’ 

SYSTEM MANAGER(S) AND ADDRESS: 

Delete entry and replace with 
‘‘Deputy Director for Identity and 
Personnel Assurance, Defense 
Manpower Data Center, 1600 Wilson 
Boulevard, Suite 400, Arlington VA 
22209–2593.’’ 

NOTIFICATION PROCEDURES: 

Delete entry and replace with 
‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should send 
written inquiries to: DMDC Boyers, 
Privacy Act Office, P.O. Box 168, 
Boyers, PA 16020–0168. 

Written requests must contain the full 
name and SSN of the subject individual, 
along with a return address. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed without the United States: 
‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’ 

Attorneys or other persons acting on 
behalf of an individual must provide 
written authorization from that 
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individual for their representative to act 
on their behalf.’’ 

RECORD ACCESS PROCEDURES: 
Delete entry and replace with 

‘‘Individuals seeking access to 
information about themselves contained 
in this system must send written signed 
inquiries to DMDC Boyers, Privacy Act 
Office, P.O. Box 168, Boyers, PA 16020– 
0168. 

Written requests must contain the full 
name and SSN and address where the 
records are to be returned. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed without the United States: 
‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’ 

Attorneys or other persons acting on 
behalf of an individual must provide 
written authorization from that 
individual for their representative to act 
on their behalf.’’ 

CONTESTING RECORD PROCEDURES: 
Delete entry and replace with ‘‘The 

Office of the Secretary of Defense/Joint 
Staff rules for accessing records, 
contesting contents, and appealing 
initial agency determinations are 
contained in Office of the Secretary of 
Defense Administrative Instruction 81; 
32 CFR part 311; or may be obtained 
from the system manager.’’ 
* * * * * 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Delete entry and replace with 

‘‘Investigatory material compiled for law 
enforcement purposes may be exempt 
pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 
would otherwise be entitled by Federal 
law or for which he would otherwise be 
eligible, as a result of the maintenance 
of such information, the individual will 
be provided access to such information 
except to the extent that disclosure 
would reveal the identity of a 
confidential source. 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information may be 

exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

An exemption rule for this record 
system has been promulgated in 
accordance with the requirements of 5 
U.S.C. 553(b)(1), (2), and (3), (c) and (e) 
and published in 32 CFR part 311. For 
additional information contact the 
system manager.’’ 

DMDC 11 DoD 

SYSTEM NAME: 
Investigative Records Repository. 

SYSTEM LOCATION: 
Defense Manpower Data Center 

(DMDC), 1137 Branchton Road, Boyers, 
PA 16020–0168. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Military personnel who are active 
duty; applicants for enlistment or 
appointment; members of Reserve units; 
National guardsmen; DoD civilian 
personnel who are paid from 
appropriated funds; industrial or 
contractor personnel who are working 
in private industry in firms which have 
contracts involving access to classified 
DoD information or installations; Red 
Cross personnel and personnel paid 
from non-appropriated funds who have 
DoD affiliation; Reserve Officers’ 
Training Corps (ROTC) cadets; former 
military personnel; and individuals 
residing on, have authorized official 
access to, or conducting or operating 
any business or other functions at any 
DoD installation or facility and had an 
investigation initiated by the Defense 
Security Service before 3 February 2006. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name; Social Security Number (SSN); 

date of birth; gender; aliases; official 
reports of investigation (ROIs) prepared 
by DoD, Federal, state, or local official 
investigative activities; industrial 
security administrative inquiries (AISs). 

Attachments to ROIs or AISs 
including exhibits, subject or 
interviewee statements, police records, 
polygraph technical reports, medical 
records, credit bureau reports, 
employment records, education records, 
release statements, summaries of, or 
extracts from other similar records or 
reports. 

Case control and management 
documents which are not reports of 
investigation, but which serve as the 
basis for investigation, or which serve to 
guide and facilitate investigative 
activity, including documents providing 
the data to open and conduct the case; 
and documents initiated by the subject. 

Defense Manpower Data Center file 
administration and management 
documents accounting for the disclosure 
of, control of, and access to a file. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 615, Armed Forces, 
Information furnished to selection 
boards; E.O. 10450, Security 
Requirements for Government 
Employment; DoD Directive 5200.2, 
Department of Defense Personnel 
Security Program; DoD Directive 
5200.27 (Section IV A and B), 
Acquisition of Information Concerning 
Persons and Organizations not Affiliated 
with the Department of Defense; DoD 
Directive 5220.6, Defense Industrial 
Personnel Security Clearance Review 
Program; DoD Instruction 5220.28, 
Application of Special Eligibility and 
Clearance Requirements in the SIOP– 
ESI Program for Contractor Employees; 
DoD Instruction 5210.91, Polygraph and 
Credibility Assessment (PCA) 
Procedures; and E.O. 9397 (SSN), as 
amended. 

PURPOSE(S): 

To ensure that the acceptance or 
retention of persons in sensitive DoD 
positions or granting individuals, 
including those employed in defense 
industry, access to classified 
information is clearly consistent with 
national security. 

To determine the loyalty, suitability, 
eligibility, and general trustworthiness 
of individuals for access to defense 
information and facilities. 

To determine the eligibility and 
suitability of individuals for entry into 
and retention in the Armed Forces. 

For use in criminal law enforcement 
investigations, including statutory 
violations and counterintelligence as 
well as counterespionage and other 
security matters. 

For use in military boards selecting 
military members for promotion to 
grades above 0–6. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

IN ADDITION TO THOSE DISCLOSURES GENERALLY 
PERMITTED UNDER 5 U.S.C. 552A(B) OF THE 
PRIVACY ACT OF 1974, THESE RECORDS 
CONTAINED THEREIN MAY SPECIFICALLY BE 
DISCLOSED OUTSIDE THE DOD AS A ROUTINE USE 
PURSUANT TO 5 U.S.C. 552A(B)(3) AS FOLLOWS: 

For maintenance and use by the 
requesting activity when collected 
during reciprocal investigations 
conducted for other DoD and Federal 
investigative elements. 

For dissemination to Federal agencies 
or other DoD components when 
information regarding personnel 
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security matters is reported by 
Information Summary Report. 

The DoD ‘Blanket Routine Uses’ 
published at the beginning of the Office 
of the Secretary of Defense compilation 
of systems of records notices apply to 
this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper file folders, microfiche, and 

electronic storage media. 

RETRIEVABILITY: 
Information is retrieved by SSN. 

SAFEGUARDS: 
Completed investigative records are 

stored in secured areas accessible only 
to authorized DMDC personnel who 
have a need-to-know. Paper records and 
microfiche are maintained in safes and 
locked rooms and electronic records are 
protected from access by ‘fail-safe’ 
system software. The entire building 
housing these records is protected by 
guards 24-hours a day, and all visitors 
must register through the site security 
office. 

RETENTION AND DISPOSAL: 

RETENTION OF CLOSED INVESTIGATIVE FILES IS 
AUTHORIZED FOR 15 YEARS, EXCEPT AS 
FOLLOWS: 

(1) Files which have resulted in final 
adverse action against an individual 
will be retained 25 years; 

(2) Polygraph technical reports and 
physiological test data are disposition 
pending. Until the National Archives 
and Records Administration approves a 
retention and disposal schedule, records 
will be treated as permanent. 

SYSTEM MANAGER(S) AND ADDRESS: 
Deputy Director for Identity and 

Personnel Assurance, Defense 
Manpower Data Center, 1600 Wilson 
Boulevard, Suite 400, Arlington, VA 
22209–2593. 

NOTIFICATION PROCEDURES: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should send 
written inquiries to: DMDC Boyers, 
Privacy Act Office, P.O. Box 168, 
Boyers, PA 16020–0168. 

Written requests must contain the full 
name and SSN of the subject individual, 
along with a return address. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed without the United States: 
‘I declare (or certify, verify, or state) 

under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’ 

Attorneys or other persons acting on 
behalf of an individual must provide 
written authorization from that 
individual for their representative to act 
on their behalf. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system must send written signed 
inquiries to DMDC Boyers, Privacy Act 
Office, P.O. Box 168, Boyers, PA 16020– 
0168. 

Written requests must contain the full 
name and SSN and address where the 
records are to be returned. 

IN ADDITION, THE REQUESTER MUST PROVIDE A 
NOTARIZED STATEMENT OR AN UNSWORN 
DECLARATION MADE IN ACCORDANCE WITH 28 
U.S.C. 1746, IN THE FOLLOWING FORMAT: 

If executed without the United States: 
‘I declare (or certify, verify, or state) 
under penalty of perjury under the laws 
of the United States of America that the 
foregoing is true and correct. Executed 
on (date). (Signature).’ 

If executed within the United States, 
its territories, possessions, or 
commonwealths: ‘I declare (or certify, 
verify, or state) under penalty of perjury 
that the foregoing is true and correct. 
Executed on (date). (Signature).’ 

Attorneys or other persons acting on 
behalf of an individual must provide 
written authorization from that 
individual for their representative to act 
on their behalf. 

CONTESTING RECORD PROCEDURES: 

The Office of the Secretary of 
Defense/Joint Staff rules for accessing 
records, contesting contents, and 
appealing initial agency determinations 
are contained in Office of the Secretary 
of Defense Administrative Instruction 
81; 32 CFR part 311; or may be obtained 
from the system manager. 

RECORD SOURCE CATEGORIES: 

Subjects of investigations; records of 
other DoD activities and components; 
Federal, state, county, and municipal 
records; employment records of private 
business and industrial firms; 
educational and disciplinary records of 
schools, colleges, universities, technical 
and trade schools; hospital, clinic, and 
other medical records. 

Records of commercial enterprises 
such as real estate agencies, credit 
bureaus, loan companies, credit unions, 
banks, and other financial institutions 
which maintain credit information on 
individuals. 

The interview of individuals who are 
thought to have knowledge of the 
subject’s background and activities. 

The interview of witnesses, victims, 
and confidential sources. 

The interview of any individuals 
deemed necessary to complete the 
investigation. 

Directories, rosters, and 
correspondence. 

Any other type of record deemed 
necessary to complete the investigation. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Investigatory material compiled for 

law enforcement purposes may be 
exempt pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 
would otherwise be entitled by Federal 
law or for which he would otherwise be 
eligible, as a result of the maintenance 
of such information, the individual will 
be provided access to such information 
except to the extent that disclosure 
would reveal the identity of a 
confidential source. 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

An exemption rule for this record 
system has been promulgated in 
accordance with the requirements of 5 
U.S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published in 32 CFR part 311. For 
additional information contact the 
system manager. 
[FR Doc. 2011–25175 Filed 9–29–11; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

Final Legislative Environmental Impact 
Statement (LEIS) for the Limestone 
Hills Training Area Land Withdrawal, 
Montana Army National Guard 
(MTARNG) 

AGENCY: National Guard Bureau (NGB), 
Department of the Army, DoD. 
ACTION: Notice of availability. 

SUMMARY: This announces the 
availability of the Final LEIS prepared 
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