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Recovering Warrior Task Force, 
Hoffman Building II, 200 Stovall St., 
Alexandria, VA 22332–0021 ‘‘Mark as 
Time Sensitive for July Meeting’’. 
FOR FURTHER INFORMATION CONTACT: 
Denise F. Dailey, Designated Federal 
Officer, Hoffman Building II, 200 Stovall 
St., Alexandria, VA 22332–0021, phone: 
(703) 325–6640, Fax: (703) 325–6710, e- 
mail: rwtf@wso.whs.mil. 
SUPPLEMENTARY INFORMATION: 

Agenda: (Please refer to http:// 
dtf.defense.gov/rwtf/meetings.html for 
the most up-to-date meeting 
information). 

Tuesday, July 26 

8 a.m.—Public Forum (Open to the 
public) 

8:30 a.m.—Review of the Draft Report 
(Open to the public) 

10:30 a.m.—Preparatory Session 
Breakout Groups (Not open to the 
public) 

12 p.m.—Break for Lunch 
1 p.m.—Preparatory Session Breakout 

Groups (Not open to the public) 
2 p.m.—Consolidated Session: Return 

for review of preparatory sessions’ 
work and begin recommendation 
voting session. (Open to the public) 

6 p.m.—Closing 

Wednesday, July 27 

8 a.m.—Preparatory Session Breakout 
Groups (Not open to the public) 

10 a.m.—Consolidated Session: Return 
for review of preparatory sessions’ 
work and begin recommendation 
voting session. (Open to the public) 

12 p.m.—Break for Lunch 
1 p.m.—Preparatory Session Breakout 

Groups (Not open to the public) 
2 p.m.—Consolidated Session: Return 

for review of preparatory sessions’ 
work and begin recommendation 
voting session (Open to the public) 

6 p.m.—Closing 

Thursday, July 28 

8 a.m.—If voting on Task Force 
recommendations is complete, the 
Task Force will review/discuss next 
year’s recommended installation 
visits and topics. If voting is not 
complete on recommendations, a 
voting session will continue 
throughout the day until complete. 
(Open to the public) 

10:15 a.m.—Break 
10:30 a.m.—Establish matrix breakout 

for each recommendation. Subject 
to voting session completion. (Open 
to the public) 

12 p.m.—Break for Lunch 
1 p.m.—Review best practices 

enclosure. Subject to voting session 
completion. (Open to the public) 

2 p.m.—Review Executive Summary. 
Subject to voting session 
completion. (Open to the public) 

3 p.m.—Review Appendices. Subject to 
voting session completion. (Open to 
the public) 

5 p.m.—Closing 
Pursuant to 41 CFR 102–3.105(j) and 

102–3.140, and section 10(a)(3) of the 
Federal Advisory Committee Act of 
1972, the public or interested 
organizations may submit written 
statements to the Department of Defense 
Task Force on the Care, Management, 
and Transition of Recovering Wounded, 
Ill, and Injured Members of the Armed 
Forces about its mission and functions. 
If individuals are interested in making 
an oral statement during the Public 
Forum time period, a written statement 
for a presentation of two minutes must 
be submitted as below and must identify 
it is being submitted for an oral 
presentation by the person making the 
submission. As the Members will have 
finished their research for this year of 
effort and are drafting the final report 
and recommendations, please focus 
your oral statements on the draft report 
and any recommendations you as a 
member of the public would like to see 
the Task Force make on behalf of 
Wounded Warriors and submit to 
rwtf@wso.whs.mil or mailing address 
and fax below. The Draft report will be 
provided on the Task Force Web site 
(http://dtf.defense.gov/rwtf/) by COB 
July 15, 2011. Identification information 
must be provided and at a minimum 
must include a name and a phone 
number. Determination of who will be 
making an oral presentation will depend 
on the submitted topic’s relevance to the 
Task Force’s Charter. Individuals may 
visit the Task Force Web site at http:// 
dtf.defense.gov/rwtf/ to view the 
Charter. Individuals making 
presentations will be notified by Friday, 
July 22, 2011. Oral presentations will be 
permitted only on Tuesday, July 26, 
2011 from 8 to 8:30 a.m. before the full 
Task Force. Number of oral 
presentations will not exceed ten, with 
one minute of questions available to the 
Task Force members per presenter. 
Presenters should not exceed their two 
minutes. Written statements which the 
author does not wish to present orally 
may be submitted at any time or in 
response to the stated agenda of a 
planned meeting of the Department of 
Defense Task Force on the Care, 
Management, and Transition of 
Recovering Wounded, Ill, and Injured 
Members of the Armed Forces. 

All written statements shall be 
submitted to the Designated Federal 
Officer for the Task Force through the 

above contact information, and this 
individual will ensure that the written 
statements are provided to the 
membership for their consideration. 

Statements being submitted in 
response to the agenda mentioned in 
this notice must be received by the 
Designated Federal Officer at the 
address listed no later than 5 p.m. 
Eastern Daylight Time (EDT), 
Wednesday, July 20, 2011 which is the 
subject of this notice. Written 
statements received after this date may 
not be provided to or considered by the 
Task Force until its next meeting. Please 
mark mail correspondence as ‘‘Time 
Sensitive for July Meeting.’’ The 
Designated Federal Officer will review 
all timely submissions with the Task 
Force Co-Chairs and ensure they are 
provided to all members of the Task 
Force before the meeting that is the 
subject of this notice. 

Reasonable accommodations will be 
made for those individuals with 
disabilities who request them. Requests 
for additional services should be 
directed to Heather Jane Moore, (703) 
325–6640, by 5 p.m. (EDT), Wednesday, 
July 20, 2011. 

Dated: June 20, 2011. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2011–16304 Filed 6–28–11; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DOD–2011–OS–0070] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary, DoD. 
ACTION: Notice to Alter a System of 
Records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to alter a system of 
records in its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This proposed action would be 
effective without further notice on July 
29, 2011 unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and/ 
Regulatory Information Number (RIN) 
and title, by any of the following 
methods: 

* Federal Rulemaking Portal: http:// 
www.regulations.gov 
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Follow the instructions for submitting 
comments. 

* Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 
docket number or Regulatory 
Information Number (RIN) for this 
Federal Register document. The general 
policy for comments and other 
submissions from members of the public 
is to make these submissions available 
for public viewing on the Internet at 
http://www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Cindy Allard, Chief, OSD/JS Privacy 
Office, Freedom of Information 
Directorate, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155, or by 
phone at (703) 588–6830. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
as required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on June 23, 2011, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: June 23, 2011. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

DHA 18 

SYSTEM NAME: 
Human Research Protection Program 

(HRPP) Records (September 11, 2008, 73 
FR 52838). 

CHANGES: 

* * * * * 

SYSTEM NAME: 
Delete entry and replace with 

‘‘Research Regulatory Oversight 
Records.’’ 

SYSTEM LOCATION: 
Delete entry and replace with 

‘‘Deputy Assistant Secretary of Defense 

(Force Health Protection and Readiness 
Programs), Research Regulatory 
Oversight Office, Skyline 4, Suite 901, 
5113 Leesburg Pike, Falls Church, VA 
22041–3206.’’ 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘‘Military, civilian, and contractor 
investigators who engage in or conduct 
research involving human participants; 
and military, civilian, or contractor 
personnel, including civilian or 
contractor personnel from other Federal 
agencies, responsible for the review, 
approval, and regulatory oversight of 
such research.’’ 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Delete entry and replace with ‘‘Name, 

work address, work e-mail, work 
telephone number, resume, and 
documentation of training required to 
conduct research involving human 
participants or necessary to conduct 
review, approval, and regulatory 
oversight of such research.’’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Delete entry and replace with ‘‘10 

U.S.C. 136, Under Secretary of Defense 
for Personnel and Readiness; 32 CFR 
Part 219, Protection of Human Subjects; 
DoD Directive 5136.01, Assistant 
Secretary of Defense for Health Affairs 
(ASD(HA)); and DoD Directive 3216.02, 
Protection of Human Subjects and 
Adherence to Ethical Standards in DoD 
Supported Research.’’ 

PURPOSE(S): 
Delete entry and replace with ‘‘To 

document proper training and 
qualifications of those individuals 
conducting and reviewing research 
involving human participants.’’ 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Delete entry and replace with ‘‘In 
addition to those disclosures generally 
permitted under 5 U.S.C. 552a(b) of the 
Privacy Act of 1974, these records may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To Federal, State, local, or foreign 
government agencies for identification, 
tracking, and oversight of authorized 
research procedures and tracking of 
individual researchers and reviewers 
involved in the process. 

To private business entities for 
matters relating to eligibility, quality 
assurance, peer review, and program 
integrity. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the Office of 

the Secretary of Defense (OSD) 
compilation of systems of records 
notices apply to this system.’’ 
* * * * * 

SAFEGUARDS: 

Delete entry and replace with ‘‘Media, 
data and/or records are maintained in a 
controlled area. The computer system is 
accessible only to authorized personnel. 
Entry into these areas is restricted to 
those personnel with a valid 
requirement and authorization to enter. 
Physical entry is restricted by the use of 
locks, passwords which are changed 
periodically, and administrative 
procedures. The system provides two- 
factor authentication including 
Common Access Card and password. 
Access to personal information is 
restricted to those who require the data 
in the performance of their official 
duties, and have received proper 
training relative to the Privacy Act of 
1974 and Information Assurance.’’ 

RETENTION AND DISPOSAL: 

Delete entry and replace with 
‘‘Records are retained for 10 years after 
completion or termination of the 
research protocol (coincides with the 
term of the research) and then 
destroyed.’’ 

SYSTEM MANAGER(S) AND ADDRESS: 

Delete entry and replace with 
‘‘Program Manager, Deputy Assistant 
Secretary of Defense (Force Health 
Protection and Readiness Programs), 
Research Regulatory Oversight Office, 
Skyline 4, Suite 901, 5113 Leesburg 
Pike, Falls Church, VA 22041–3206.’’ 

NOTIFICATION PROCEDURE: 

Delete entry and replace with 
‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Program Manager, Deputy Assistant 
Secretary of Defense (Force Health 
Protection and Readiness Programs), 
Research Regulatory Oversight Office, 
Skyline 4, Suite 901, 5113 Leesburg 
Pike, Falls Church, VA 22041–3206. 

Requests should contain the full name 
of the individual, work address, work 
telephone number, and must be signed.’’ 

RECORD ACCESS PROCEDURES: 

Delete entry and replace with 
‘‘Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to TRICARE 
Management Activity, Attention: 
Freedom of Information Act Requester 
Service Center, 16401 East Centretech 
Parkway, Aurora, CO 80011–9066. 
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Requests must include the name and 
number of this system of record notice, 
individual’s name and address, and 
must be signed.’’ 
* * * * * 

DHA 18 

SYSTEM NAME: 
Research Regulatory Oversight 

Records. 

SYSTEM LOCATION: 
Deputy Assistant Secretary of Defense 

(Force Health Protection and Readiness 
Programs), Research Regulatory 
Oversight Office, Skyline 4, Suite 901, 
5113 Leesburg Pike, Falls Church, VA 
22041–3206. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Military, civilian, and contractor 
investigators who engage in or conduct 
research involving human participants; 
and military, civilian, or contractor 
personnel, including civilian or 
contractor personnel from other Federal 
agencies, responsible for the review, 
approval, and regulatory oversight of 
such research. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name, work address, work e-mail, 

work telephone number, resume, and 
documentation of training required to 
conduct research involving human 
participants or necessary to conduct 
review, approval, and regulatory 
oversight of such research. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. 136, Under Secretary of 

Defense for Personnel and Readiness; 32 
CFR 219, Protection of Human Subjects; 
DoD Directive 5136.01, Assistant 
Secretary of Defense for Health Affairs 
(ASD(HA)); and DoD Directive 3216.02, 
Protection of Human Subjects and 
Adherence to Ethical Standards in DoD 
Supported Research. 

PURPOSE(S): 
To document proper training and 

qualifications of those individuals 
conducting and reviewing research 
involving human participants. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records may specifically be disclosed 
outside the DoD as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

To Federal, State, local, or foreign 
government agencies for identification, 
tracking, and oversight of authorized 

research procedures and tracking of 
individual researchers and reviewers 
involved in the process. 

To private business entities for 
matters relating to eligibility, quality 
assurance, peer review, and program 
integrity. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the Office of 
the Secretary of Defense (OSD) 
compilation of systems of records 
notices apply to this system. 

Policies and practices for storing, 
retrieving, accessing, retaining, and 
disposing of records in the system: 

STORAGE: 

Paper file folders and electronic 
storage media. 

RETRIEVABILITY: 

Individual’s name. 

SAFEGUARDS: 

Media, data and/or records are 
maintained in a controlled area. The 
computer system is accessible only to 
authorized personnel. Entry into these 
areas is restricted to those personnel 
with a valid requirement and 
authorization to enter. Physical entry is 
restricted by the use of locks, passwords 
which are changed periodically, and 
administrative procedures. The system 
provides two-factor authentication 
including Common Access Card and 
password. Access to personal 
information is restricted to those who 
require the data in the performance of 
their official duties, and have received 
proper training relative to the Privacy 
Act of 1974 and Information Assurance. 

RETENTION AND DISPOSAL: 

Records are retained for 10 years after 
completion or termination of the 
research protocol (coincides with the 
term of the research) and then 
destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 

Program Manager, Deputy Assistant 
Secretary of Defense (Force Health 
Protection and Readiness Programs), 
Research Regulatory Oversight Office, 
Skyline 4, Suite 901, 5113 Leesburg 
Pike, Falls Church, VA 22041–3206. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Program Manager, Deputy Assistant 
Secretary of Defense (Force Health 
Protection and Readiness Programs), 
Research Regulatory Oversight Office, 
Skyline 4, Suite 901, 5113 Leesburg 
Pike, Falls Church, VA 22041–3206. 

Requests should contain the full name 
of the individual, work address, work 
telephone number, and must be signed. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to TRICARE 
Management Activity, Attention: 
Freedom of Information Act Requester 
Service Center, 16401 East Centretech 
Parkway, Aurora, CO 80011–9066. 

Requests must include the name and 
number of this system of record notice, 
individual’s name and address, and 
must be signed. 

CONTESTING RECORD PROCEDURES: 

The OSD rules for accessing records, 
for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR Part 311; or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Individual. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
[FR Doc. 2011–16303 Filed 6–28–11; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DOD–2011–OS–0068] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Logistics Agency, DoD. 

ACTION: Notice; correction. 

SUMMARY: On Friday, June 24, 2011 (76 
FR 37082–37084), the Department of 
Defense published a notice to amend a 
system of records. On page 37083, in the 
second column, in the line preceding 
the SYSTEM NAME heading, the 
System of Records Notice (SORN) 
identification number ‘‘S190.19’’ should 
read ‘‘S190.10’’. 

Dated: June 24, 2011. 

Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2011–16309 Filed 6–28–11; 8:45 am] 

BILLING CODE 5001–06–P 
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