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2. First Responders—A record from 
this system of records may be disclosed 
to law enforcement officials, 
Department of Homeland Security 
(DHS), Federal Emergency Management 
Agency (FEMA), Department of Defense 
(DOD), National Telecommunications 
and Information Administration (NTIA), 
White House Communications Agency, 
other federal agencies, and state and 
local emergency response officials, e.g., 
fire, safety, and rescue personnel, etc., 
and medical personnel, e.g., doctors, 
nurses, and paramedics, etc., in case of 
an emergency situation at FCC facilities 
without the subsequent notification to 
the individual identified in 5 U.S.C. 
552a(b)(8); 

3. Reconstitution Plan—A record from 
this system of records may be disclosed 
to the General Services Administration 
(GSA), National Telecommunications 
and Information Administration (NTIA), 
Department of Homeland Security 
(DHS), and Federal Emergency 
Management Agency (FEMA), etc.; 
District of Columbia, Virginia, and 
Maryland state governments, etc.; and 
other Federal, state, and local agencies 
involved in Federal agency evacuation, 
emergency facilities, space management, 
and/or relocation policies and plans, 
etc. 

4. Congressional Inquiries—When 
requested by a Congressional office in 
response to an inquiry by an individual 
made to the Congressional office for 
their own records; 

5. Government-wide Program 
Management and Oversight—When 
requested by the National Archives and 
Records Administration (NARA) for the 
purpose of records management 
inspections conducted under authority 
of 44 U.S.C. 2904 and 2906; when the 
U.S. Department of Justice (DOJ) is 
contacted in order to obtain that 
department’s advice regarding 
disclosure obligations under the 
Freedom of Information Act; or when 
the Office of Management and Budget 
(OMB) is contacted in order to obtain 
that office’s advice regarding obligations 
under the Privacy Act; 

6. Breach Notification—A record from 
this system may be disclosed to 
appropriate agencies, entities, and 
persons when (1) the Commission 
suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (2) the Commission 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 

Commission or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Commission’s 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

In each of these cases, the FCC will 
determine whether disclosure of the 
records is compatible with the purpose 
for which the records were collected. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Information in the Cadapult Space 

Management System (CSMS) consists of 
electronic data, files, and records, which 
are housed in the FCC’s computer 
network databases. 

RETRIEVABILITY: 
Information in the CSMS information 

system is retrieved by the FCC employee 
or contractor’s name, workspace 
location, and organizational unit, e.g., 
bureau/office. 

SAFEGUARDS: 
The CSMS information system’s 

electronic records, data, and files are 
maintained in the FCC’s computer 
network databases. Access to the 
information in these databases is 
restricted to authorized CMS 
supervisors, staff, and contractors and to 
staff and contractors in the Information 
Technology Center (ITC), who maintain 
the FCC’s computer network databases. 
Other FCC employees and contractors 
may be granted access on a ‘‘need-to- 
know’’ basis. The FCC’s computer 
network databases are protected by the 
FCC’s security protocols, which include 
controlled access, passwords, and other 
security features. The information that 
is resident on the SMC database is 
backed-up routinely onto magnetic 
media. Back-up tapes are stored on-site 
and at a secured, off-site location. 

RETENTION AND DISPOSAL: 
The FCC maintains information about 

the FCC employee and/or contractor 
only as long as he/she works at the 
Commission. The records in this system 
are deleted entirely upon the FCC 
employee’s retirement, voluntary 
resignation, transfer, or re-assignment 
outside the Commission, and when the 
contractor is no longer working at the 
Commission. The CMS staff uses a sign- 
out procedure to verify that the FCC 

employee or contractor is no longer 
working at the Commission, then the 
individual’s information is deleted from 
the CSMS system. 

SYSTEM MANAGER(S) AND ADDRESS: 
Space Management Center (SMC), 

Office of Managing Director (OMD), 
Federal Communications Commission 
(FCC), 445 12th Street, SW., 
Washington, DC 20554. 

NOTIFICATION PROCEDURE: 
Address inquiries to the Space 

Management Center (SMC), Office of 
Managing Director (OMD), Federal 
Communications Commission (FCC), 
445 12th Street, SW., Washington, DC 
20554. 

RECORD ACCESS PROCEDURES: 
Address inquiries to the Space 

Management Center (SMC), Office of 
Managing Director (OMD), Federal 
Communications Commission (FCC), 
445 12th Street, SW., Washington, DC 
20554. 

CONTESTING RECORD PROCEDURES: 
Address inquiries to the Space 

Management Center (SMC), Office of 
Managing Director (OMD), Federal 
Communications Commission (FCC), 
445 12th Street, SW., Washington, DC 
20554. 

RECORD SOURCE CATEGORIES: 
The sources for the records in the 

CSMS information system include the 
FCC employee and/or contractor, his/ 
her workspace requirements, 
organization, pay type, grade, 
supervisory status, bargaining unit, 
workspace location, work telephone 
number, and IT barcodes on IT 
equipment assigned to the employee or 
contractor. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

Federal Communications Commission. 
Marlene H. Dortch, 
Secretary. 
[FR Doc. 2010–23163 Filed 9–15–10; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL RESERVE SYSTEM 

Change in Bank Control Notices; 
Acquisition of Shares of Bank or Bank 
Holding Companies 

The notificants listed below have 
applied under the Change in Bank 
Control Act (12 U.S.C. 1817(j)) and 
§ 225.41 of the Board’s Regulation Y (12 
CFR 225.41) to acquire a bank or bank 
holding company. The factors that are 
considered in acting on the notices are 
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1 The other two rules relate to the information 
that must appear in a written warranty on a 
consumer product costing more than $15 if a 
warranty is offered and minimum standards for 
informal dispute settlement mechanisms that are 
incorporated into a written warranty. 

2 40 FR 60168 (Dec. 31, 1975). 

set forth in paragraph 7 of the Act (12 
U.S.C. 1817(j)(7)). 

The notices are available for 
immediate inspection at the Federal 
Reserve Bank indicated. The notices 
also will be available for inspection at 
the office of the Board of Governors. 
Interested persons may express their 
views in writing to the Reserve Bank 
indicated for that notice or to the offices 
of the Board of Governors. Comments 
must be received not later than October 
1, 2010. 

A. Federal Reserve Bank of 
Minneapolis (Jacqueline G. King, 
Community Affairs Officer) 90 
Hennepin Avenue, Minneapolis, 
Minnesota 55480–0291: 

1. The Margaret E. Thelen Revocable 
Trust dated January 5, 2000, Margaret E. 
Thelen, Trustee, Baxter, Minnesota, 
individually, and with John A. Thelen, 
Jr., Baxter, Minnesota; Nancy M. 
Shipman, Brainerd, Minnesota; Sharon 
M. Watland, Baxter, Minnesota; Robert 
T. Thelen, Baxter, Minnesota; Michael J. 
Thelen, Nisswa, Minnesota; Kathryn M. 
Stalheim, Oviedo, Florida; Steven D. 
Thelen, Tampa, Florida; Luke D. 
Shipman, Brainerd, Minnesota; Daniel J. 
Shipman, Brainerd, Minnesota; 
Elizabeth A. Shipman, Breezy Point, 
Minnesota; and Adam J. Shipman, 
Brainerd, Minnesota, as a group acting 
in concert; to retain control of American 
Bancorporation of Minnesota, Inc., 
Brainerd, Minnesota, and thereby 
indirectly retain control of American 
National Bank of Minnesota, Baxter, 
Minnesota. 

Board of Governors of the Federal Reserve 
System, September 13, 2010. 
Robert deV. Frierson, 
Deputy Secretary of the Board. 
[FR Doc. 2010–23109 Filed 9–15–10; 8:45 am] 

BILLING CODE 6210–01–S 

FEDERAL TRADE COMMISSION 

Agency Information Collection 
Activities; Proposed Collection; 
Comment Request 

AGENCY: Federal Trade Commission 
(‘‘FTC’’ or ‘‘Commission’’). 
ACTION: Notice. 

SUMMARY: The information collection 
requirements described below will be 
submitted to the Office of Management 
and Budget (‘‘OMB’’) for review, as 
required by the Paperwork Reduction 
Act (‘‘PRA’’). The FTC is seeking public 
comments on its proposal to extend 
through January 31, 2014, the current 
PRA clearance for information 
collection requirements contained in its 
Rule Governing Pre-Sale Availability of 

Written Warranty Terms. This clearance 
is scheduled to expire on January 31, 
2011. 

DATES: Comments must be received on 
or before November 15, 2010. 

ADDRESSES: Interested parties are 
invited to submit written comments 
electronically or in paper form, by 
following the instructions in the 
Request for Comments to 60-Day Notice 
part of the SUPPLEMENTARY INFORMATION 
section below. Comments in electronic 
form should be submitted by using the 
following Web link: (https:// 
ftcpublic.commentworks.com/ftc/ 
presaleavailabilitypra) (and following 
the instructions on the web-based form). 
Comments in paper form should be 
mailed or delivered to the following 
address: Federal Trade Commission, 
Office of the Secretary, Room H–135 
(Annex J), 600 Pennsylvania Avenue, 
NW, Washington, DC 20580, in the 
manner detailed in the SUPPLEMENTARY 
INFORMATION section below. 

FOR FURTHER INFORMATION CONTACT: 
Requests for copies of the collection of 
information and supporting 
documentation should be addressed to 
Allyson Himelfarb, Investigator, 
Division of Marketing Practices, Bureau 
of Consumer Protection, Federal Trade 
Commission, Room H-286, 600 
Pennsylvania Ave., NW, Washington, 
DC 20580, (202) 326-2505. 

SUPPLEMENTARY INFORMATION: 

Proposed Information Collection 
Activities 

Under the PRA, 44 U.S.C. 3501-3521, 
federal agencies must obtain approval 
from OMB for each collection of 
information they conduct or sponsor. 
‘‘Collection of information’’ means 
agency requests or requirements that 
members of the public submit reports, 
keep records, or provide information to 
a third party. 44 U.S.C. § 3502(3), 5 CFR 
§ 1320.3(c). Because the number of 
entities affected by the Commission’s 
requests will exceed ten, the 
Commission plans to seek OMB 
clearance under the PRA. As required 
by § 3506(c)(2)(A) of the PRA, the 
Commission is providing this 
opportunity for public comment before 
requesting that OMB extend the existing 
paperwork clearance for the information 
collection requirements associated with 
the Commission’s regulations under the 
FTC’s Rule Governing Pre-Sale 
Availability of Written Warranty Terms 
(the ‘‘Pre-Sale Availability Rule’’) (OMB 
Control Number 3084-0112), 16 CFR 
702. 

The Pre-Sale Availability Rule is one 
of three rules1 that the FTC 
implemented pursuant to requirements 
of the Magnuson-Moss Warranty Act, 15 
U.S.C. 2301 et seq. (‘‘Warranty Act’’ or 
‘‘Act’’).2 The Pre-Sale Availability Rule 
requires sellers and warrantors to make 
the text of any written warranty on a 
consumer product costing more than 
$15 available to the consumer before 
sale. Among other things, the Rule 
requires sellers to make the text of the 
warranty readily available either by (1) 
displaying it in close proximity to the 
product or (2) furnishing it on request 
and posting signs in prominent 
locations advising consumers that the 
warranty is available. The Rule requires 
warrantors to provide materials to 
enable sellers to comply with the Rule’s 
requirements and also sets out the 
methods by which warranty information 
can be made available before the sale if 
the product is sold through catalogs, 
mail order, or door-to-door sales. 

Request for Comments 
The FTC invites comments on: (1) 

whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 
agency, including whether the 
information will have practical utility; 
(2) the accuracy of the agency’s estimate 
of the burden of the proposed collection 
of information, including the validity of 
the methodology and assumptions used; 
(3) ways to enhance the quality, utility, 
and clarity of the information to be 
collected; and (4) ways to minimize the 
burden of the collection of information 
on those who are to respond, including 
through the use of appropriate 
automated, electronic, mechanical, or 
other technological collection 
techniques or other forms of information 
technology, e.g., permitting electronic 
submission of responses. All comments 
should be filed as prescribed below, and 
must be received on or before November 
15, 2010. 

Because comments will be made 
public, they should not include any 
sensitive personal information, such as 
an individual’s Social Security Number; 
date of birth; driver’s license number or 
other state identification number, or 
foreign country equivalent; passport 
number; financial account number; or 
credit or debit card number. Comments 
also should not include any sensitive 
health information, such as medical 
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