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approximately 50 people. Visitors to the 
CDC campus must be processed in 
accordance with established federal 
policies and procedures and should pre- 
register for the meeting as described in 
Additional Information for Visitors. 

Purpose: This Board is charged with 
advising the Secretary, HHS, and the 
Director, CDC, concerning strategies and 
goals for the programs and research 
within COTPER; monitoring the 
strategic direction and focus of the 
Divisions; and conducting peer review 
of scientific programs. For additional 
information about the BSC, COTPER 
please visit: http://emergency.cdc.gov/ 
cotper/science/counselors.asp. 

Matters to be Discussed: A briefing on 
the findings of the workgroup for 
external peer review of COTPER’s fiscal 
allocation process followed by summary 
recommendations from the Board. 
Agenda items are subject to change as 
priorities dictate. 

Additional Information for Visitors: 
All visitors are required to present a 
valid form of picture identification 
issued by a state, federal or international 
government. To expedite the security 
clearance process for visitors to the CDC 
Roybal campus, all visitors should pre- 
register by submitting the following 
information by e-mail or phone (see 
Contact Person for More Information) by 
12 noon (EDT) on Wednesday, April 13, 
2009: 

• Full Name, 
• Organizational Affiliation, 
• Complete Mailing Address, 
• Citizenship, and 
• Phone Number or E-mail Address 

For foreign nationals or non-US citizens, 
pre-approval is required. Please contact 
the BSC Coordinator (see Contact Person 
for More Information) in advance of the 
posted pre-registration deadline for 
additional security requirements that 
must be met. 

Contact Person for More Information: 
Matthew Jennings, BSC Coordinator, 
COTPER, CDC, 1600 Clifton Rd NE., 
Mailstop D–44, Atlanta, GA 30333, 
Telephone: (404) 639–7357; Facsimile: 
(404) 639–7977; E-mail: 
COTPER.BSC.Questions@cdc.gov. 

The Director, Management Analysis 
and Service Office, has been delegated 
the authority to sign Federal Register 
notices pertaining to announcements of 
meetings and other committee 
management activities for both CDC and 
Agency for Toxic Substances and 
Disease Registry. 

Dated: April 4, 2009. 
Elaine L. Baker, 
Director, Management Analysis and Service 
Office, Centers for Disease Control and 
Prevention. 
[FR Doc. E9–8858 Filed 4–16–09; 8:45 am] 
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SUMMARY: The DHS Data Privacy and 
Integrity Advisory Committee will meet 
on May 14, 2009, in Washington, DC. 
The meeting will be open to the public. 
DATES: The DHS Data Privacy and 
Integrity Advisory Committee will meet 
on Thursday, May 14, 2009, from 9 a.m. 
to 12 p.m. and from 2 p.m. to 4 p.m. 
Please note that the meeting may end 
early if the Committee has completed its 
business. 
ADDRESSES: The meeting will be held in 
the Capitol Ballroom of the JW Marriott 
Hotel, 1331 Pennsylvania Avenue, NW., 
Washington, DC 20004 (Metro Center 
Station). Written materials, requests to 
make oral presentations, and requests to 
have a copy of your materials 
distributed to each member of the 
Committee prior to the meeting should 
be sent to Martha K. Landesberg, 
Executive Director, DHS Data Privacy 
and Integrity Advisory Committee, by 
May 7, 2009. Persons who wish to 
submit comments and who are not able 
to attend or speak at the meeting may 
submit comments at any time. All 
submissions must include the Docket 
Number (DHS–2009–0019) and may be 
submitted by any one of the following 
methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• E-mail: PrivacyCommittee@dhs.gov. 
Include the docket number (DHS–2009– 
0019) in the subject line of the message. 

• Fax: (703) 483–2999. 
• Mail: Martha K. Landesberg, 

Executive Director, Data Privacy and 
Integrity Advisory Committee, 
Department of Homeland Security, 
Washington, DC 20528. 

Instructions: All submissions must 
include the words ‘‘Department of 
Homeland Security Data Privacy and 

Integrity Advisory Committee’’ and the 
Docket Number (DHS–2009–0019). 
Comments will be posted without 
alteration at http://www.regulations.gov, 
including any personal information 
provided. 

Docket: For access to the docket to 
read background documents or 
comments received by the DHS Data 
Privacy and Integrity Advisory 
Committee, go to http:// 
www.regulations.gov. 

FOR FURTHER INFORMATION CONTACT: 
Martha K. Landesberg, Executive 
Director, DHS Data Privacy and Integrity 
Advisory Committee, Department of 
Homeland Security, Washington, DC 
20528, by telephone (703) 235–0780, by 
fax (703) 235–0442, or by e-mail to 
PrivacyCommittee@dhs.gov. 

SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act, 5 U.S.C. App. 
(Pub. L. 92–463). During the meeting, 
the Chief Privacy Officer will provide 
the DHS Data Privacy and Integrity 
Advisory Committee an update on the 
activities of the DHS Privacy Office. The 
Committee will hear presentations on 
the US VISIT and e-Verify programs. 
The subcommittees will update the 
Committee on their current work. The 
Committee will also deliberate and vote 
on a draft white paper on DHS 
Information Sharing and Access 
Agreements. The agenda will be posted 
in advance of the meeting on the 
Committee’s Web site at http:// 
www.dhs.gov/privacy. Please note that 
the meeting may end early if all 
business is completed. 

At the discretion of the Chair, 
members of the public may make brief 
(i.e., no more than three minutes) oral 
presentations from 3:30 p.m. to 4 p.m. 
If you would like to make an oral 
presentation at the meeting, please 
register in advance or sign up on the day 
of the meeting. If you wish to provide 
written materials to be distributed to 
each member of the Committee in 
advance of the meeting, please submit 
them, preferably in electronic form to 
facilitate distribution, to Martha K. 
Landesberg, Executive Director, DHS 
Data Privacy and Integrity Advisory 
Committee, by May 7, 2009. 

Information on Services for Individuals 
With Disabilities 

For information on services for 
individuals with disabilities or to 
request special assistance, contact 
Martha K. Landesberg, Executive 
Director, DHS Data Privacy and Integrity 
Advisory Committee, as soon as 
possible. 
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Dated: April 13, 2009. 
Mary Ellen Callahan, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. E9–8874 Filed 4–16–09; 8:45 am] 
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SUMMARY: The Department of Homeland 
Security Privacy Office will host a 
public workshop, Government 2.0: 
Privacy and Best Practices. 
DATES: The two-day workshop will be 
held on June 22, 2009, from 8:30 a.m. 
to 4:30 p.m., and on June 23, 2009, from 
8:30 a.m. to 12:30 p.m. Written 
comments should be received on or 
before June 1, 2009. 
ADDRESSES: The workshop will be held 
in the Atrium Ballroom, Washington 
Court Hotel, 525 New Jersey Avenue, 
NW., Washington, DC 20001. Submit 
comments to the Federal eRulemaking 
Portal (http://www.regulations.gov) by 
following the instructions provided 
there, or send your comments by e-mail 
to privacyworkshop@dhs.gov, by fax to 
(703) 483–2999, or by U.S. mail to 
Martha K. Landesberg, Associate 
Director for Privacy Policy and 
Education, Privacy Office, Department 
of Homeland Security, Washington, DC 
20528. All comments must include the 
words ‘‘Government 2.0 Workshop’’ and 
the Docket Number (DHS–2009–0020). 
To register for the workshop, please 
send an e-mail to 
privacyworkshop@dhs.gov with 
‘‘Government 2.0 Workshop 
Registration’’ in the subject line, and 
your name and organizational 
affiliation, if any, in the body of the e- 
mail. Alternatively, you may call 703– 
235–0780 to register and provide this 
information. 

FOR FURTHER INFORMATION CONTACT: 
Martha K. Landesberg or Toby Milgrom 
Levin, DHS Privacy Office, Department 
of Homeland Security, Washington, DC 
20528; by telephone 703–235–0780; by 
facsimile 703–235–0442; or by e-mail to 
privacyworkshop@dhs.gov. 
SUPPLEMENTARY INFORMATION: The 
Department of Homeland Security 
(DHS) Privacy Office is holding a public 

workshop to bring together leading 
academic, private-sector, and public- 
sector experts to discuss the privacy 
issues posed by Government use of 
social media. The purpose of the 
workshop is to help Federal agencies to 
engage the public through social media 
in a privacy-protective manner and to 
explore best practices that agencies can 
use to implement President Obama’s 
January 21, 2009, Transparency and 
Open Government Memorandum. The 
workshop will consist of a series of 
presentations and panel discussions that 
include the broad range of stakeholder 
perspectives. Panelists will discuss such 
issues as: The benefits of social media 
to expand transparency and 
participation in Government; the 
privacy and related legal issues raised 
by Government use of social media; and 
how Government can best harness these 
new technologies while protecting 
privacy. 

Workshop attendees will have an 
opportunity to ask questions after each 
panel. 

The workshop is open to the public, 
and no fee is required for attendance. 
An agenda and logistical information 
will be posted on the http:// 
www.dhs.gov/privacy Web page for this 
workshop shortly before the event. A 
written transcript will be posted on the 
Web page following the event. 

Topics for Comment: To develop a 
comprehensive record regarding 
Government use of social media, the 
DHS Privacy Office also invites 
interested parties to submit written 
comments as described below. 
Comments should be received on or 
before June 1, 2009, and should be as 
specific as possible. The Privacy Office 
welcomes comments on any issue of 
fact, law, or policy related to the privacy 
issues posed by Government use of 
social media. The Privacy Office is 
particularly interested in receiving 
comments on the following topics: 

1. How is Government currently using 
social media? 

2. What are the benefits, to the public 
and to Government, of Government’s 
use of social media? 

3. What are the risks, to the public 
and to Government, of Government’s 
use of social media? 

4. What operational issues are raised 
by Government use of social media? 

5. What privacy issues are raised by 
Government use of social media? What 
are the privacy impacts of Government 
use of social media? Are there privacy 
issues that are unique to Government 
use of social media? 

6. What legal issues are raised by 
Government use of social media? Are 

there legal issues that are unique to 
Government use of social media? 

7. What security issues are raised by 
Government use of social media? Are 
there security issues that are unique to 
Government use of social media? 

8. What should be the elements of 
privacy best practices for Government 
use of social media? The Privacy Office 
requests that, where possible, comments 
include references to literature, 
technical standards and/or other 
resources that would support 
implementation of the best practices 
identified. 

Written comments must include the 
words ‘‘Government 2.0 Workshop’’ and 
the Docket Number (DHS–2009–0020), 
and may be submitted by any one of the 
following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• E-mail: privacyworkshop@dhs.gov. 
Include ‘‘Government 2.0 Workshop 
Comment’’ and the Docket Number 
(DHS–2009–0020) in the subject line of 
the message. 

• Fax: (703) 483–2999. 
• Mail: Martha K. Landesberg, 

Associate Director for Privacy Policy 
and Education, Privacy Office, 
Department of Homeland Security, 
Washington, DC 20528. 

All written comments received will be 
posted without alteration on the 
http://www.dhs.gov/privacy Web page 
for this workshop, including any 
personal contact information provided. 

Registration: In order to assist us in 
planning for the workshop, we ask that 
attendees register in advance. To 
register, please send an e-mail to 
privacyworkshop@dhs.gov with 
‘‘Government 2.0 Workshop 
Registration’’ in the subject line, and 
your name and organizational 
affiliation, if any, in the body of the e- 
mail. Alternatively, you may call 703– 
235–0780 to register and to provide the 
DHS Privacy Office with your name and 
organizational affiliation, if any. The 
Privacy Office will use this information 
only for purposes of planning this 
workshop and to contact you in the 
event of any logistical changes. An 
agenda and logistical information will 
be posted on the http://www.dhs.gov/ 
privacy Web page for this workshop 
shortly before the event. A written 
transcript will be posted on the Web 
page following the event. 

Special Assistance: Persons with 
disabilities who require special 
assistance should indicate this in their 
registration request and are encouraged 
to identify anticipated special needs as 
early as possible. 
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