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number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received, without change, and including 
any personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: To 
request more information on this 
proposed information collection or to 
obtain a copy of the proposal and 
associated collection instruments, 
please write to Office of DoD Chief 
Information Officer, ATTN: Ms. Sandra 
Smith, 1225 South Clark St., Suite 910, 
Arlington, VA, 22202. 

Title; Associated Form; and OMB 
Number: Information Assurance 
Scholarship Program (IASP); OMB 
Control Number 0704–TBD. 

Needs and Uses: The National 
Security Agency (NSA) is the Executive 
Administrator of the Information 
Assurance Scholarship Program (IASP), 
serving on behalf of the Office of the 
Assistant Secretary of Defense 
(Networks and Information Integration)/ 
DoD Chief Information Officer. Those 
who wish to participate in the IASP 
Recruitment program must complete 
and submit an application package 
through their college or university to 
NSA. Centers of Academic Excellence in 
Information Assurance Education (CAE/ 
IAEs) interested in applying for 
capacity-building grants must complete 
and submit a written proposal, and all 
colleges and universities subsequently 
receiving grants must provide 
documentation on how the grant 
funding was utilized. In addition, IASP 
participants and their faculty advisors 
(Principal Investigators) are required to 
complete annual program assessment 
documents. Without this written 
documentation, the DoD has no means 
of judging the quality of applicants to 
the program or collecting information 
regarding program performance. 

Affected Public: ‘‘Individuals or 
households,’’ specifically college 
students at institutions designated as 
CAE/IAEs who are interested in, and 
qualified to, apply for a scholarship; 
‘‘Not-for-profit institutions,’’ specifically 
CAE/IAEs interested in submitting 
proposals for capacity-building grants, 
and faculty advisors (Principal 
Investigators). 

Annual Burden Hours: 1,755. 
Number of Respondents: 422. 
Responses per Respondent: 1. 
Average Burden per Response: 4.16 

hours. 
Frequency: Annually. 

SUPPLEMENTARY INFORMATION: 

Summary of Information Collection 
The IASP, authorized by Section 2200 

of title 10 of the United States Code, is 
designed to: increase the number of new 
entrants to DoD who possess key 
Information Assurance (IA) and IT skill 
sets, and serve as a tool to develop and 
retain well-educated military and 
civilian personnel who support the 
Department’s critical IT management 
and infrastructure protection functions. 
The IASP recruitment track is for 
college students who, on completion of 
the program, come to work for the DoD. 
The retention track is for current DoD 
employees who are excused from duty 
to attend college courses through the 
IASP. Pending availability of funds, the 
IASP may also award capacity-building 
grants to colleges and universities 
designated as CAE/IAEs for such 
purposes as developing IA curricula and 
faculty, and building IA laboratories. 
The recruitment, retention and grant 
programs all require a competitive 
application process. Additionally, there 
is an assessment process which 
examines how grant funds were spent, 
as well as an assessment process 
requiring status reports from students in 
the program, and university faculty 
representatives (Principal Investigators) 
for the purpose of program evaluation. 

In order to apply for any aspect of the 
program, paperwork is required so that 
the DoD may judge the merits of a given 
application and determine how best to 
allocate IASP funds. 

The Recruitment, Capacity-Building, 
and Assessment aspects of the IASP 
apply to non-DoD employee members of 
the general public who choose to 
become involved in the program and 
thus become subject to information 
collection requirements. The Retention 
aspect of the IASP applies only to 
current DoD personnel, and thus its 
information collection requirements are 
not addressed in this request. 

Dated: January 22, 2008. 
Patricia L. Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 
[FR Doc. E9–1906 Filed 1–28–09; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Defense Task Force on Sexual Assault 
in the Military Services 

AGENCY: Office of the Under Secretary of 
Defense (Personnel and Readiness); 
DoD. 

ACTION: Committee meeting. 

SUMMARY: Pursuant to the Federal 
Advisory Committee Act of 1972 (5 
U.S.C., Appendix, as amended), the 
Sunshine in Government Act of 1976 (5 
U.S.C. 522b, as amended), 41 CFR 102– 
3.140, 41 CFR 102–3.150, and 41 CFR 
102–3.160 announcement is made of the 
following committee meeting of the 
Defense Task Force on Sexual Assault in 
the Military Services (hereafter referred 
to as the Task Force). 
DATES: Open meeting: February 13, 2009 
(8 a.m. to 12 p.m. Pacific Standard Time 
(hereafter referred to as PST). 

Administrative and/or Preparatory 
work activities meeting: 1 p.m. to 3 p.m. 
PST. 
ADDRESSES: San Diego, California. A 
specific location is still to be 
determined. 

FOR FURTHER INFORMATION CONTACT: 
Colonel Jackson-Chandler, Designated 
Federal Officer, Defense Task Force on 
Sexual Assault in the Military Services, 
2850 Eisenhower Avenue, Suite 100, 
Alexandria, Virginia 22314; Telephone: 
(703) 325–6640; Fax: (703) 325–6710/ 
6711; DSN number 221–6640; 
cora.chandler@wso.whs.mil. 

SUPPLEMENTARY INFORMATION: 
Purpose of the Meeting: The purpose 

of the open meeting is to obtain and 
discuss information on the Task Force’s 
congressionally mandated task to 
examine matters related to sexual 
assault in the military services through 
briefings from and discussion with Task 
Force Sub-committees, Department of 
Defense (DoD) officials, subject matter 
experts, victim testimonials and 
comments from the general populace 
including Service Members. 

The purpose of the Administrative 
and/or Preparatory work activities 
meeting: 

a. Administrative work activities: to 
discuss administrative matters or to 
receive administrative information from 
a Federal officer or agency; and 

b. Preparatory work activities: to 
gather information, conduct research, or 
analyze relevant issues and facts in 
preparation for a meeting of the 
advisory committee, or to draft position 
papers for deliberation by the advisory 
committee. 

Pursuant to 41 CFR 102–3.160 
meetings convened solely for 
Administrative and/or Preparatory work 
activities meetings are exempt from 
open meeting requirements and is not 
open to the public. 

Agenda Summary: 
8 a.m.–12 a.m. Open Meeting. 
8 a.m.–11 a.m. Discussion topics: 

Process Review. 
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11 a.m.–12 p.m. Public Comment 
Period. 

12 a.m.–1 p.m. Noon Meal. 
1 p.m.–3 p.m. Administrative and 

Preparatory Work Activities Meeting. 
The Task Force’s open meetings will 

be held at a place to be determined in 
San Diego, California from 8 a.m. to 12 
p.m. PST, Friday, February 2009 
followed by an Administrative and/or 
Preparatory work activities meeting 
from 1 p.m. The open meeting is open 
to the public pursuant to 5 U.S.C. 552b, 
as amended, and 41 CFR 102–3.140 
through 102–3.165, and subject to the 
availability of space; the Administrative 
and/or Preparatory work activities 
meeting, however, is not open to the 
public and is exempt from open meeting 
requirements pursuant to 41 CFR 102– 
3.160. 

Pursuant to 41 CFR 102–3.105(j), 102– 
3.140(c), section 10(a)(3) of the Federal 
Advisory Committee Act, as amended, 
and subject to the procedures outlined 
in this notice any member of the public 
or interested organization may submit a 
written statement to the Defense Task 
Force on Sexual Assault in the Military 
Services membership about the stated 
agency and/or to give input as to the 
mission and function of the task force. 
Though written statements may be 
submitted at any time for consideration 
or in response to a stated agenda to a 
planned meeting, statements must be 
received in a timely fashion for 
consideration at a specific meeting. 

All written statements intended to be 
considered for the open meeting that is 
subject to this notice shall be submitted 
to the Designated Federal Officer for the 
Defense Task Force on Sexual Assault in 
the Military Services no later than 5 
p.m. Eastern Standard Time (hereafter 
referred to as EST), Wednesday, 
February 4, 2009. This individual will 
review all timely submitted written 
statements and will provide those 
statements to the task force membership 
for consideration. 

Persons desiring to make an oral 
presentation to the committee must 
notify the Designated Federal Officer no 
later than 5 p.m. EST, Wednesday, 
February 4, 2009. Oral presentations by 
members of the public will be permitted 
only on February 13, 2009, from 11 a.m. 
to 12 p.m. before the task force. 
Presentations will be limited to ten (10) 
minutes each. Number of oral 
presentations to be made will depend 
on the number of requests received from 
members of the public and the time 
allotted. Each person desiring to make 
an oral presentation must provide the 
Designated Federal Officer for the 
Defense Task Force on Sexual Assault in 

the Military Services with one (1) 
written copy of the presentation by 5 
p.m. EST, Wednesday, February 4, 2009, 
and bring 15 written copies of any 
material that is intended for distribution 
at the meeting. Contact information for 
the Designated Federal Officer is 
provided in this notice or can be 
obtained from the GSA’s FACA 
Database—https://www.fido.gov/ 
facadatabase/public.asp. 

The Designated Federal Officer, 
pursuant to 41 CFR 102–3.150, will 
announce planned meetings of the 
Defense Task Force on Sexual Assault in 
the Military Services. The Designated 
Federal Officer, at that time, may 
provide additional guidance on the 
submission of written statements and/or 
live testimony that are in response to 
the stated agenda for the planned 
meeting in question. 

Dated: January 22, 2009. 
Patrica Toppings, 
OSD Federal Register Liaison Officer, 
Department of Defense. 
[FR Doc. E9–1905 Filed 1–28–09; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF ENERGY 

Federal Energy Regulatory 
Commission 

[Docket No. IC09–585–000] 

Commission Information Collection 
Activities (FERC–585); Comment 
Request; Extension 

January 23, 2009. 
AGENCY: Federal Energy Regulatory 
Commission. 
ACTION: Notice of proposed information 
collection and request for comments. 

SUMMARY: In compliance with the 
requirements of section 3506(c)(2)(a) of 
the Paperwork Reduction Act of 1995 
(Pub. L. 104–13), the Federal Energy 
Regulatory Commission (Commission) is 
soliciting public comment on the 
specific aspects of the information 
collection described below. 
DATES: Comments in consideration of 
the collection of information are due 
March 24, 2009. 
ADDRESSES: An example of the FERC– 
585 contingency plan may be obtained 
from the Commission’s Web site (at 
http://www.ferc.gov/docs-filing/ 
elibrary.asp). Comments may be filed 
either electronically or in paper format, 
and should refer to Docket No. IC09– 
585–000. Documents must be prepared 
in an acceptable filing format and in 
compliance with the Federal Energy 
Regulatory Commission submission 

guidelines at http://www.ferc.gov/help/ 
submission-guide.asp. 

Comments may be filed electronically 
via the eFiling link on the Commission’s 
Web site at http://www.ferc.gov. First 
time users will have to establish a user 
name and password (http:// 
www.ferc.gov/docs-filing/ 
eregistration.asp) before eFiling. The 
Commission will send an automatic 
acknowledgement to the sender’s e-mail 
address upon receipt of comments 
through eFiling. 

Commenters filing electronically 
should not make a paper filing. 
Commenters that are not able to file 
electronically must send an original and 
14 copies of their comments to: Federal 
Energy Regulatory Commission, 
Secretary of the Commission, 888 First 
Street, NE., Washington, DC 20426. 

Users interested in receiving 
automatic notification of activity in this 
docket may do so through eSubscription 
(at http://www.ferc.gov/docs-filing/ 
esubscription.asp). In addition, all 
comments and FERC issuances may be 
viewed, printed or downloaded 
remotely through FERC’s Web site using 
the ‘‘eLibrary’’ link and searching on 
Docket Number IC09–585. For user 
assistance, contact FERC Online 
Support (e-mail at 
ferconlinesupport@ferc.gov, or call toll- 
free at (866) 208–3676, or for TTY, 
contact (202) 502–8659). 
FOR FURTHER INFORMATION CONTACT: 
Michael Miller may be reached by 
telephone at (202) 502–8415, by fax at 
(202) 273–0873, and by e-mail at 
michael.miller@ferc.gov. 

SUPPLEMENTARY INFORMATION: The 
information collected under the 
requirements of FERC–585 ‘‘Reporting 
of Electric Energy Shortages and 
Contingency Plans under PURPA’’ 
(OMB No. 1902–0138) is used by the 
Commission to implement the statutory 
provisions of section 206 of the Public 
Utility Regulatory Policies Act of 1979 
(PURPA) Public Law 95–617, 92 Stat. 
3117. Section 206 of PURPA amended 
the Federal Power Act (FPA) by adding 
a new subsection (g) to section 202, 
under which the Commission by rule, 
was to require each public utility to (1) 
report to the Commission and 
appropriate state regulatory authorities 
of any anticipated shortages of electric 
energy or capacity which would affect 
the utility’s capability to serve its 
wholesale customers; and (2) report to 
the Commission and any appropriate 
state regulatory authority contingency 
plan that would outline what 
circumstances might give rise to such 
occurrences. 
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