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DEPARTMENT OF LABOR 

Employment and Training 
Administration 

[TA–W–64,598] 

True Textiles, Inc., Also Known As 
Interface Fabrics, Elkin, NC; Notice of 
Termination of Investigation 

Pursuant to Section 221 of the Trade 
Act of 1974, as amended, an 
investigation was initiated on December 
8, 2008 in response to a worker petition 
filed by workers of True Textiles, Inc., 
also known as Interface Fabrics, Elkin, 
North Carolina. 

The Department has determined that 
this petition is a photocopy of petition 
number TA–W–64,595, instituted on 
December 8, 2008. The investigation in 
that case is ongoing and a determination 
has not yet been issued. Therefore, 
further investigation in this case would 
serve no purpose, and the investigation 
is terminated. 

Signed at Washington, DC, this 12th day of 
December 2008. 
Linda G. Poole, 
Certifying Officer, Division of Trade 
Adjustment Assistance. 
[FR Doc. E8–30920 Filed 12–29–08; 8:45 am] 
BILLING CODE 4510–FN–P 

NATIONAL SCIENCE FOUNDATION 

Physics Proposal for Physics; Notice 
of Meeting 

In accordance with the Federal 
Advisory Committee Act (Pub. L. 92– 
463, as amended), the National Science 
Foundation announces the following 
meeting. 

Name: Syracuse University Site Visit, 
Proposal Review Panel for Physics (1208). 

Date and Time: Wednesday, January 14, 
2009; 8:30 a.m.–6 p.m.; and Thursday, 
January 15, 2009, 8:30 a.m.–3 p.m. 

Place: Syracuse University. 
Type of Meeting: Partially Closed. 
Contact Person: Dr. James Reidy, Program 

Director for Elementary Particle Physics, 
National Science Foundation, 4201 Wilson 
Blvd., Arlington, VA 22230. Telephone: (703) 
292–7392. 

Purpose of Meeting: To provide an 
evaluation concerning the LHCb and 
CLEO–c proposal submitted to the National 
Science Foundation for support. 

Agenda: 

Wednesday, January 14 

8:30 a.m.–9 a.m. Executive Session 
(Closed). 

9 a.m.–11:30 a.m. Overview and 
presentations (Open). 

11:30 a.m.–12 p.m. Executive Session 
(Closed). 

1 a.m.–4 p.m. Presentation by Faculty 

(Open). 
4 p.m.–5 p.m. Executive Sessions and 

discussion with the High Energy Physics 
(Closed). 

Thursday, January 15 

8 a.m.–8:30 a.m. Executive Session 
(Closed). 

8:30 a.m.–10:30 a.m. Video from CERN, 
tour of lab/facilities (Open). 

11:15 a.m.–2:30 p.m. Meetings with 
Faculty, students, and executive session 
(Closed). 

2:30 p.m.–3 p.m. Close-out session (Open). 
Reason for Closing: The proposal contains 

proprietary or confidential material, 
including technical information on 
personnel. These matters are exempt under 5 
U.S.C. 552b(c)(2)(4) and (6) of the 
Government in the Sunshine Act. 

Dated: December 22, 2008. 
Susanne Bolton, 
Committee Management Officer. 
[FR Doc. E8–30879 Filed 12–29–08; 8:45 am] 
BILLING CODE 7555–01–P 

NATIONAL SCIENCE FOUNDATION 

Request for Input No. 2 (RFI–2)— 
National Cyber Leap Year 

AGENCY: The National Coordination 
Office (NCO) for Networking 
Information Technology Research and 
Development (NITRD). 
ACTION: Request for Input 2 (RFI–2). 

FOR FURTHER INFORMATION, CONTACT: 
Tomas Vagoun at Vagoun@nitrd.gov or 
(703) 292–4873. Individuals who use a 
telecommunications device for the deaf 
(TDD) may call the Federal Information 
Relay Service (FIRS) at 1–800–877–8339 
between 8 a.m. and 8 p.m., Eastern time, 
Monday through Friday. 
DATES: To be considered, submissions 
must be received by February 20, 2009. 
SUMMARY: This request is being issued as 
the second for the National Cyber Leap 
Year under the Comprehensive National 
Cybersecurity Initiative (CNCI). The goal 
of the National Cyber Leap Year is to 
identify the most promising game- 
changing ideas with the potential to 
reduce vulnerabilities to cyber 
exploitations by altering the 
cybersecurity landscape. The first RFI 
prompted over 160 responses; 
indicating a strong interest from the 
technical community to participate. 
This RFI–2 expands the opportunities 
for participation by permitting 
submitters to designate parts of 
submissions as proprietary. Continued 
multidisciplinary contributions from 
organizations with cybersecurity 
interests are strongly encouraged. 

Overview: This Request for 
Information No. 2 (RFI–2) is the second 

issued under the Comprehensive 
National Cybersecurity Initiative (CNCI), 
established within Homeland Security 
Presidential Directive (HSPD)–23. RFI–2 
was developed by the Networking and 
Information Technology Research and 
Development (NITRD) Program Senior 
Steering Group (SSG) for Cybersecurity 
to invite participation in a National 
Cyber Leap Year whose goal is an 
integrated national approach to make 
cyberspace safe for the American way of 
life. Over 160 responses were submitted 
to the first RFI issued by the NITRD SSG 
(October 14, 2008), indicating a strong 
desire by the technical community to 
participate. RFI–2 expands the 
opportunities for participation by 
permitting submitters to designate parts 
of submissions as proprietary. 

Background: We are a cyber nation. 
The U.S. information infrastructure— 
including telecommunications and 
computer networks and systems and the 
data that reside on them—is critical to 
virtually every aspect of modern life. 
This information infrastructure is 
increasingly vulnerable to exploitation, 
disruption, and destruction by a 
growing array of adversaries. The 
President’s CNCI plan calls for leap- 
ahead research and technology to 
reduce vulnerabilities to asymmetric 
attack in cyberspace. Unlike many 
research agenda that aim for steady 
progress in the advancement of science, 
the leap-ahead effort seeks just a few 
revolutionary ideas with the potential to 
reshape the landscape. These game- 
changing technologies (or non-technical 
mechanisms that are made possible 
through technology), developed and 
deployed over the next decade, will 
fundamentally change the cyber game 
into one where the good guys have an 
advantage. Leap-ahead technologies are 
so-called because they enable us to leap 
over the obstacles preventing us from 
being where we want to be. These 
advances may require years of concerted 
research and development to be fully 
realized; good ideas often do. However, 
the intent is to start now and gain 
momentum as intermediate results 
emerge. 

Objective: The National Cyber Leap 
Year has two main goals: (1) 
Constructing a national research and 
technology agenda that both identifies 
the most promising ideas and describes 
the strategy that brings those ideas to 
fruition; and (2) jumpstarting game- 
changing, multi-disciplinary 
development efforts. The Leap Year will 
run during fiscal year 2009, and will 
comprise two stages: prospecting and 
focusing. 

Stage One canvasses the cybersecurity 
community for ideas. Our aim is to hear 
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