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inch paper. To the extent possible, any 
data attachments to the submission 
should be included in the same file as 
the submission itself, and not as 
separate files. 

If the submission contains business 
confidential information, a non- 
confidential version of the submission 
must also be submitted that indicates 
where confidential information was 
redacted by inserting asterisks where 
material was deleted. In addition, the 
confidential submission must be clearly 
marked ‘‘BUSINESS CONFIDENTIAL’’ 
at the top and bottom of each page of the 
document. The non-confidential version 
must also be clearly marked at the top 
and bottom of each page (either 
‘‘PUBLIC VERSION’’ or ‘‘NON- 
CONFIDENTIAL’’). 

Documents that are submitted without 
any marking might not be accepted or 
will be considered public documents. 

For any document containing 
business confidential information 
submitted as an electronic attached file 
to an e-mail transmission, the file name 
of the business confidential version 
should begin with the characters 
‘‘BC–’’, and the file name of the public 
version should begin with the characters 
‘‘P–’’. The ‘‘P–’’ or ‘‘BC–’’ should be 
followed by the name of the party 
(government, company, union, 
association, etc.) which is making the 
submission. 

E-mail submissions should not 
include separate cover letters or 
messages in the message area of the e- 
mail; information that might appear in 
any cover letter should be included 
directly in the attached file containing 
the submission itself, including 
identifying information on the sender’s 
name, organization name, address, 
telephone number and e-mail address. 
The e-mail address for these 
submissions is 
FR0711@USTR.EOP.GOV. (Note: The 
digit before the number in the e-mail 
address is the number zero, not a letter.) 
Documents not submitted in accordance 
with these instructions might not be 
considered in this review. If unable to 
provide submissions by e-mail, please 
contact the GSP Subcommittee to 
arrange for an alternative method of 
transmission. 

Public versions of all documents 
relating to this review will be available 
for review approximately two weeks 
after the due date by appointment in the 
USTR public reading room, 1724 F 
Street, NW., Washington, DC. 
Appointments may be made from 9:30 
a.m. to noon and 1 p.m. to 4 p.m., 

Monday through Friday, by calling (202) 
395–6186. 

Marideth J. Sandler, 
Executive Director for the GSP Program, 
Chairman, GSP Subcommittee of the Trade 
Policy Staff Committee. 
[FR Doc. E8–7702 Filed 4–10–08; 8:45 am] 
BILLING CODE 3190–W8–P 

OFFICE OF PERSONNEL 
MANAGEMENT 

Privacy Act of 1974; New Computer 
Matching Program Between the Office 
of Personnel Management and Social 
Security Administration 

AGENCY: Office of Personnel 
Management (OPM). 
ACTION: Notice—computer matching 
between the Office of Personnel 
Management and the Social Security 
Administration. 

SUMMARY: In accordance with the 
Privacy Act of 1974 (5 U.S.C. 552a), as 
amended by the Computer Matching 
and Privacy Protection Act of 1988 (Pub. 
L. 100–503), Office of Management and 
Budget (OMB) Guidelines on the 
Conduct of Matching Programs (54 FR 
25818 published June 19, 1989), and 
OMB Circular No. A–130, revised 
November 28, 2000, ‘‘Management of 
Federal Information Resources,’’ the 
Office of Personnel Management (OPM) 
is publishing notice of its new computer 
matching program with the Social 
Security Administration (SSA). 
DATES: OPM will file a report of the 
subject matching program with the 
Committee on Homeland Security and 
Governmental Affairs of the Senate, the 
Committee on Oversight and 
Government Reform of the House of 
Representatives and the Office of 
Information and Regulatory Affairs, 
Office of Management and Budget 
(OMB). The matching program will 
begin 30 days after the Federal Register 
notice has been published or 40 days 
after the date of OPM’s submissions of 
the letters to Congress and OMB, 
whichever is later. The matching 
program will continue for 18 months 
from the beginning date and may be 
extended an additional 12 months 
thereafter. Subsequent matches will run 
until one of the parties advises the other 
in writing of its intention to reevaluate, 
modify and/or terminate the agreement. 
ADDRESSES: Send comments to Sean 
Hershey, Chief, Management 
Information Branch, Office of Personnel 
Management, Room 4316, 1900 E. 
Street, NW., Washington, DC 20415. 

FOR FURTHER INFORMATION CONTACT: 
James Sparrow on (202) 606–1803. 
SUPPLEMENTARY INFORMATION: 

A. General 

The Privacy Act (5 U.S.C. 552a), as 
amended, establishes the conditions 
under which computer matching 
involving the Federal government could 
be performed and adding certain 
protections for individuals applying for 
and receiving Federal benefits. Section 
7201 of the Omnibus Budget 
Reconciliation Act of 1990 (Pub. L. 101– 
508) further amended the Privacy Act 
regarding protections for such 
individuals. 

The Privacy Act, as amended, 
regulates the use of computer matching 
by Federal agencies when records in a 
system of records are matched with 
other Federal, State, or local government 
records. Among other things, it requires 
Federal agencies involved in computer 
matching programs to: 

(1) Negotiate written agreements with 
the other agency for agencies 
participating in the matching programs; 

(2) Obtain the approval of the match 
agreement by the Data Integrity Boards 
(DIB) of the participating Federal 
agencies; 

(3) Furnish detailed reports about 
matching programs to Congress and 
OMB; 

(4) Notify applicants and beneficiaries 
that their records are subject to 
matching; 

(5) Verify match findings before 
reducing, suspending, termination or 
denying an individual’s benefits or 
payments. 

B. OPM Computer Matches Subject to 
the Privacy Act 

We have taken action to ensure that 
all of OPM’s computer matching 
programs comply with the requirements 
of the Privacy Act, as amended. 

Notice of Computer Matching Program, 
Office of Personnel Management (OPM) 
With the Social Security 
Administration (SSA) 

A. Participating Agencies 

OPM and SSA. 

B. Purpose of the Matching Program 

The purpose of this agreement is to 
establish the conditions under which 
SSA agrees to the disclosure of tax 
return information to OPM. The SSA 
records will be used in a matching 
program in which OPM will match 
SSA’s tax return records with OPM’s 
records on disability retirees under age 
60, disabled adult child survivors, 
certain retirees in receipt of a 
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1 See Securities Exchange Act Release No. 11673 
(September 23, 1975), 40 FR 45422 (October 2, 
1975). 

2 See Securities Exchange Act Release No. 51808 
(June 9, 2005), 70 FR 37496 (June 29, 2005). 

supplemental benefit under the Federal 
Employees Retirement System (FERS), 
and certain annuitants receiving a 
discontinued service retirement benefit 
under the Civil Service Retirement 
System (CSRS). By law, these annuitants 
and survivors are limited in the amount 
they can earn and still retain benefits 
paid to them. In the case of the 
discontinued service annuitants, 
retirement benefits cease upon re- 
employment in Federal service. OPM 
will use the SSA data to determine 
continued eligibility for benefits being 
paid. 

C. Authority for Conducting the 
Matching Program 

Chapters 83 and 84 of title 5 of the 
United States Code and 26 U.S.C. 6103 
(l)(11). 

D. Categories of Records and 
Individuals Covered by the Match 

SSA will disclose the necessary tax 
return information from the Earnings 
Recording and Self-Employment Income 
System, SSA / OEEAS (60–0059). OPM 
will provide SSA with an electronic 
finder file from the OPM system of 
records published as OPM/Central-1 
(Civil Service Retirement and Insurance 
Records) on October 8, 1999 (64 FR 
54930), as amended on May 3, 2000 (65 
FR 25775). The systems of records 
involved have routine uses permitting 
the disclosures needed to conduct this 
match. 

E. Privacy Safeguards and Security 
The Privacy Act (5 U.S.C. 

552a(o)(1)(G)), requires that each 
matching agreement specify procedures 
for ensuring the administrative, 
technical and physical security of the 
records matched and the results of such 
programs. All Federal agencies are 
subject to: the Federal Information 
Security Management Act of 2002 
(FISMA), 44 U.S.C. 3541 et seq.; related 
Office of Management and Budget 
circulars and memorandum (e.g., OMB 
Circular A–130 and OMB M–06–16); 
National Institute of Science and 
Technology (NIST) directives; and the 
Federal Acquisition Regulations (FAR)). 
These laws, circulars, memoranda 
directives and regulations include 
requirements for safeguarding Federal 
information systems and personally 
identifiable information used in Federal 
agency business processes, as well as 
related reporting requirements. OPM 
and SSA recognize that all laws, 
circulars, memoranda, directives and 
regulations relating to the subject of this 
agreement and published subsequent to 
the effective date of this agreement must 
also be implemented if mandated. 

FISMA requirements apply to all 
Federal contractors and organizations or 
sources that possess or use Federal 
information, or that operate, use, or 
have access to Federal information 
systems on behalf of an agency. OPM 
will be responsible for oversight and 
compliance of their contractors and 
agents. Both OPM and SSA reserve the 
right to conduct onsite inspection to 
monitor compliance with FISMA 
regulations. 

F. Inclusive Dates of the Match 

The matching program shall become 
effective upon the signing of the 
agreement by both parties to the 
agreement and approval of the 
agreement by the Data Integrity Boards 
of the respective agencies, but no sooner 
than 40 days after notice of this 
matching program is sent to Congress 
and the Office of Management and 
Budget or 30 days after publication of 
this notice in the Federal Register, 
whichever is later. The matching 
program will continue for 18 months 
from the effective date and may be 
extended for an additional 12 months 
thereafter, if certain conditions are met. 
U.S. Office of Personnel Management. 
Linda M. Springer, 
Director. 
[FR Doc. E8–7752 Filed 4–10–08; 8:45 am] 
BILLING CODE 6325–38–P 

SECURITIES AND EXCHANGE 
COMMISSION 

Proposed Collection; Comment 
Request 

Upon Written Request, Copies Available 
From: U.S. Securities and Exchange 
Commission, Office of Investor 
Education and Advocacy, 
Washington, DC 20549–0213. 

Extension: Rule 609 and Form SIP; OMB 
Control No. 3235–0043; SEC File No. 
270–23. 

Notice is hereby given that pursuant 
to the Paperwork Reduction Act of 1995 
(44 U.S.C. 3501 et. seq.) the Securities 
and Exchange Commission 
(‘‘Commission’’) is soliciting comments 
on the collection of information 
summarized below. The Commission 
plans to submit this existing collection 
of information to the Office of 
Management and Budget for extension 
and approval. 

• Rule 609 (17 CFR 242.609) 
(formerly Rule 11Ab2–1) and Form SIP 
(17 CFR 249.1001) Registration of 
securities information processors: form 
of application and amendments. 

On September 23, 1975, the 
Commission adopted Rule 11Ab2–1 and 
Form SIP under the Securities Exchange 
Act of 1934 (‘‘Act’’) (15 U.S.C. 78a et. 
seq.) to establish the procedures by 
which Securities Information Processor 
(‘‘SIP’’) files and amends their SIP 
registration statements.1 Under 
Regulation NMS Rule 11Ab2–1 was 
redesignated as Rule 609.2 The 
information filed with the Commission 
pursuant to Rule 609 and Form SIP is 
designed to provide the Commission 
with the information necessary to make 
the required findings under the Act 
before granting the SIP’s application for 
registration. In addition, the 
requirement that a SIP file an 
amendment to correct any inaccurate 
information is designed to assure that 
the Commission has current, accurate 
information with respect to the SIP. 
This information is also made available 
to members of the public. 

Only exclusive SIPs are required to 
register with the Commission. An 
exclusive SIP is a SIP that engages on an 
exclusive basis on behalf of any national 
securities exchange or registered 
securities association, or any national 
securities exchange or registered 
securities association which engages on 
an exclusive basis on its own behalf, in 
collecting, processing, or preparing for 
distribution or publication, any 
information with respect to (i) 
transactions or quotations on or 
effective or made by means of any 
facility of such exchange or (ii) 
quotations distributed or published by 
means of any electronic quotation 
system operated by such association. 
The Federal securities laws require that 
before the Commission may approve the 
registration of an exclusive SIP, it must 
make certain mandatory findings. It 
takes a SIP applicant approximately 400 
hours to prepare documents which 
include sufficient information to enable 
the Commission to make those findings. 
Currently, there are only two exclusive 
SIPs registered with the Commission; 
The Securities Information Automation 
Corporation (‘‘SIAC’’) and The Nasdaq 
Stock Market, Inc. (‘‘Nasdaq’’). SIAC 
and Nasdaq are required to keep the 
information on file with the 
Commission current, which entails 
filing a form SIP annually to update 
information. Accordingly, the annual 
reporting and recordkeeping burden for 
Rule 609 and Form SIP is 400 hours. 
This annual reporting and 
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