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DOT certify the laboratory (Federal 
Register, July 16, 1996) as meeting the 
minimum standards of the Mandatory 
Guidelines published in the Federal 
Register on April 13, 2004 (69 FR 
19644). After receiving DOT 
certification, the laboratory will be 
included in the monthly list of HHS- 
certified laboratories and participate in 
the NLCP certification maintenance 
program. 

Elaine Parry, 
Acting Director, Office of Program Services, 
SAMHSA. 
[FR Doc. E8–4213 Filed 3–4–08; 8:45 am] 
BILLING CODE 4160–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

Published Privacy Impact 
Assessments on the Web 

AGENCY: Privacy Office, Office of the 
Secretary, Department of Homeland 
Security. 
ACTION: Notice of Publication of Privacy 
Impact Assessments. 

SUMMARY: The Privacy Office of the 
Department of Homeland Security is 
making available nine (9) Privacy 
Impact Assessments on various 
programs and systems in the 
Department. These assessments were 
approved and published on the Privacy 
Office’s Web site between July 1, 2007 
and September 30, 2007. 
DATES: The Privacy Impact Assessments 
will be available on the DHS Web site 
until May 5, 2008, after which they may 
be obtained by contacting the DHS 
Privacy Office (contact information 
below). 
FOR FURTHER INFORMATION CONTACT: 
Hugo Teufel III, Chief Privacy Officer, 
Department of Homeland Security, Mail 
Stop 0550, Washington, DC 20528, or e- 
mail: pia@dhs.gov. 
SUPPLEMENTARY INFORMATION: July 1, 
2007 and September 30, 2007, the Chief 
Privacy Officer of the Department of 
Homeland Security (DHS) approved and 
published nine (9) Privacy Impact 
Assessments (PIAs) on the DHS Privacy 
Office Web site, http://www.dhs.gov/ 
privacy, under the link for ‘‘Privacy 
Impact Assessments.’’ Below is a short 
summary of each of those systems, 
including the DHS component 
responsible for the system, the name of 
the system, and the date on which the 
PIA was approved. Additional 
information can be found on the Web 
site or by contacting the Privacy Office. 

System: Secure Border Initiative-net. 
Component: Customs and Border 

Protection. 
Date of approval: July 20, 2007. 
The Secure Border Initiative-net 

(SBInet) is a DHS Customs and Border 
Protection (CBP) system designed to 
detect, identify, apprehend, and remove 
illegal entrants to the U.S. on and 
between the Ports of Entry (POE). This 
PIA addresses Project 28, which is a 
concept demonstration prototype for the 
SBInet program. Project 28 focuses on a 
28 mile border segment surrounding the 
Sasabe, Arizona POE. This PIA has been 
conducted because SBInet collects and 
processes personally identifiable 
information (PII). 

System: Arrival and Departure 
Information System. 

Component: U.S. VISIT. 
Date of approval: August 1, 2007. 
The PIA for the Arrival and Departure 

Information System (ADIS) describes 
changes to ADIS corresponding to the 
publication of a new ADIS System of 
Records Notice (SORN). As now 
proposed, ADIS will be a DHS-wide 
system to serve certain programs, 
including those of the intelligence 
community, that require information, in 
support of the DHS mission, on 
individuals who seek to enter or who 
have arrived in or departed from the 
United States. US-VISIT conducted this 
PIA update based on these proposed 
changes. 

System: Automated Targeting System. 
Component: Customs and Border 

Protection. 
Date of approval: August 3, 2007. 
CBP has developed the Automated 

Targeting System (ATS). ATS is one of 
the most advanced targeting systems in 
the world. Using a common approach 
for data management, analysis, rules- 
based risk management, and user 
interfaces, ATS supports all CBP 
mission areas and the data and rules 
specific to those areas. CBP updated and 
republished the PIA in conjunction with 
the SORN and the Notice of Proposed 
Rulemaking (NPRM) for Privacy Act 
exemptions that was published on 
August 6, 2007 in the Federal Register. 

System: Advanced Passenger 
Information System Update for Final 
Rule. 

Component: Customs and Border 
Protection. 

Date of approval: August 9, 2007. 
CBP issued a Final Rule to amend 

regulations governing the submission of 
Advanced Passenger Information 
System (APIS) data by commercial 
aircraft and vessels prior to departing 
for or from the United States and for 
crew member (and certain non crew- 

member) data for commercial aircraft 
overflying the United States. CBP 
published a PIA and an associated 
SORN and NPRM for Privacy Act 
exemptions for APIS. 

System: Secure Flight Program. 
Component: Transportation Security 

Administration. 
Date of approval: August 9, 2007. 
The Secure Flight Program is 

intended to match identifying 
information of aviation passengers and 
certain non-travelers against the 
consolidated and integrated terrorist 
watch list maintained by the Federal 
Government in a consistent and 
accurate manner, while minimizing 
false matches and protecting personally 
identifiable information. The program, 
this PIA, the associated SORN, and the 
NPRM are expected to change in 
response to public comment. A revised 
PIA and if necessary a revised SORN 
will be issued in conjunction with the 
Final Rule for Secure Flight. 

System: Western Hemisphere Travel 
Initiative (WHTI) Land and Sea Rule. 

Component: Customs and Border 
Protection. 

Date of approval: August 10, 2007. 
CBP, in conjunction with the Bureau 

of Consular Affairs at the Department of 
State, published a notice of proposed 
rulemaking to notify the public of how 
they intend to implement the WHTI for 
sea and land ports of entry. The 
proposed rule, would remove the 
current regulatory exceptions to the 
passport requirement provided under 
sections 212(d)(4)(B) and 215(b) of the 
Immigration and Nationality Act (INA). 
The PIA discusses the privacy impact of 
the program. 

System: Verification Information 
System Update. 

Component: U.S. Citizenship and 
Immigration Services. 

Date of approval: September 5, 2007. 
United States Citizenship and 

Immigration Services (USCIS) provides 
immigration status verification services 
for benefit determinations and 
employment authorization through its 
Verification Division. Presently, two 
programs exist to implement this 
mandate: the Systematic Alien 
Verification for Entitlements (SAVE) 
program for government benefits and 
the Employment Eligibility Verification/ 
Basic Pilot Program, recently renamed 
‘‘E-Verify,’’ for employment 
authorization for all newly hired 
employees. The Verification Information 
System (VIS) is a composite information 
system incorporating data from various 
Department of Homeland Security 
databases and functions as the 
underlying information technology that 

VerDate Aug<31>2005 18:03 Mar 04, 2008 Jkt 214001 PO 00000 Frm 00080 Fmt 4703 Sfmt 4703 E:\FR\FM\05MRN1.SGM 05MRN1jle
nt

in
i o

n 
P

R
O

D
1P

C
65

 w
ith

 N
O

T
IC

E
S



11939 Federal Register / Vol. 73, No. 44 / Wednesday, March 5, 2008 / Notices 

supports these programs. USCIS is 
amending the PIA dated April 1, 2007 
to describe updates to VIS that will 
improve the ability of USCIS to provide 
limited citizenship and immigration 
information to users of SAVE and E- 
Verify. 

System: Advance Passenger 
Information System (APIS) Update For 
Customs and Border Protection’s 
General Aviation Notice of Proposed 
Rulemaking. 

Component: Customs and Border 
Protection. 

Date of approval: September 11, 2007. 
This is an update to the previous 

APIS PIA (August 8, 2007) to discuss an 
expansion of the scope of the APIS data 
collection to include non-commercial 
aviation. In conjunction with this 
update, CBP published a NPRM that 
proposing to amend the CBP regulations 
contained in 19 CFR Part 122 to address 
the advance electronic submission of 
information for private aircraft arriving 
in and departing from the United States. 

System: Personnel Security Activities 
Management System. 

Component: Office of Security. 
Date of approval: September 12, 2007. 
The Department of Homeland 

Security Office of Security uses the 
Personnel Security Activities 
Management System (PSAMS) to 
automate the tracking of the status of 
Personnel Security related activities at 
DHS headquarters. 

Hugo Teufel III, 
Chief Privacy Officer, Department of 
Homeland Security. 
[FR Doc. E8–4244 Filed 3–4–08; 8:45 am] 
BILLING CODE 4410–10–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2007–0045] 

Collection of Information Under 
Review by Office of Management and 
Budget: OMB Control Numbers: 1625– 
0005, 1625–0020, 1625–0029, 1625– 
0031, and 1625–0085 

AGENCY: Coast Guard, DHS. 
ACTION: Thirty-day notice requesting 
comments. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, this 
request for comments announces that 
the U.S. Coast Guard is forwarding five 
Information Collection Requests (ICRs), 
abstracted below, to the Office of 
Information and Regulatory Affairs 
(OIRA) of the Office of Management and 

Budget (OMB) requesting an extension 
of their approval for the following 
collections of information: (1) 1625– 
0005, Application and Permit to Handle 
Hazardous Materials; (2) 1625–0020, 
Security Zones, Regulated Navigation 
Areas, and Safety Zones; (3) 1625–0029, 
Self-propelled Liquefied Gas Vessels; (4) 
1625–0031, Plan Approval and Records 
for Electrical Engineering Regulations— 
Title 46 CFR Subchapter J; and (5) 
1625–0085, Streamlined Inspection 
Program. Our ICRs describe the 
information we seek to collect from the 
public. Review and comments by OIRA 
ensure we only impose paperwork 
burdens commensurate with our 
performance of duties. 
DATES: Please submit comments on or 
before April 4, 2008. 
ADDRESSES: To prevent duplicate 
submissions to the docket [USCG–2007– 
0045] or to OIRA, please submit your 
comments and related material by only 
one of the following means: 

(1) Electronic submission. (a) To Coast 
Guard docket at http:// 
www.regulation.gov. (b) To OIRA by e- 
mail to: nlesser@omb.eop.gov. 

(2) Mail or hand delivery. (a) To 
Docket Management Facility (DMF) (M– 
30), U.S. Department of Transportation, 
West Building Ground Floor, Room 
W12–140, 1200 New Jersey Avenue, SE., 
Washington, DC 20590–0001. Hand 
deliver between the hours of 9 a.m. and 
5 p.m., Monday through Friday, except 
Federal holidays. The telephone number 
is 202–366–9329. (b) To OIRA, 725 17th 
Street, NW., Washington, DC 20503, to 
the attention of the Desk Officer for the 
Coast Guard. 

(3) Fax. (a) To DMF, 202–493–2251. 
(b) To OIRA at 202–395–6566. To 
ensure your comments are received in 
time, mark the fax to the attention of Mr. 
Nathan Lesser, Desk Officer for the 
Coast Guard. 

The DMF maintains the public docket 
for this notice. Comments and material 
received from the public, as well as 
documents mentioned in this notice as 
being available in the docket, will 
become part of this docket and will be 
available for inspection or copying at 
room W12–140 on the West Building 
Ground Floor, 1200 New Jersey Avenue, 
SE., Washington, DC, between 9 a.m. 
and 5 p.m., Monday through Friday, 
except Federal holidays. You may also 
find this docket on the Internet at 
http://www.regulations.gov. 

Copies of the complete ICRs are 
available through this docket on the 
Internet at http://www.regulations.gov. 
Additionally, copies are available from 
Commandant (CG–611), U.S. Coast 
Guard Headquarters, (Attn: Mr. Arthur 

Requina), 2100 2nd Street, SW., 
Washington, DC 20593–0001. The 
telephone number is 202–475–3523. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Arthur Requina, Office of Information 
Management, telephone 202–475–3523 
or fax 202–475–3929, for questions on 
these documents. Contact Ms. Renee V. 
Wright, Program Manager, Docket 
Operations, 202–366–9826, for 
questions on the docket. 
SUPPLEMENTARY INFORMATION: The Coast 
Guard invites comments on whether 
this information collection request 
should be granted based on it being 
necessary for the proper performance of 
Departmental functions. In particular, 
the Coast Guard would appreciate 
comments addressing: (1) The practical 
utility of the collections; (2) the 
accuracy of the estimated burden of the 
collections; (3) ways to enhance the 
quality, utility, and clarity of 
information subject to the collections; 
and (4) ways to minimize the burden of 
collections on respondents, including 
the use of automated collection 
techniques or other forms of information 
technology. 

Comments to Coast Guard or OIRA 
must contain the OMB Control Number 
of the ICRs addressed. Comments to 
Coast Guard must contain the docket 
number of this request, [USCG 2007– 
0045]. For your comments to OIRA to be 
considered, they must be received on or 
before April 4, 2008. 

Public participation and request for 
comments: We encourage you to 
respond to this request by submitting 
comments and related materials. We 
will post all comments received, 
without change, to http:// 
www.regulations.gov. They will include 
any personal information you provide. 
We have an agreement with DOT to use 
their DMF. Please see the paragraph on 
DOT’s ‘‘Privacy Act Policy’’ below. 

Submitting comments: If you submit a 
comment, please include the docket 
number [USCG–2007–0045], indicate 
the specific section of the document to 
which each comment applies, providing 
a reason for each comment. We 
recommend you include your name, 
mailing address, an e-mail address, or 
other contact information in the body of 
your document so that we can contact 
you if we have questions regarding your 
submission. You may submit comments 
and material by electronic means, mail, 
fax, or delivery to the DMF at the 
address under ADDRESSES; but please 
submit them by only one means. If you 
submit them by mail or delivery, submit 
them in an unbound format, no larger 
than 81⁄2 by 11 inches, suitable for 
copying and electronic filing. If you 
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