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Affairs, Office of Inspector General 
(52CO), 810 Vermont Avenue, NW., 
Washington, DC 20420. 

Set forth below is the notice of the 
establishment of a computer matching 
program required by paragraph 6.c. of 
the Office of Management and Budget 
Guidelines on computer matching 
published on June 19, 1989, at 54 FR 
25818. 

The matching agreement, as required 
by 5 U.S.C. 552a(r) of the Privacy Act, 
and an advance copy of this notice was 
submitted on June 21, 2007, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the 
Administrator of the Office of 
Information and Regulatory Affairs, 
Office of Management and Budget 
pursuant to paragraph 4d of Appendix 
I to OMB Circular No. A–130, ‘‘Federal 
Agency Responsibilities for Maintaining 
Records about Individuals,’’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: July 2, 2007 
C.R. Choate, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

Notice of a Computer Matching Program 
Agreement Between Office of the 
Inspector General the Department of 
Veterans Affairs and the Defense 
Manpower Data Center, the Department 
of Defense for Verification of Eligibility 

A. PARTICIPATING AGENCIES: 

Participants in this computer 
matching program are the Department of 
Veterans Affairs, Office of Inspector 
General (VA OIG) and the Department of 
Defense (DoD), Defense Manpower Data 
Center (DMDC). The VA OIG is the 
source agency, i.e., the activity 
disclosing the records for the purpose of 
the match. The DoD is the specific 
recipient activity or matching agency, 
i.e., the agency that actually performs 
the computer matching. 

B. PURPOSE OF THE MATCH: 

Upon the execution of this agreement, 
VA will provide and disclose VA 
Compensation and Pension (C&P) and 
Veterans Assistance Discharge Systems 
(VADS) records to DMDC to identify 
individuals that have not separated from 
military service and/or confirm 
elements of military service relevant to 
the adjudication of VA benefits. VA OIG 
will use this information to initiate an 
independent verification process to 
determine eligibility and entitlement to 
VA benefits. 

C. AUTHORITY FOR CONDUCTING THE MATCH: 
The authority to conduct this match is 

5 U.S.C. App. 3, the Inspector General 
Act of 1978 (IG Act). The IG Act 
authorizes the VA OIG to conduct audits 
and investigations relating to the 
programs and operations of VA. IG Act, 
§ 2. In addition, § 4 of the IG Act 
provides that the IG will conduct 
activities designed to promote economy 
and efficiency and to prevent and detect 
fraud and abuse in VA’s programs and 
operations. 

D. RECORDS TO BE MATCHED: 
The systems of records maintained by 

the respective agencies under the 
Privacy Act of 1974, as amended, 5 
U.S.C. 552a, from which records will be 
disclosed for the purpose of this 
computer match are as follows: 

1. VA will use personal data from the 
following Privacy Act record system for 
the match: Compensation, Pension, 
Education and Rehabilitation Records— 
VA, 58VA21/22, first published at 41 FR 
9294, March 3, 1976, and last amended 
at 70 FR 34186, June 13, 2005, with 
other amendments as cited therein. 

2. DoD will use personal data from the 
following Privacy Act record system for 
the match: Defense Manpower Data 
Center Data Base—S322.10 DMDC, 
published in the Federal Register at 72 
FR 737 on January 8, 2007. 

3. Agencies must publish ‘‘routine 
uses’’ pursuant to subsection (b)(3) of 
the Privacy Act for those systems of 
records from which they intend to 
disclose information. The systems of 
records described above contain 
appropriate routine use provisions that 
pertain to disclosure of information 
between the agencies. 

E. DESCRIPTION OF COMPUTER MATCHING 
PROGRAM: 

VA, as the source agency, will provide 
DMDC with two electronic files, the 
C&P and VADS files. The C&P file 
contains names of veterans, SSNs, and 
compensation and pension records. The 
VADS file contains names of veterans, 
SSNs, and DD214 data. Upon receipt of 
the electronic files, DMDC will perform 
a match using the SSNs in the VA C&P 
file, and the VADS file against the 
DMDC Active Duty Transaction, Reserve 
Transaction, and Reserve Master files. 
DMDC will provide VA OIG an 
electronic listing of VA C&P and VADS 
records for which there is no matching 
record from any of the three DMDC files, 
and an electronic listing of records that 
contain data that are inconsistent with 
data contained in the VA C&P or VADS 
files. VA OIG is responsible for verifying 
and determining that the data on the 
DMDC electronic reply file are 

consistent with the VA source file and 
for resolving any discrepancies or 
inconsistencies on an individual basis. 

F. INCLUSIVE DATES OF THE MATCHING PROGRAM: 
The effective date of the matching 

agreement and date when matching may 
actually begin shall be at the expiration 
of the 40-day review period for OMB 
and Congress, or 30 days after 
publication of the matching notice in 
the Federal Register, whichever date is 
later. The parties to this agreement may 
assume OMB and Congressional 
concurrence if no comments are 
received within 40 days of the date of 
the transmittal letter. The 40-day OMB 
and Congressional review period and 
the mandatory 30-day public comment 
period for the Federal Register 
publication of the notice will run 
concurrently. Matching will be 
conducted when the review/publication 
requirements have been satisfied and 
thereafter on an annual basis. By 
agreement between VA OIG and DMDC, 
the matching program will be in effect 
for 18 months with an option to renew 
for 12 additional months unless one of 
the parties to the agreement advises the 
other by written request to terminate or 
modify the agreement. 

G. ADDRESS FOR RECEIPT OF PUBLIC COMMENTS 
OR INQUIRIES: 

Director, Defense Privacy Office, 1901 
South Bell Street, Suite 920, Arlington, 
VA 22202–4512. Telephone (703) 607– 
2943. 

[FR Doc. E7–13266 Filed 7–6–07; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of Secretary of Defense 

[DOD–2007–OS–0071] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Finance and 
Accounting Service, DOD. 
ACTION: Notice to Add a System of 
Records. 

SUMMARY: The Defense Finance and 
Accounting Service (DFAS) is proposing 
to add a system of records notice to its 
inventory of record systems subject to 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended. 
DATES: This action will be effective 
without further notice on August 8, 
2007 unless comments are received that 
would result in a contrary 
determination. 
ADDRESSES: Send comments to the 
FOIA/PA Program Manager, Corporate 
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Communications and Legislative 
Liaison, Defense Finance and 
Accounting Service, 6760 E. Irvington 
Place, Denver, CO 80279–8000. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Linda Krabbenhoft at (303) 676–6045. 
SUPPLEMENTARY INFORMATION: The 
Defense Finance and Accounting 
Service notices for systems of records 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended, have been 
published in the Federal Register and 
are available from the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on (date), to the House 
Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
December 12, 2000, 65 FR 239. 

Dated: July 2, 2007. 
C.R. Choate, 
Alternative Federal Register Liaison Officer, 
Department of Defense. 

T7346a 

SYSTEM NAME: 
Reserve and National Guard Members’ 

Status Tracking System. 

SYSTEM LOCATION: 
Defense Finance and Accounting 

Service—Indianapolis, 8899 East 56th 
Street, Indianapolis, IN 46249–2700. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

United States Army Reserve and 
National Guard members in a military 
pay status. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s name, pay grade, Social 

Security Number (SSN), date of birth, 
gender, pay dates, leave account 
information, rank, enlistment contract 
or officer acceptance form 
identification, duty information (duty 
station, personnel assignment, and 
unit), security investigation, combat 
tours, temporary active duty data, years 
in service, promotional data, master 
military pay account (MMPA) records, 
leave and earnings statements (LESs), 
substantiating pay and allowance 
entitlements, deductions, or collection 
actions. 

In addition, following are examples of 
documents maintained in the system: 

Pay entitlements and allowances: 
Base pay, allowances (such as basic 

allowance for subsistence, basic 
allowance for quarters, family 
separation, clothing maintenance and 
monetary allowances), special 
compensation for positions such as 
medical, dental, veterinary, and 
optometry, special pay and bonus, such 
as foreign duty, proficiency, hostile fire, 
incentive pay such as parachute duty, 
and other entitlements in accordance 
with the DoD Financial Management 
Regulations, Volume 7A, 7000.14–R. 

Deductions from pay: Indebtedness 
and collection information. 

Duty status: Status adjustments 
relating to leave, entrance on active 
duty, absent without leave, 
confinement, desertion, sick or injured, 
mentally incompetent, missing, 
interned, promotions and demotions, 
and separation document code. 

Supporting documentation: Includes, 
but is not limited to, travel orders and 
requests, payroll attendance lists and 
rosters, document records that establish, 
support, reduce, or cancel entitlements, 
certificates and statements changing 
address, name, military assignment, and 
other individual data, benefits and 
waivers; military pay, personnel orders, 
pay adjustment authorization records, 
member indebtedness documentation, 
earnings statements, casual payment 
authorization, and other documentation 
authorizing or substantiating Reserve 
Forces military pay and allowances, 
entitlements, deductions, or collections. 

Authority for maintenance of the 
system: 5 U.S.C. 301, Departmental 
Regulations; 10 U.S.C. Section 261; 37 
U.S.C. 204, Entitlement; Department of 
Defense Financial Management 
Regulation (DoDFMR) 7000.14–R 
Volume 7A; and E.O. 9397 (SSN). 

PURPOSE(S): 

To track U.S. Army Reserve and 
Guard members’ reserve status and 
ensure proper payment of entitlements. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSE OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The ‘Blanket Routine Uses’ published 
at the beginning of the Defense Finance 
and Accounting Service compilation of 
systems of records notices apply to this 
system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records in file folders and 
electronic storage media. 

RETRIEVABILITY: 

Individual’s name and Social Security 
Number (SSN). 

SAFEGUARDS: 

Records are stored in office buildings 
protected by guards, controlled 
screening, use of visitor registers, 
electronic access, and/or locks. Access 
to records is limited to individuals who 
are properly screened and cleared on a 
need-to-know basis in the performance 
of their official duties. Passwords and 
digital signatures are used to control 
access to the systems data, and 
procedures are in place to deter and 
detect browsing and unauthorized 
access. 

RETENTION AND DISPOSAL: 

Records may be temporary in nature 
and destroyed when actions are 
completed, superseded, obsolete, or no 
longer needed. Other records may be cut 
off at the end of the payroll year or fiscal 
year, and destroyed 6 years and 3 
months after cutoff. Records are 
destroyed by degaussing, burning, or 
shredding. 

SYSTEM MANAGER(S) AND ADDRESS: 

Systems Manager, Defense Finance 
and Accounting Service—Indianapolis, 
Information Technology Directorate, 
8899 East 56th Street, Indianapolis, IN 
46249–2700. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Defense Finance and Accounting 
Service, Freedom of Information/ 
Privacy Act Program Manager, 
Corporate Communications and 
Legislative Liaison, 6760 E. Irvington 
Place, Denver, CO 80279–8000. 

Requests should contain individual’s 
full name, Social Security Number 
(SSN), current address, and telephone 
number. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to the Defense Finance 
and Accounting Service, Freedom of 
Information/Privacy Act Program 
Manager, Corporate Communications 
and Legislative Liaison, 6760 E. 
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Irvington Place, Denver, CO 80279– 
8000. 

Requests should contain individual’s 
full name, Social Security Number 
(SSN), current address, and telephone 
number. 

CONTESTING RECORD PROCEDURES: 

The DFAS rules for accessing records, 
for contesting contents and appealing 
initial agency determinations are 
published in DFAS Regulation 5400.11– 
R; 32 CFR part 324; or may be obtained 
from the Freedom of Information/ 
Privacy Act Program Manager, 
Corporate Communications and 
Legislative Liaison, 6760 E. Irvington 
Place, Denver, CO 80279–8000. 

RECORD SOURCE CATEGORIES: 
Individual, DFAS payroll system, and 

DoD Components. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. E7–13254 Filed 7–6–07; 8:45 am] 
BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of Secretary 

[DOD–2007–OS–0070] 

Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Threat Reduction 
Agency, DOD. 
ACTION: Notice to add a system of 
records. 

SUMMARY: The Defense Threat Reduction 
Agency is proposing to add a system of 
records to its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This action will be effective 
without further notice on August 8, 
2007 unless comments are received that 
would result in a contrary 
determination. 

ADDRESSES: Send comments to the 
Freedom of Information and Privacy 
Office, Defense Threat Reduction 
Agency, 8725 John J. Kingman Road, 
Fort Belvoir, VA 22060–6201. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Brenda Carter at (703) 767–1771. 
SUPPLEMENTARY INFORMATION: The 
Defense Threat Reduction Agency 
notices for systems of records subject to 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 

Privacy Act of 1974, as amended, was 
submitted on June 29, 2007, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Homeland Security and 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996 (February 20, 1996, 61 
FR 6427). 

Dated: July 2, 2007. 
C.R. Choate, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

HDTRA 023 

SYSTEM NAME: 
Reasonable Accommodation Program. 

SYSTEM LOCATION: 
Equal Opportunity Office, Defense 

Threat Reduction Agency, 8725 John J. 
Kingman Road, Fort Belvoir, VA 22060– 
6201. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All civilian employees and applicants 
for employment with the Defense Threat 
Reduction Agency (DTRA) at any of its 
duty locations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Employee’s or applicant’s name, 

occupational series and grade, operating 
division/function, office location and 
address, office telephone numbers, 
disability or medical condition, 
reasonable accommodation (RA) 
requested, explanation of how RA 
would assist the applicant in the 
application process and in the 
performance of his/her job, deciding 
official’s name and title, essential duties 
of the position, information relating to 
an individual’s capability to 
satisfactorily perform the duties of the 
position he/she is either applying for or 
presently holds, relevant medical 
information, estimated cost of 
accommodation, action by deciding 
official, employee/applicant, deciding 
official, and health care practitioner 
signatures, social worker, or 
rehabilitation counselor, medical 
documentation and supporting 
documents relating to reasonable 
accommodation. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Rehabilitation Act of 1973 (Section 

501 and 505); 29 Code of Federal 
Regulations (CFR) Part 1630; E.O. 
13163; E.O. 13164, EEOC Policy; and 
DTRA 5505.3, DTRA Reasonable 
Accommodation Instruction. 

PURPOSE(S): 
To provide reasonable 

accommodation(s) for individuals with 
known physical and mental 
impairments who have applied for 
employment or are employees of the 
DTRA. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The ‘Blanket Routine Uses’ that 
appear at the beginning of the DTRA’s 
compilation of systems of records 
notices also apply to this system. 

Note: This system of records contains 
individually identifiable health information. 
The DoD Health Information Privacy 
Regulation (DoD 6025.18–R) issued pursuant 
to the Health Insurance Portability and 
Accountability Act of 1996, applies to most 
such health information. DoD 6025.18–R may 
place additional procedural requirements on 
the uses and disclosures of such information 
beyond those found in the Privacy Act of 
1974 or mentioned in this system of records 
notice. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and 

electronic storage media. 

RETRIEVABILITY: 
Individual’s name and year and log 

number of accommodation request. 

SAFEGUARDS: 
Access is limited to the Equal 

Opportunity staff, and agency command 
surgeon. Case records are maintained in 
locked security containers. Automated 
records are controlled by limiting 
physical access to terminals and by the 
use of passwords. Work areas are sight 
controlled during normal duty hours. 
Security guards and an intrusion alarm 
system protect buildings. 

RETENTION AND DISPOSAL: 
Retained in the office for 2 years after 

completion, and then destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 
Equal Opportunity Office, Defense 

Threat Reduction Agency, 8725 John J. 
Kingman Road, Fort Belvoir, VA 22060– 
6201. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether this system of records contains 
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