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1 The record is defined in sec. 207.2(f) of the 
Commission’s Rules of Practice and Procedure (19 
CFR 207.2(f)). 

2 Commissioner Charlotte R. Lane dissenting, 
Commissioner Dean A. Pinkert not participating. 

3 Chairman Daniel R. Pearson and Commissioner 
Deanna Tanner Okun dissenting, Commissioner 
Dean A. Pinkert not participating. 

Xia Town, Dongguan, Guangdong 
Province, China 523717. 

Dongguan Xin Lian Digital Technology 
Co. Ltd., Huang Jia Bo Industrial 
Zone, Shi Pai Town, Dongguan, 
Guangdong Province, China 523347. 

GVG Digital Technology Holdings Ltd., 
Rm 1822, Grandtech Centre, 8 On 
Ping St, Siu Lek Yuen, Shatin, New 
Territories, Hong Kong. 

jWIN Electronics Corporation, 2 Harbor 
Park Drive, Port Washington, New 
York 11050. 

Memcorp Inc., 3200 Meridian Parkway, 
Weston, Florida 33331. 

Star Light Electronics Co. Ltd., 5/F, 
Shing Dao Industrial Building, 232 
Aberdeen Main Road, Wanchai, Hong 
Kong. 

Starlight International Holdings 
Limited, 5/F, Shing Dao Industrial 
Building, 232 Aberdeen Main Road, 
Wanchai, Hong Kong. 

Starlight Marketing (HK) Ltd., 5/F, 
Shing Dao Industrial Building, 232 
Aberdeen Main Road, Wanchai, Hong 
Kong. 

Tonic Digital Products Limited, Unit B, 
10th Floor, Summit Building, 30 Man 
Yue Street, Hung Hom, Kowloon, 
Hong Kong. 

Tonic DVB Marketing Ltd., Suite 805, 
New Tech Plaza Tower A, Tian’An 
Cyber Park, Futian District, Shenzhen 
City, Guangdong Province, China 
518040. 

Tonic Electronics Limited, Unit B, 10th 
Floor, Summit Building, 30 Man Yue 
Street, Hung Hom, Kowloon, Hong 
Kong. 

Tonic Industries Holdings Limited, Unit 
B, 10th Floor, Summit Building, 30 
Man Yue Street, Hung Hom, Kowloon, 
Hong Kong. 

Tonic Technology (HK) Limited, Unit B, 
10th Floor, Summit Building, 30 Man 
Yue Street, Hung Hom, Kowloon, 
Hong Kong. 

Tonic Technology (Shenzhen) Ltd., 
Suite 805, New Tech Plaza Tower A, 
Tian’An Cyber Park, Futian District, 
Shenzhen City, Guangdong Province, 
China 518040. 

Tonic Trading Development Ltd., Unit 
B, 10th Floor, Summit Building, 30 
Man Yue Street, Hung Hom, Kowloon, 
Hong Kong. 
(c) The Commission investigative 

attorney, party to this investigation, is 
Karin J. Norton, Esq., Office of Unfair 
Import Investigations, U.S. International 
Trade Commission, 500 E Street, SW., 
Room 401–F, Washington, DC 20436; 
and 

(3) For the investigation so instituted, 
the Honorable Carl C. Charneski is 
designated as the presiding 
administrative law judge. 

Responses to the complaint and the 
notice of investigation must be 
submitted by the named respondents in 
accordance with section 210.13 of the 
Commission’s Rules of Practice and 
Procedure, 19 CFR 210.13. Pursuant to 
19 CFR 201.16(d) and 210.13(a), such 
responses will be considered by the 
Commission if received not later than 20 
days after the date of service by the 
Commission of the complaint and the 
notice of investigation. Extensions of 
time for submitting responses to the 
complaint and the notice of 
investigation will not be granted unless 
good cause therefor is shown. 

Failure of a respondent to file a timely 
response to each allegation in the 
complaint and in this notice may be 
deemed to constitute a waiver of the 
right to appear and contest the 
allegations of the complaint and this 
notice, and to authorize the 
administrative law judge and the 
Commission, without further notice to 
the respondent, to find the facts to be as 
alleged in the complaint and this notice 
and to enter an initial determination 
and a final determination containing 
such findings, and may result in the 
issuance of a limited exclusion order or 
cease and desist order or both directed 
against the respondent. 

By order of the Commission. 
Issued: May 3, 2007. 

Marilyn R. Abbott, 
Secretary to the Commission. 
[FR Doc. E7–8787 Filed 5–7–07; 8:45 am] 
BILLING CODE 7020–02–P 

INTERNATIONAL TRADE 
COMMISSION 

[Investigation Nos. 731–TA–707–709 
(Second Review)] 

Certain Seamless Carbon and Alloy 
Steel Standard, Line, and Pressure 
Pipe From Argentina, Brazil, and 
Germany 

Determination 
On the basis of the record 1 developed 

in the subject five-year reviews, the 
United States International Trade 
Commission (Commission) determines, 
pursuant to section 751(c) of the Tariff 
Act of 1930 (19 U.S.C. 1675(c)) (the 
Act), that revocation of the antidumping 
duty orders on certain seamless carbon 
and alloy steel standard, line, and 
pressure pipe from Argentina and Brazil 
would not be likely to lead to 
continuation or recurrence of material 

injury to an industry in the United 
States within a reasonably foreseeable 
time.2 The Commission also determines 
that revocation of the antidumping duty 
order on certain seamless carbon and 
alloy steel standard, line, and pressure 
pipe from Germany would be likely to 
lead to continuation or recurrence of 
material injury to an industry in the 
United States within a reasonably 
foreseeable time.3 

Background 
The Commission instituted these 

reviews on June 1, 2006 (71 FR 31209) 
and determined on September 5, 2006 
that it would conduct full reviews (71 
FR 54520, September 15, 2006). Notice 
of the scheduling of the Commission’s 
reviews and of a public hearing to be 
held in connection therewith was given 
by posting copies of the notice in the 
Office of the Secretary, U.S. 
International Trade Commission, 
Washington, DC, and by publishing the 
notice in the Federal Register on 
September 29, 2006 (71 FR 57567). The 
hearing was held in Washington, DC, on 
February 8, 2007, and all persons who 
requested the opportunity were 
permitted to appear in person or by 
counsel. 

The Commission transmitted its 
determination in these reviews to the 
Secretary of Commerce on May 2, 2007. 
The views of the Commission are 
contained in USITC Publication 3918 
(May 2007), entitled Certain Seamless 
Carbon and Alloy Steel Standard, Line, 
and Pressure Pipe from Argentina, 
Brazil, and Germany. 

Issued: May 3, 2007. 
By order of the Commission. 

Marilyn R. Abbott, 
Secretary to the Commission. 
[FR Doc. E7–8786 Filed 5–7–07; 8:45 am] 
BILLING CODE 7020–02–P 

DEPARTMENT OF JUSTICE 

[AAG/A Order No. 009–2007] 

Privacy Act of 1974; System of 
Records 

AGENCY: National Security Division, 
Department of Justice. 
ACTION: New System of Records. 

SUMMARY: Pursuant to the provisions of 
the Privacy Act of 1974, 5 U.S.C. 552a, 
notice is given that the Department of 
Justice (DOJ) proposes to establish a 
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new National Security Division (NSD) 
system of records entitled ‘‘Foreign 
Intelligence and Counterintelligence 
Records System, JUSTICE/NSD–001.’’ 
The new system of records incorporates 
three previous systems of records of the 
Office of Intelligence Policy and Review 
(OIPR): The ‘‘Policy and Operational 
Records System, OIPR–001’’ last 
published in the Federal Register 
January 26, 1984 (49 FR 3281); ‘‘Foreign 
Intelligence Surveillance Act Records 
System, OIPR–002’’ last published in 
the Federal Register January 26, 1984 
(49 FR 3282); and ‘‘Litigation Records 
System, OIPR–003’’ last published in 
the Federal Register January 26, 1984 
(49 FR 3284). These systems will be 
deleted on the effective date of the new 
system, NSD–001. 

DATES: In accordance with the 
requirements of 5 U.S.C. 552a(e)(4) and 
(11), the public is given a 30 day period 
in which to comment. The Office of 
Management and Budget (OMB), which 
has oversight responsibility under the 
Privacy Act, has 40 days in which to 
conclude its review of the system. 
Therefore, please submit any comments 
by June 18, 2007. 

ADDRESSES: The public, OMB and the 
Congress are invited to submit any 
comments to Mary E. Cahill, 
Management and Planning Staff, Justice 
Management Division, Department of 
Justice, Washington, DC 20530 (Room 
1400, National Place Building), 
facsimile number 202–307–1853. 

FOR FURTHER INFORMATION CONTACT: 
GayLa Sessoms (202) 616–5460. 

SUPPLEMENTARY INFORMATION: The 
National Security Division (NSD) was 
created by section 506 of the USA 
PATRIOT Improvement and 
Reauthorization Act of 2005 (‘‘the Act’’), 
by consolidating the resources of the 
Justice Department’s three primary 
national security components: The 
Office of Intelligence Policy and Review 
(OIPR) and the Criminal Division’s 
Counterterrorism and Counterespionage 
Sections. On March 7, 2007, the NSD 
published in the Federal Register, at 72 
FR 10064, a final rule to amend title 28 
of the Code of Federal Regulations (CFR) 
to reflect the establishment of the NSD 
and its mission and functions. The rule 
also made necessary amendments to the 
CFR to effect the changes necessary in 
the functions of the former Office of 
Intelligence and Policy Review and 
functions of the Criminal Division that 
are transferring to NSD. 

In accordance with 5 U.S.C. 552a(r), 
the Department has provided a report to 
OMB and the Congress. 

Dated: April 27, 2007. 
Lee J. Lofthus, 
Assistant Attorney General for 
Administration. 

DEPARTMENT OF JUSTICE/NSD–001 

SYSTEM NAME: 
Foreign Intelligence and 

Counterintelligence Records System. 

SECURITY CLASSIFICATION: 
The majority of information in this 

system of records is classified. The 
remaining information is Sensitive But 
Unclassified. 

SYSTEM LOCATION: 
United States Department of Justice, 

950 Pennsylvania Ave., NW., 
Washington, DC 20530–0001. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who are the subject of 
applications for electronic surveillance, 
physical search, and other foreign 
intelligence and foreign 
counterintelligence investigations 
authorized by the Foreign Intelligence 
Surveillance Court (FISC) pursuant to 
the Foreign Intelligence Surveillance 
Act of 1978, as amended, 50 U.S.C. 1801 
et seq. (FISA), Executive Order 12333, 
and other applicable executive orders 
governing foreign intelligence; 
individuals about whom information 
was obtained by a foreign intelligence 
electronic surveillance or other search 
where issues pertaining to the 
surveillance or search were raised in 
subsequent litigation; individuals whose 
activities are the subject of a properly 
authorized foreign intelligence, foreign 
counterintelligence, or international 
terrorism investigation, or investigative 
techniques not requiring approval from 
the FISC or whose activities form the 
crux of a foreign intelligence or 
counterintelligence policy or 
operational question; individuals who 
are not the subjects or proposed subjects 
of particular investigations or 
investigative techniques, but who are 
identified in connection with the 
authorities for such investigations or 
techniques, because of their 
communications or associations with 
such subjects or their involvement in 
related activities of foreign intelligence 
or counterintelligence (including 
counterterrorism) interest; and NSD 
attorneys. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
The system consists of FISA 

applications, authorizations for foreign 
intelligence and foreign 
counterintelligence operations, 
supporting documentation, and FISC 

orders or Attorney General 
certifications, as appropriate. This 
includes notes, memoranda, legal 
opinions, and reports acquired or 
produced by the National Security 
Division (NSD) in the course of 
executing its assigned functions of 
preparing FISA applications. Included 
in this system are recommendations to 
the Attorney General concerning 
Attorney General authorizations for 
physical searches, pursuant to Executive 
Order (E.O.) 12333, and electronic 
surveillances abroad of United States 
persons that are requested by entities 
within the Intelligence Community 
pursuant to FISA and other applicable 
executive orders governing foreign 
intelligence. This system also includes 
documents related to authority to 
conduct particular investigations or to 
use certain techniques in particular 
investigations. Included in this system 
are legal opinions regarding questions of 
law and policy that relate to United 
States intelligence activities, and 
supporting documentation prepared in 
connection with litigation. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

This system was established and is 
maintained pursuant to 44 U.S.C. 3101, 
3103, 3105 and 28 CFR 0.72, to 
implement the provisions of 50 U.S.C. 
1801 et seq. as amended and the 
applicable executive order(s) governing 
foreign intelligence surveillance and 
classified national security information. 

PURPOSE OF THE SYSTEM: 

This system is maintained to enable 
NSD staff to prepare applications under 
FISA; maintain an accurate record of 
applications filed by the United States 
before the FISC; participate in the 
review, development, implementation 
and oversight of United States 
intelligence, counterintelligence, and 
national security policy matters; provide 
legal advice to the Attorney General and 
the United States intelligence agencies 
regarding questions of law and policy 
that relate to United States intelligence 
activities; support litigation issues 
pertaining to foreign intelligence 
collections; and, analyze, interpret, and 
comment upon proposed statutes, 
executive orders, guidelines and other 
directives pertaining to foreign 
intelligence, counterintelligence, and 
national security activities. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

These records are routinely used by 
NSD staff in performing the duties 
ascribed to the NSD. Information may be 
disclosed from this system consistent 
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with restrictions that apply to classified 
information, and consistent with the 
FISA, as follows: 

A. To any court, department, officer, 
agency, regulatory body or other 
authority of the United States, a state or 
a political subdivision thereof, or to any 
aggrieved person or representative of an 
aggrieved person, during the course of a 
trial, hearing, or other proceeding. 

B. In an appropriate proceeding before 
a court, or administrative or 
adjudicative body, when the 
Department of Justice determines that 
the records are arguably relevant to the 
proceeding; or in an appropriate 
proceeding before an administrative or 
adjudicative body when the adjudicator 
determines the records to be relevant to 
the proceeding. 

C. To the Administrative Office of the 
United States Courts and to Congress. 

D. To agencies or entities in the 
intelligence community that have 
submitted a policy or operational 
question to the NSD when the 
information is necessary in the course of 
providing legal advice in response to the 
question. 

E. To contractors, grantees, experts, 
consultants, students, and others 
performing or working on a contract, 
service, grant, cooperative agreement, or 
other assignment for the Federal 
Government, when necessary to 
accomplish an agency function related 
to this system of records. 

F. To the news media and the public, 
including disclosures pursuant to 28 
CFR 50.2, unless it is determined that 
release of the information in the context 
of a particular case would constitute an 
unwarranted invasion of personal 
privacy. 

G. To the National Archives and 
Records Administration for purposes of 
records management inspections 
conducted under the authority of 44 
U.S.C. 2904 and 2906. 

H. To a former employee of the 
Department for purposes of: Responding 
to an official inquiry by a federal, state, 
or local government entity or 
professional licensing authority, in 
accordance with applicable Department 
regulations; or facilitating 
communications with a former 
employee that may be necessary for 
personnel-related or other official 
purposes where the Department requires 
information and/or consultation 
assistance from the former employee 
regarding a matter within that person’s 
former area of responsibility. 

I. To such recipients and under such 
circumstances and procedures as are 
mandated by federal statute or treaty. 

J. To appropriate agencies, entities, 
and persons when (1) the Department 

suspects or has confirmed that the 
security or confidentiality of 
information in the system of records has 
been compromised; (2) the Department 
has determined that as a result of the 
suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or 
fraud, or harm to the security or 
integrity of this system or other systems 
or programs (whether maintained by the 
Department or another agency or entity) 
that rely upon the compromised 
information; and (3) the disclosure 
made to such agencies, entities, and 
persons is reasonably necessary to assist 
in connection with the Department’s 
efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Records in this system are stored on 
paper, and/or in electronic form. 
Records that contain classified national 
security information are stored in 
accordance with applicable executive 
orders, statutes, and agency 
implementing regulations. 

RETRIEVABILITY: 

Information is retrieved by the name 
of the actual or proposed target of the 
electronic surveillance or physical 
search, and persons in contact with the 
target. Information may also be retrieved 
by the caption of the litigation, 
including the names of individuals, and 
through the use of a subject matter 
index that includes the names of 
individuals. Information may also be 
retrieved by name of the NSD attorney 
assigned. 

SAFEGUARDS: 

Information in this system is 
safeguarded in accordance with 
applicable laws, rules, and policies, 
including the Department’s automated 
systems security and access policies. 
Classified information is appropriately 
stored in safes and in accordance with 
other applicable requirements. Records 
and technical equipment are maintained 
in a secured area with restricted access. 
The required use of password protection 
identification features and other system 
protection methods also restrict access. 

RETENTION AND DISPOSAL: 

Records in this system are maintained 
and disposed of in accordance with all 

applicable statutory and regulatory 
requirements. 

SYSTEM MANAGER AND ADDRESS: 
Deputy Counsel for Intelligence 

Policy, Office of Intelligence Policy & 
Review, National Security Division, U.S. 
Department of Justice, 950 Pennsylvania 
Avenue, NW., Washington, DC 20530– 
0001. 

NOTIFICATION PROCEDURES: 
Address any inquiries to the System 

Manager listed above. 

RECORD ACCESS PROCEDURES: 
A major part of this system is 

exempted from this requirement under 
subsections (c)(3) and (4); (d); (e)(1), (2), 
(3), (4)(G), (H) and (I), (5) and (8); (f); (g); 
and (h) of the Privacy Act pursuant to 
5 U.S.C. 552a(j)(2), (k)(1), (2), and (5). A 
determination as to exemption shall be 
made at the time a request for access is 
received. A request for access to records 
contained in this system shall be made 
in writing, with the envelope and letter 
clearly marked ‘‘Privacy Act Request.’’ 
The request should include the full 
name of the individual involved, the 
individual’s current address, date and 
place of birth, and his or her signature 
which shall be notarized or made 
pursuant to 28 U.S.C. 1746 as an 
unsworn declaration, along with any 
other information which may be of 
assistance in locating and identifying 
the record. The requester will also 
provide a return address for transmitting 
the information. Access requests will be 
directed to the System Manager listed 
above. 

CONTESTING RECORD PROCEDURES: 
Individuals seeking to contest or 

amend information maintained in the 
system should direct their request to the 
System Manager listed above, stating 
clearly and concisely what information 
is being contested, the reasons for 
contesting it, and the proposed 
amendment to the information. 

RECORD SOURCE CATEGORIES: 
Sources of information contained in 

this system include applications to the 
FISC and supporting documents that 
include investigative reports from 
federal law enforcement and 
intelligence agencies and other 
executive branch departments, and 
agencies conducting foreign 
counterintelligence and terrorism 
investigations that are client agencies of 
the Department of Justice. Occasional 
information from state, local or foreign 
governments, copies of criminal, civil 
and appellate court documents and 
related material, and the work product 
of Department of Justice and federal 
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agency attorneys may also be included 
within this system. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
The Attorney General has exempted 

this system from subsections (c)(3) and 
(4); (d); (e)(1), (2), (3), (4)(G), (H) and (I), 
(5) and (8); (f); (g); and (h) of the Privacy 
Act pursuant to 5 U.S.C. 552a(j)(2), 
(k)(1), (2), and (5). Rules have been 
promulgated in accordance with the 
requirements of 5 U.S.C. 553(b), (c) and 
(e) and have been published in the 
Federal Register. These exemptions 
apply only to the extent that 
information in the system is subject to 
exemption pursuant to 5 U.S.C. 
552a(j)(2), (k)(1), (2) or (5). A 
determination as to exemption shall be 
made at the time a request for access or 
amendment is received. 

[FR Doc. E7–8763 Filed 5–7–07; 8:45 am] 
BILLING CODE 4410–AW–P 

DEPARTMENT OF JUSTICE 

[AAG/A Order No. 013–2007] 

National Security Division; Privacy Act 
of 1974; System of Records 

AGENCY: National Security Division, 
Department of Justice. 
ACTION: Notice of new system of records. 

SUMMARY: This system of records, 
formerly entitled CRM–017, 
‘‘Registration and Propaganda Files 
Under the Foreign Agents Registration 
Act of 1938, as amended,’’ was last 
published in the Federal Register on 
May 11, 1988 (53 FR 16794). It is being 
revised and renamed as a new system of 
records under the newly created 
National Security Division (NSD) in the 
Department of Justice: JUSTICE/NSD– 
002,’’Registration and Informational 
Material Files Under the Foreign Agents 
Registration Act of 1938.’’ The 
Department hereby removes, on the 
effective date of this notice, the former 
notice of CRM–017. 
DATES: In accordance with the 
requirements of 5 U.S.C. 552a(e)(4) and 
(11), the public is given a 30-day period 
in which to comment. The Office of 
Management and Budget (OMB) which 
has oversight responsibility under the 
Act, has 40 days in which to conclude 
its review of the system. Therefore, 
please submit any comments by June 18, 
2007. 
ADDRESSES: The public, OMB, and the 
Congress are invited to submit any 
comments to Mary E. Cahill, 
Management and Planning Staff, Justice 
Management Division, Department of 
Justice, Washington, DC 20530 (Room 

1400, National Place Building), 
facsimile number 202–307–1853. 
FOR FURTHER INFORMATION CONTACT: 
Heather Hunt, (202) 514–1216. 
SUPPLEMENTARY INFORMATION: The 
National Security Division (NSD) was 
created by section 506 of the USA 
PATRIOT Improvement and 
Reauthorization Act of 2005, by 
consolidating the resources of the 
Justice Department’s three primary 
national security components: The 
Office of Intelligence Policy and Review 
and the Criminal Division’s 
Counterterrorism and Counterespionage 
Sections. On March 7, 2007, the NSD 
published in the Federal Register, at 72 
FR 10064, a final rule to amend title 28 
of the Code of Federal Regulations (CFR) 
to reflect the establishment of the NSD 
and its mission and functions. The rule 
also made necessary amendments to the 
CFR to effect the changes necessary in 
the functions of the former Office of 
Intelligence and Policy Review and 
functions of the Criminal Division that 
are transferring to NSD. 

In accordance with 5 U.S.C. 552a(r), 
the Department has provided a report to 
OMB and the Congress. 

Dated: April 27, 2007. 
Lee J. Lofthus, 
Assistant Attorney General for 
Administration. 

JUSTICE/NSD–002 

SYSTEM NAME: 
Registration and Informational 

Material Files Under the Foreign Agents 
Registration Act of 1938. 

SECURITY CLASSIFICATION: 
Sensitive but Unclassified. 

SYSTEM LOCATION: 
U.S. Department of Justice; National 

Security Division; 950 Pennsylvania 
Ave., NW., Washington, DC 20530. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Persons who have registered under 
the Foreign Agents Registration Act of 
1938, as amended, (FARA), 22 U.S.C. 
611 et seq., and persons referenced in 
correspondence or other files related to 
FARA. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
(1) Automated alphabetical indices 

which include summary data such as 
registrant names, file numbers, dates of 
registration, and a synopsis of activities 
performed for a given foreign principal; 
and (2) file folders which contain copies 
of all registration statements and 
statements concerning the distribution 
of informational materials furnished 
under FARA. 

Other records related to subject 
matters described in this system may 
include related correspondence, 
inspection and/or investigative reports, 
and/or statements of any agent of a 
foreign principal whose activities have 
ceased to be of a character which 
requires registration under FARA. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
This system is established and 

maintained pursuant to 22 U.S.C. 611 et 
seq. The system is also maintained to 
implement the provisions of 28 CFR 
0.72 and 28 CFR Part 5. 

PURPOSE OF THE SYSTEM: 
The system is maintained to enable 

the Registration Unit, Counterespionage 
Section, National Security Division, to 
implement the various provisions of the 
Foreign Agents Registration Act of 1938, 
as amended, 22 U.S.C. 611 et seq. The 
system provides for the public 
examination of the registration 
statements filed by foreign agents 
engaged in activities for or on behalf of 
foreign governments, foreign political 
parties, or other foreign principals. 
Public examination helps to insure that 
the U.S. Government and the people of 
the United States are informed of the 
source of information and the identity of 
persons attempting to influence U.S. 
public opinion, policy, and laws. 

As prescribed by 22 U.S.C. 616(a), (b), 
and (c), the records in this system that 
are public records are open to public 
examination and inspection and copies 
of the same shall be furnished to every 
applicant at fees prescribed by 28 CFR 
5.601. One copy of every registration 
statement filed under FARA and one 
copy of every amendment or 
supplement thereto filed under FARA 
shall be forwarded to the Secretary of 
State for such comment and use as the 
Secretary of State may determine to be 
appropriate from the point of view of 
the foreign relations of the United 
States. 

Public information obtained under 
FARA, including the names of 
registrants, copies of registration 
statements, or parts thereof, copies of 
informational materials, or other 
documents or information filed under 
FARA, may be furnished to departments 
and agencies in the executive branch 
and committees of the Congress. 

Other records related to the subject 
matters described in this system that are 
not available for public examination 
may be disclosed as follows. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

To a Member of Congress or staff 
acting upon the Member’s behalf when 
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