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For Further Information Contact: Tia 
Haynes, Executive Secretary, CSAP 
National Advisory Council, 1 Choke 
Cherry Road, 4–1066, Rockville, 
Maryland 20857. Telephone: (240) 276– 
2436. Fax: (240) 276–2430. E-mail: 
tia.haynes@samhsa.hhs.gov. 

This notice is being published less 
than 15 days prior to the meeting due 
to the urgent need to meet timing 
limitations imposed by the review and 
funding cycle. 

Dated: July 13, 2006. 
Toian Vaughn, 
Committee Management Officer, Substance 
Abuse and Mental Health Services 
Administration. 
[FR Doc. E6–11523 Filed 7–18–06; 8:45 am] 
BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. NCS–2006–0006] 

Preparedness Directorate; National 
Security Telecommunications 
Advisory Committee 

AGENCY: Preparedness Directorate, DHS. 
ACTION: Notice of partially closed 
Advisory Committee meeting. 

SUMMARY: The President’s National 
Security Telecommunications Advisory 
Committee (NSTAC) will be meeting by 
teleconference: the meeting will be 
partially closed. 
DATES: Thursday, July 27, 2006, from 2 
p.m. until 3 p.m. 
ADDRESSES: The meeting will take place 
by teleconference. For access to the 
conference bridge and meeting 
materials, contact Mr. William Fuller at 
(703) 235–5521, or by e-mail at 
William.C.Fuller@dhs.gov by 5 p.m. on 
Monday, July 24, 2006. If you desire to 
submit comments, they must be 
submitted by Wednesday, July 26, 2006. 
Comments must be identified by NCS– 
2006–0006 and may be submitted by 
one of the following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• E-mail: NSTAC1@dhs.gov. Include 
docket number in the subject line of the 
message. 

• Mail: Office of the Manager, 
National Communications System (N5), 
Department of Homeland Security, 
Washington, DC 20529. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and NCS–2006– 
0006, the docket number for this action. 
Comments received will be posted 
without alteration at http:// 

www.regulations.gov, including any 
personal information provided. 

Docket: For access to the docket to 
read background documents or 
comments received by the NSTAC, go to 
http://www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Kiesha Gebreyes, Chief, Industry 
Operations Branch at (703) 235–5525, e- 
mail: Kiesha.Gebreyes@dhs.gov or write 
the Deputy Manager, National 
Communications System, Department of 
Homeland Security, IP/NCS/N5. 
SUPPLEMENTARY INFORMATION: The 
NSTAC advises the President on issues 
and problems related to implementing 
national security and emergency 
preparedness telecommunications 
policy. Notice of this meeting is given 
under the Federal Advisory Committee 
Act (FACA), Public Law 92–463, as 
amended (5 U.S.C. App.1 et seq.). 

At the upcoming meeting, between 2 
p.m. and 2:45 p.m., the members will 
receive comments from government 
stakeholders, receive an update from 
government officials on hurricane 
preparedness, review the NSTAC XXX 
work plan, discuss a request from the 
National Infrastructure Advisory 
Council (NIAC) to the NSTAC, and 
receive updates from the NSTAC 
International Scoping Group (ISG) and 
the Emergency Communications and 
Interoperability Task Force (ECITF). 
This portion of the meeting will be open 
to the public. 

Between 2:45 p.m. and 3 p.m. the 
committee will discuss global 
infrastructure resiliency (GIR). This 
portion of the meeting will be closed to 
the public. 

Persons with disabilities who require 
special assistance should indicate this 
when arranging for access to the 
teleconference and are encouraged to 
identify anticipated special needs as 
early as possible. 

Pursuant to 41 CFR 102–3.150(b), this 
notice was published late as a result of 
exceptional circumstances. An 
administrative processing error 
prevented earlier publication, and the 
Department determined that it would be 
impracticable to reschedule the 
substantive activity scheduled for this 
meeting. In order to allow the greatest 
possible public participation, the 
Department has extended the usual 
deadlines to register public participants 
for the teleconference and to receive 
public comments. As noted above, these 
dates are, respectively, July 24, 2006, 
and July 26, 2006. 

Basis for Closure: The GIR discussion 
will likely involve sensitive 
infrastructure information concerning 
system threats and explicit physical/ 

cyber vulnerabilities related to current 
communications capabilities. Public 
disclosure of such information would 
heighten awareness of potential 
vulnerabilities and increase the 
likelihood of exploitation by terrorists 
or other motivated adversaries. Pursuant 
to section 10(d) of the Federal Advisory 
Committee Act, Public Law 92–463, as 
amended (5 U.S.C. App. 1 et seq.), the 
Department has determined that this 
discussion will concern matters which, 
if disclosed, would be likely to frustrate 
significantly the implementation of a 
proposed agency action. Accordingly, 
the relevant portion of this meeting will 
be closed to the public pursuant to the 
authority set forth in 5 U.S.C. 
552b(c)(9)(B). 

Dated: July 14, 2006. 
George W. Foresman, 
Under Secretary for Preparedness. 
[FR Doc. E6–11459 Filed 7–18–06; 8:45 am] 
BILLING CODE 4410–10–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2006–25379] 

Navigation Safety Advisory Council; 
Vacancies 

AGENCY: Coast Guard, DHS. 
ACTION: Request for applications. 

SUMMARY: The Coast Guard seeks 
applications for membership on the 
Navigation Safety Advisory Council 
(NAVSAC). NAVSAC provides advice 
and makes recommendations to the 
Secretary on a wide range of issues 
related to the prevention of collisions, 
rammings, and groundings. This 
includes, but is not limited to: Inland 
and International Rules of the Road, 
navigation regulations and equipment, 
routing measures, marine information, 
diving safety, and aids to navigation 
systems. 

DATES: Application forms should reach 
us on or before September 30, 2006. 
ADDRESSES: You may request an 
application form by writing to NAVSAC 
Application; Commandant (G–PWM–1), 
Room 1406; U.S. Coast Guard; 2100 
Second Street, SW., Washington, DC 
20593–0001; by calling 202–372–1532; 
or by faxing 202–372–1929. Send your 
original completed and signed 
application in written form to the above 
street address. Also you may obtain a 
copy of the application via the Internet 
at http://dms.dot.gov or http:// 
www.uscg.mil/hq/g-m/advisory/ 
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index.htm. This notice is also available 
at http://dms.dot.gov. 
FOR FURTHER INFORMATION CONTACT: Mr. 
John Bobb; Executive Secretary of 
NAVSAC, telephone 202–372–1532, fax 
202–372–1929, or mail to: 
jbobb@comdt.uscg.mil. 
SUPPLEMENTARY INFORMATION: The 
Navigation Safety Advisory Council 
(NAVSAC) is a Federal advisory 
committee under 5 U.S.C. App. 2. It 
advises the Secretary on a wide range of 
issues related to the prevention of 
collisions, rammings, and groundings. 
This includes, but is not limited to: 
Inland and International Rules of the 
Road, navigation regulations and 
equipment, routing measures, marine 
information, diving safety, and aids to 
navigation systems. This advice also 
assists the Coast Guard in formulating 
the position of the United States in 
advance of meetings of the International 
Maritime Organization. 

NAVSAC meets at least once a year at 
Coast Guard Headquarters, Washington, 
DC, or another location selected by the 
Coast Guard. It may also meet for 
extraordinary purposes. Its working 
groups may meet to consider specific 
problems as required. 

We will consider applications for 
seven positions whose terms expire on 
November 4, 2006. Applications will be 
considered from persons representing, 
insofar as practical, from the following 
groups: Five persons from recognized 
experts and leaders in organizations 
having an active interest in the Rules of 
the Road and vessel and port safety; 
and, two persons from professional 
mariners, recreational boaters, and the 
recreational boating industry. 

Organizations having an active 
interest in the Rules of the Road and 
vessel and port safety are considered to 
include organizations representing 
vessel owners and operators of vessel 
operating on international waters and 
inland waters of the United States, the 
Federal and state Maritime academies, 
maritime education and training 
institutions teaching Rules of the Road, 
navigation, and electronic navigation, 
and organizations established to 
facilitate vessel movement and 
navigational safety. Members from these 
organizations are appointed to express 
the viewpoint of the organizations listed 
above and are not Special Government 
Employees as defined in section 202(a) 
of title 18, United States Code and will 
be appointed as Representative 
Members. 

Professional mariners are considered 
to include actively working or retired 
mariners experienced in applying the 
Inland and/or International Rules as 

masters or licensed deck officers of 
vessels operating on international 
waters or the inland waters of the 
United States, and federal-or state- 
licensed pilots. Recreational boaters and 
the recreational boating industry are 
specifically identified groups that 
members may represent. Members from 
these groups are appointed to express 
the viewpoint of the groups listed above 
in which they serve or have served and 
are not Special Government Employees 
as defined in section 202(a) of title 18, 
United States Code and will be 
appointed as Representative Members. 

All individuals meeting either of the 
above requirements are invited to apply 
including women and ethnic minorities. 

Each NAVSAC member serves for a 
term of 3 years and may be reappointed 
for one additional term. All members 
serve at their own expense but receive 
reimbursement for travel and per diem 
expenses from the Federal Government. 

In support of the policy of the 
Department of Homeland Security on 
gender and ethnic diversity, we 
encourage qualified women and 
members of minority groups to apply. 

Dated: July 13, 2006. 
W.A. Muilenburg, 
Captain, U.S. Coast Guard, Acting Director 
of Waterways Management. 
[FR Doc. E6–11376 Filed 7–18–06; 8:45 am] 
BILLING CODE 4910–15–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

Notification of Conversion of Checks 
Payable to TSA to Electronic Funds 
Transfers (EFTs) 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: Notice. 

SUMMARY: This Notice informs the 
public that checks submitted to the 
Transportation Security Administration 
(TSA) will be converted by the Federal 
Reserve Banking system into electronic 
funds transfers (EFTs). Paper checks 
will no longer be returned to the payer. 
This procedure will be implemented on 
or about August 17, 2006. 
FOR FURTHER INFORMATION CONTACT: Kurt 
Snyder, Office of Financial 
Management, TSA–14, Transportation 
Security Administration, 601 South 
12th Street, Arlington, VA 22202–4220; 
telephone (571) 227–1437; facsimile 
(571) 227–2599; e-mail 
Finance@dhs.gov. 

SUPPLEMENTARY INFORMATION: 

Availability of Document 

You can get an electronic copy using 
the Internet by accessing the 
Government Printing Office’s Web page 
at http://www.gpoaccess.gov/fr/ 
index.html. 

In addition, copies are available by 
writing or calling the individual in the 
FOR FURTHER INFORMATION CONTACT 
section. 

Background 

The Federal Reserve Bank, United 
States Department of the Treasury, has 
mandated that checks received by 
Federal Government agencies be 
converted into electronic funds transfers 
(EFTs). This procedure will be 
implemented by the Federal Reserve 
Bank on or about August 17, 2006. 

How will your check be processed by the 
Federal Reserve Banking system after it 
is deposited by TSA? 

Upon receipt of a paper check for a 
payment, the Federal Reserve Banking 
system will convert your check into an 
electronic funds transfer (EFT). The 
Federal Reserve Bank will make a copy 
of your check and use the account 
information on it to debit your account 
electronically for the amount of the 
check. The debit from your account will 
usually occur within 24 hours, and will 
be shown on your regular account 
statement. You will not receive the 
original check back. The Federal 
Reserve Bank will destroy the original 
paper check, but will maintain an 
electronic copy of it. If the EFT cannot 
be processed for technical reasons, the 
copy will be processed in place of the 
original check. If the Federal Reserve 
Bank cannot complete the EFT because 
of insufficient funds, it may attempt the 
transfer up to two times. 

Issued in Arlington, Virginia, on July 14, 
2006. 

David R. Nicholson, 
Assistant Administrator for Finance & 
Administration/Chief Financial Officer. 
[FR Doc. 06–6356 Filed 7–14–06; 4:02 pm] 

BILLING CODE 9110–05–P 
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