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SUMMARY: The Advisory Committee 
(Committee) to the U.S. Section to the 
International Commission for the 
Conservation of Atlantic Tunas (ICCAT) 
announces its spring meeting with its 
Species Working Group Technical 
Advisors on March 27-28, 2006. The 
Committee will meet to discuss matters 
relating to ICCAT, including the results 
from the 2005 ICCAT meeting; the U.S. 
implementation of ICCAT decisions; the 
2006 ICCAT and NMFS research and 
monitoring activities; the 2006 ICCAT 
activities; the Atlantic Tunas 
Convention Act-required consultation 
on the identification of countries that 
are diminishing the effectiveness of 
ICCAT; the results of the meetings of the 
Committee’s Species Working Groups; 
and other matters relating to the 
international management of ICCAT 
species. 
DATES: The open sessions of the 
Committee meeting will be held on 
March 27, 2006, from 8:45 a.m. to 3 p.m. 
and on March 28, 2006, from 8:30 a.m. 
to 9:15 a.m. and from 11 a.m. to 3:30 
p.m. Closed sessions will be held on 
March 27, 2006, from 3 p.m. to 
approximately 6 p.m. and on March 28, 
2006, from 9:15 a.m. to 11 a.m. and from 
3:30 p.m. to 5 p.m. 
ADDRESSES: The meeting will be held at 
the Hilton Hotel Washington-Silver 
Spring, 8727 Colesville Road, Silver 
Spring, MD 20910, 301–589–5200. 
FOR FURTHER INFORMATION CONTACT: 
Erika Carlsen at (301) 713–2276. 
SUPPLEMENTARY INFORMATION: The 
Advisory Committee to the U.S. Section 
to ICCAT will meet in open session to 
receive and discuss information on (1) 
the 2005 ICCAT meeting results and 
U.S. implementation of ICCAT 
decisions; (2) 2006 ICCAT and NMFS 
research and monitoring activities; (3) 
2006 ICCAT activities; (4) the Atlantic 
Tunas Convention Act-required 
consultation on the identification of 
countries that are diminishing the 
effectiveness of ICCAT; (5) the results of 
the meetings of the Committee’s Species 
Working Groups; and (6) other matters 
relating to the international 
management of ICCAT species. The 
public will have access to the open 
sessions of the meeting, but there will 
be no opportunity for public comment. 

The Committee will meet in its 
Species Working Groups for a portion of 
the afternoon of March 27, 2006, and of 
the morning of March 28, 2006. These 
sessions are not open to the public, but 
the results of the species working group 
discussions will be reported to the full 
Advisory Committee during the 
Committee’s morning and afternoon 
open session on March 28, 2006. The 

Committee may also go into executive 
session on the afternoon of March 28, 
2006, to discuss sensitive information 
relating to upcoming intersessional 
meetings of ICCAT. This session would 
also be closed to the public. 

Special Accommodations 

The meeting location is physically 
accessible to people with disabilities. 
Requests for sign language 
interpretation or other auxiliary aids 
should be directed to Erika Carlsen at 
(301) 713-2276 at least 5 days prior to 
the meeting date. 

Dated: March 3, 2006. 
Alan D. Risenhoover, 
Acting Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service. 
[FR Doc. E6–3301 Filed 3–7–06; 8:45 am] 
BILLING CODE 3510–22–S 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

National Defense University Visitors 
(BOV) Open Meeting 

AGENCY: National Defense University, 
Department of Defense. 
ACTION: Notice of open meeting. 

SUMMARY: The President, National 
Defense University has scheduled a 
meeting of the Board of Visitors. 
Request subject notice be published in 
the Federal Register. The National 
Defense University Board of Visitors is 
a Federal Advisory Board. The Board 
meets twice a year in proceedings that 
are open to the public. 
DATES: The meeting will be held on 
April 3–4, 2006 from 11:00 to 17:00 on 
the 3rd and continuing on the 4th from 
8:30 to 13:30. 
LOCATION: The Board of Visitors meeting 
will be held at Building 62, Marshall 
Hall, Room 155, National Defense 
University, 300 5th Avenue, Fort 
McNair, Washington, DC 20319–5066. 
FOR FURTHER INFORMATION CONTACT: The 
point of contact for this notice of an 
‘‘Open Meeting’’ is Ms. Tonya Barbee at 
(202) 685–3539, Fax (202) 685–3935 or 
barbeet@ndu.edu. 
SUPPLEMENTARY INFORMATION: The future 
agenda will include discussions on 
Defense transformation, faculty 
development, facilities, information 
technology, curriculum development, 
post 9/11 initiatives as well as other 
operational issues and areas of interest 
affecting the day-to-day operations of 
the National Defense University and its 
components. The meeting is open to the 
public; limited space made available for 

observers will be allocated on a first 
come, first served basis. 

Dated: March 1, 2006. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, DoD. 
[FR Doc. 06–2172 Filed 3–7–06; 8:45 am] 
BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

Defense Threat Reduction Agency; 
Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Threat Reduction 
Agency, DoD. 

ACTION: Notice to amend a system of 
records. 

SUMMARY: The Defense Threat Reduction 
Agency is amending a system of records 
notice to its existing inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 

DATES: This proposed action will be 
effective without further notice on April 
7, 2006 unless comments are received 
that would result in a contrary 
determination. 

ADDRESSES: Send comments to the 
General Counsel, Defense Threat 
Reduction Agency, 8725 John J. 
Kingman Road, Fort Belvoir, VA 22060– 
6201. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Brenda Carter at (703) 325-1205. 
SUPPLEMENTARY INFORMATION: The 
Defense Threat Reduction Agency 
notices for systems of records subject to 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the record 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendment is not within the 
purview of subsection (r) of the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: March 1, 2006. 
L.M. Bynum, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

HDTRA 007 

Security Operations (December 14, 
1998, 63 FR 68736). 

CHANGES: 

* * * * * 
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SYSTEM NAME: 
Delete entry and replace with: 

‘‘Security Services’’. 
* * * * * 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Add the following to the first 
paragraph; ‘‘and all visitors to DTRA’’. 
Delete the second paragraph. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Delete the following from entry; 

‘‘Department of Defense Form 1879, 
Standard Form SF 86, Reports of 
Investigation,’’ 
* * * * * 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Delete the last sentence from entry. 

* * * * * 

HDTRA 007 

SYSTEM NAME: 
Security Services. 

SYSTEM LOCATION: 
Primary location: Security and 

counterintelligence Directorate, Defense 
Threat Reduction Agency, 8725 John J. 
Kingman Road, Fort Belvoir, VA 22060– 
6201. 

Secondary locations: Security Office, 
Defense Threat Reduction Agency, 6801 
Telegraph Road, Alexandria, VA 22310– 
3398. 

Technology Security Directorate, 
Defense Threat Reduction Agency, 400 
Army Navy Drive, Arlington, VA 
22202–2884. 

Albuquerque Operations, Defense 
Threat Reduction Agency, 1680 Texas 
Street, SE., Kirtland Air Force Base, 
Albuquerque, NM 87117–5669. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All military and civilian personnel 
assigned to, or employed by Defense 
Threat Reduction Agency (DTRA); and 
all visitors to DTRA. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name; Social Security Number; date 

and place of birth; height; weight; hair 
and eye color; citizenship; grade/rank, 
services, organization, security 
clearance; date of clearance; date of 
investigation; type of investigation; 
Agency that conducted investigation; 
basis special accesses; courier 
authorization; continuous access roster 
expiration date; badge number; vehicle 
ID and decal number; special 
intelligence access; expiration date, 
agency, billet number; list of badges/ 
passes issued; safes and open storage 
locations/custodians; conference title/ 
duties/location; special access/briefings; 

visit requests; conference rosters; 
clearance and special access rosters; 
picture identification; and 
correspondence concerning 
adjudication/passing of clearances/ 
accesses. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
E.O. 10450, Security Requirements for 

Government Employment; E.O. 12065, 
National Security Information; The 
Internal Security Act of 1950 (Pub. L. 
831), Section 21, as amended and 
codified at 50 U.S.C. 797; The Atomic 
Energy Act of 1954, Section 145; and 
E.O. 9397 (SSN). 

PURPOSE(S): 
For use by officials and employees of 

the Defense Threat Reducation Agency 
in the performance of their official 
duties related to determining the 
eligibility of individuals for access to 
classified information, access to 
buildings and facilities, or to 
conferences over which DTRA has 
security responsibility. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552b(b)(3) as follows: 

Officials and employees of 
Government contractors and other 
Government agencies in the 
performance of their official duties 
related to the screening and selection of 
individuals for security clearances and/ 
or special authorizations, access to 
facilities or attending at conferences. 

The ‘‘Blanket Routine Uses’’ 
published at the beginning of DTRA’s 
compilation of systems of records 
notices apply to this system. Policies 
and practices of storing, retrieving, 
accessing, retaining, and disposing of 
records in the system: 

STORAGE: 
Automated records are stored on 

magnetic tapes, discs, computer 
printouts, hard drives, and DTRA 
computer server. Manual records are 
stored in paper file folders, card files 
and paper rosters. 

RETRIEVABILITY: 
Automated records are retrieved by 

individual’s last name, Social Security 
Number, conference title, and by type of 
badge issued. Manual records are 
retrieved by individual’s last name, 
Social Security Number, organization or 
subject file. 

SAFEGUARDS: 
The computer facility and terminals 

are located in restricted areas accessible 
only to authorized personnel. Manual 
records and computer printouts are 
available only to authorized persons 
with an official need to know. Buildings 
are protected by security forces and an 
electronic security system. 

RETENTION AND DISPOSAL: 
Computer records on individuals are 

moved to historical area of database files 
upon termination of an individual’s 
affiliation with DTRA; personnel 
security files are retained for two years 
at which point the SF 312 is mailed to 
National Archives Repository and all 
other information is destroyed. Manual 
records of conference attendees, visitors, 
and visit certifications to other agencies 
are maintained for two years and 
destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief, Security and 

Counterintelligence Directorate, Defense 
Threat Reduction Agency, 8725 John J. 
Kingman Drive, Ft. Belvoir, VA 22060– 
6201. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Chief, Security and Counterintelligence 
Directorate, Defense Threat Reduction 
Agency, 8725 John J. Kingman Drive, Ft. 
Belvoir, VA 22060–6201. 

Written requests for information 
should contain the full name, home 
address, Social Security Number, date 
and place of birth. 

For personal visits, the individual 
must be able to provide identification 
showing full name, date and place of 
birth, and their Social Security Number. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system of records should address 
written inquiries to the Chief, Security 
and Counterintelligence Directorate, 
Defense Threat Reduction Agency, 8725 
John J. Kingman Drive, Ft. Belvoir, VA 
22060–6201. 

Written requests for information 
should contain the full name, home 
address, Social Security Number, data 
and place of birth. 

For personal visits, the individual 
must be able to provide identification 
showing full name, date and place of 
birth, and their Social Security Number. 

CONTESTING RECORD PROCEDURES: 
The DTRA rules for accessing records 

and for contesting contents and 
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appealing initial agency determinations 
are published in DTRA Instruction 
5400.11B; 32 CFR part 318; or may be 
obtained from the Chief, Security and 
Counterintelligence Directorate, Defense 
Threat Reducation Agency, 8725 John J. 
Kingman Drive, Ft. Belvoir, VA 22060– 
6201. 

RECORD SOURCE CATEGORIES: 
Information is extracted from military 

and civilian personnel records, 
investigative files, and voluntarily 
submitted by the individual. Other 
Government agencies, law enforcement 
officials and contractors may provide 
the same data. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Investigatory material compiled solely 

for the purpose of determining 
suitability, eligibility, or qualifications 
for federal civilian employment, 
military service, federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

An exemption rule for this system has 
been promulgated in accordance with 
the requirements of 5 U.S.C. 553(b)(1), 
(2), and (3), (c) and (e) and published in 
32 CFR part 318. 

[FR Doc. 06–2173 Filed 3–7–06; 8:45am] 
BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

Department of the Navy 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Navy, DoD. 
ACTION: Notice To Amend Systems of 
Records. 

SUMMARY: The Department of the Navy 
is amending a system of records notice 
in its existing inventory or record 
systems subject to the Privacy Act of 
1974, (5 U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective without further notice on April 
7, 2006 unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: Send comments to the 
Department of the Navy, PA/FOIA 
Policy Branch, Chief of Naval 
Operations (DNS–36), 2000 Navy 
Pentagon, Washington, DC 20350–2000. 
FOR FURTHER INFORMATION CONTACT: Mrs. 
Doris Lama at (202) 685–6545. 
SUPPLEMENTARY INFORMATION: The 
Department of the Navy system of 
records notices subject to the Privacy 

Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the record 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: March 1, 2006. 
L.M. Bynum, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

NM05000–2 

SYSTEM NAME: 

Administrative Personnel 
Management System (November 25, 
2005, 70 FR 71105). 

CHANGES: 

* * * * * 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Add ‘‘computer use responsibility 

agreements;’’ between the words ‘‘union 
memberships’’ and ‘‘other data.’’ 
* * * * * 

NM05000–2 

SYSTEM NAME: 
Administrative Personnel 

Management System. 

SYSTEM LOCATION: 
Organizational elements of the 

Department of the Navy. Official 
mailing addresses are published in the 
Standard Navy Distribution List that is 
available at http://neds.daps.dla.mil/ 
sndl.htm. 

Commander, U.S. Joint Forces 
Command, 1562 Mitscher Avenue, Suite 
200, Norfolk, VA 23551–2488. 

Commander, U.S. Pacific Command, 
P.O. Box 64028, Camp H.M. Smith, HI 
96861–4028. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All civilian, (including former 
members and applicants for civilian 
employment), military and contract 
employees. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Records and correspondence needed 
to manage personnel and projects, such 
as: Name; Social Security Number; date 
of birth; photo ID; grade and series or 
rank/rate; biographical data; security 
clearance; education; experience 
characteristics and training histories; 

qualifications; trade; hire/termination 
dates; type of appointment; leave; 
location; (assigned organization code 
and/or work center code); Military 
Occupational Series (MOS); labor code; 
payments for training, travel advances 
and claims; hours assigned and worked; 
routine and emergency assignments; 
functional responsibilities; access to 
secure spaces and issuance of keys; 
travel; retention group; vehicle parking; 
disaster control; community relations 
(blood donor, etc.); employee recreation 
programs; retirement category; awards; 
property custody; personnel actions/ 
dates; violations of rules; physical 
handicaps and health/safety data; 
veterans preference; postal address; 
location of dependents and next of kin 
and their addresses; mutual aid 
association memberships; union 
memberships; computer use 
responsibility agreements; and other 
data needed for personnel, financial, 
line, safety and security management, as 
appropriate. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 5013, Secretary of the Navy; 
10 U.S.C. 5041, Headquarters, Marine 
Corps; and E.O. 9397 (SSN). 

PURPOSE(S): 

To manage, supervise, and administer 
programs for all Department of the Navy 
civilian, military, and contractor 
personnel such as preparing rosters/ 
locators; contacting appropriate 
personnel in emergencies; training; 
identifying routine and special work 
assignments; determining clearance for 
access control; record handlers of 
hazardous materials; record rental of 
welfare and recreational equipment; 
track beneficial suggestions and awards; 
controlling the budget; travel claims; 
manpower and grades; maintaining 
statistics for minorities; employment; 
labor costing; watch bill preparation; 
projection of retirement losses; verifying 
employment to requesting banking; 
rental and credit organizations; name 
change location; checklist prior to 
leaving activity; payment of mutual aid 
benefits; safety reporting/monitoring; 
and, similar administrative uses 
requiring personnel data. For use by 
arbitrators and hearing examiners in 
civilian personnel matters relating to 
civilian grievances and appeals. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 

VerDate Aug<31>2005 15:53 Mar 07, 2006 Jkt 208001 PO 00000 Frm 00023 Fmt 4703 Sfmt 4703 E:\FR\FM\08MRN1.SGM 08MRN1er
jo

ne
s 

on
 P

R
O

D
1P

C
68

 w
ith

 N
O

T
IC

E
S


		Superintendent of Documents
	2010-07-18T05:48:30-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




