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plan. Also required will be technical 
and program management capabilities to 
facilitate operation of the NBACC 
facility.
DATES: The agency must receive 
comments on or before 30 days after 
date of publication in the Federal 
Register.
ADDRESSES: Comments must be 
identified by DHS–2005–0039 and may 
be submitted by one of the following 
methods: 

• EPA Federal Partner EDOCKET 
Web Site: http://www.epa.gov/
feddocket. Follow the instructions for 
submitting comments on the Web site. 

• Federal eRulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 

• E-mail: James.Johnson2@dhs.gov. 
Include docket number DHS–2005–0039 
in the subject line of the message. 

• Fax: 202–254–6163. 
• Mail: Department of Homeland 

Security, Attn: Science and Technology 
Directorate, James V. Johnson, 202–254–
6098, Washington DC 20528. 

Docket: For access to the docket to 
read the background documents or 
comments received, go to http://
www.epa.gov/feddocket. You may also 
access the Federal eRulemaking Portal 
at http://www.regulations.gov.
FOR FURTHER INFORMATION CONTACT: 
James V. Johnson via e-mail at 
James.Johnson2@dhs.gov, 202–254–
6098.
SUPPLEMENTARY INFORMATION: The 
FFRDC would be established under the 
authority of Section 305 of the 
Homeland Security Act of 2002, Pub. L. 
107–296. Pursuant to this section, the 
Secretary of Homeland Security, ‘‘acting 
through the Under Secretary for Science 
and Technology, shall have the 
authority to establish * * * 1 or more 
federally funded research and 
development centers to provide 
independent analysis of homeland 
security issues, or to carry out other 
responsibilities under this Act * * * .’’ 

This notice is provided pursuant to 
5.205b of the Federal Acquisition 
Regulations (FAR) to enable interested 
members of the public to provide 
comments to DHS on this proposed 
action. The potential FFRDC 
procurement will involve a Request for 
Proposals within approximately 90 days 
of the date of this notice. Upon request, 
a copy of the Request for Proposals, 
including the scope of work for the 
proposed FFRDC, will be provided to 
any interested party or parties. Contact 
the person listed in the FOR FURTHER 
INFORMATION CONTACT section, above. 

This also constitutes preliminary 
notice pursuant to section 308(c)(2)–(4) 

of the Homeland Security Act of 2002 
that DHS may establish a headquarters 
laboratory to perform the functions 
envisioned by the NBACC. As required 
under section 308(c)(3)(A) and (B) of the 
Homeland Security Act, should the 
Secretary choose to establish a 
headquarters laboratory, he will 
establish criteria for the selection of that 
laboratory in consultation with the 
National Academy of Sciences and other 
agencies and experts. The criteria so 
established will be published in the 
Federal Register. 

Further background of this potential 
establishment of the proposed FFRDC 
can be found out at the USAMRAA Web 
site, http://www.usamraa.army.mil.

Dated: May 20, 2005. 
Dr. Maureen McCarthy, 
Director, Office of Research and Development, 
Department of Homeland Security.
[FR Doc. 05–10664 Filed 5–27–05; 8:45 am] 
BILLING CODE 4410–10–P

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2005–21264] 

Collection of Information Under 
Review by Office of Management and 
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ACTION: Request for comments.

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, the 
Coast Guard intends to seek the 
approval of OMB for the renewal of one 
Information Collection Request (ICR). 
The ICR comprises 1625–0011, CG–2554 
Private Aids to Navigation Application, 
and CG–4143 Application for Class I 
Private Aids to Navigation Artificial 
Islands/Fixed Structures. Before 
submitting the ICR to OMB, the Coast 
Guard is inviting comments on it as 
described below.
DATES: Comments must reach the Coast 
Guard on or before August 1, 2005.
ADDRESSES: To make sure that your 
comments and related material do not 
enter the docket [USCG–2005–21264] 
more than once, please submit them by 
only one of the following means: 

(1) By mail to the Docket Management 
Facility, U.S. Department of 
Transportation (DOT), room PL–401, 
400 Seventh Street SW., Washington, 
DC 20590–0001. 

(2) By delivery to room PL–401 on the 
Plaza level of the Nassif Building, 400 
Seventh Street SW., Washington, DC, 

between 9 a.m. and 5 p.m., Monday 
through Friday, except Federal holidays. 
The telephone number is 202–366–
9329. 

(3) By fax to the Docket Management 
Facility at 202–493–2251. 

(4) Electronically through the Web 
site for the Docket Management System 
at http://dms.dot.gov. 

The Docket Management Facility 
maintains the public docket for this 
notice. Comments and material received 
from the public, as well as documents 
mentioned in this notice as being 
available in the docket, will become part 
of this docket and will be available for 
inspection or copying at room PL–401 
on the Plaza level of the Nassif Building, 
400 Seventh Street SW., Washington, 
DC, between 9 a.m. and 5 p.m., Monday 
through Friday, except Federal holidays. 
You may also find this docket on the 
Internet at http://dms.dot.gov. 

Copies of the complete ICR are 
available through this docket on the 
Internet at http://dms.dot.gov, and also 
from Commandant (CG–611), U.S. Coast 
Guard Headquarters, room 6106 (Attn: 
Ms. Barbara Davis), 2100 Second Street 
SW., Washington, DC 20593–0001. The 
telephone number is 202–267–2326.
FOR FURTHER INFORMATION CONTACT: Ms. 
Barbara Davis, Office of Information 
Management, telephone 202–267–2326, 
or fax 202–267–4814, for questions on 
these documents; or telephone Ms. 
Andrea M. Jenkins, Program Manager, 
Docket Operations, 202–366–0271, for 
questions on the docket.
SUPPLEMENTARY INFORMATION: 

Public Participation and Request for 
Comments 

We encourage you to respond to this 
request for comments by submitting 
comments and related materials. We 
will post all comments received, 
without change, to http://dms.dot.gov, 
and they will include any personal 
information you have provided. We 
have an agreement with DOT to use the 
Docket Management Facility. Please see 
the paragraph on DOT’s ‘‘Privacy Act 
Policy’’ below. 

Submitting comments: If you submit a 
comment, please include your name and 
address, identify the docket number for 
this request for comment [USCG–2005–
21264], indicate the specific section of 
this document to which each comment 
applies, and give the reason for each 
comment. You may submit your 
comments and material by electronic 
means, mail, fax, or delivery to the 
Docket Management Facility at the 
address under ADDRESSES; but please 
submit them by only one means. If you 
submit them by mail or delivery, submit 
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them in an unbound format, no larger 
than 81⁄2 by 11 inches, suitable for 
copying and electronic filing. If you 
submit them by mail and would like to 
know that they reached the Facility, 
please enclose a stamped, self-addressed 
postcard or envelope. We will consider 
all comments and material received 
during the comment period. We may 
change the documents supporting this 
collection of information or even the 
underlying requirements in view of 
them. 

Viewing comments and documents: 
To view comments, as well as 
documents mentioned in this notice as 
being available in the docket, go to 
http://dms.dot.gov at any time and 
conduct a simple search using the 
docket number. You may also visit the 
Docket Management Facility in room 
PL–401 on the Plaza level of the Nassif 
Building, 400 Seventh Street, SW., 
Washington, DC, between 9 a.m. and 5 
p.m., Monday through Friday, except 
Federal holidays. 

Privacy Act: Anyone can search the 
electronic form of all comments 
received in dockets by the name of the 
individual submitting the comment (or 
signing the comment, if submitted on 
behalf of an association, business, labor 
union, etc.). You may review the 
Privacy Act Statement of DOT in the 
Federal Register published on April 11, 
2000 (65 FR 19477), or you may visit 
http://dms.dot.gov. 

Information Collection Request 
1. Title: CG–2554 Private Aids to 

Navigation Application. CG–4143 
Application for Class I Private Aids to 
Navigation Artificial Islands/Fixed 
Structures. 

OMB Control Number: 1625–0011.
SUMMARY: Under the provision of 33 
U.S.C. 409, the Secretary of Homeland 
Security is mandated to prescribe rules 
and regulations for governing the 
marking of sunken vessels. This 
authority has been delegated to the 
Coast Guard who, in 33 CFR 64.11, 
requires owners of sunken vessels to 
promptly report information about the 
sunken vessel to the appropriate District 
Commander. Also, to establish or 
change ownership in a private aid to 
navigation, we require in 33 CFR 66.01–
5 that applicants complete form CG–
2554, and in 33 CFR 67.35–1 that 
applicants complete either CG–2554 or 
CG–4143. 

Need: The information on these 
private aid applications (CG–2554 and 
CG–4143) provides the Coast Guard 
with vital information about private aids 
to navigation and is essential for safe 
marine navigation. These forms are 
required under 33 CFR parts 66 and 67. 

The information is processed to ensure 
the private aid is in compliance with 
current regulations. Additionally, these 
forms provide the Coast Guard with 
information that can be distributed to 
the public to advise of new, or changes 
to, private aids to navigation. 

Respondents: Owners and operators 
of facilities and tank vessels, and 
certifying entities. 

Frequency: On occasion. 
Burden Estimate: The estimated 

burden has been decreased from 3,073 
hours to 3,000 hours a year.

Dated: May 23, 2005. 
Dr. Nathaniel Heiner, 
Acting, Assistant Commandant for 
Command, Control, Communications, 
Computers and Information Technology.
[FR Doc. 05–10693 Filed 5–27–05; 8:45 am] 
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AGENCY: Customs and Border Protection; 
Department of Homeland Security.
ACTION: General notice.

SUMMARY: The Bureau of Customs and 
Border Protection, in conjunction with 
the Department of Transportation, 
Federal Motor Carrier Safety 
Administration, is currently conducting 
a National Customs Automation 
Program (NCAP) test concerning the 
transmission of automated truck 
manifest data. This document 
announces a modification of the 
deployment schedule for this test.
DATES: The test will be operational as of 
June 1, 2005, at each port identified in 
this notice as part of the first cluster of 
ports where the test will be deployed. 
Comments concerning this notice and 
all aspects of the announced test may be 
submitted at any time during the test 
period.

FOR FURTHER INFORMATION CONTACT: Mr. 
Thomas Fitzpatrick via e-mail at 
Thomas.Fitzpatrick@dhs.gov.

SUPPLEMENTARY INFORMATION: 

Background 

The National Customs Automation 
Program (NCAP) test concerning the 
transmission of automated truck 
manifest data for truck carrier accounts 

was announced in a General Notice 
published in the Federal Register (69 
FR 55167) on September 13, 2004. That 
notice stated that the test of the 
Automated Truck Manifest will be 
conducted in a phased approach, with 
primary deployment scheduled for no 
earlier than November 29, 2004. The 
document identified the ports of Blaine, 
Washington, and Buffalo, New York, as 
the original deployment sites. 

The September 13, 2004, notice stated 
that subsequent deployment of the test 
will occur at Champlain, New York; 
Detroit, Michigan; Laredo, Texas; Otay 
Mesa, California; and Port Huron, 
Michigan, on dates to be announced. 
The notice stated that the Bureau of 
Customs and Border Protection (CBP) 
would announce the implementation 
and sequencing of truck manifest 
functionality at these ports as they 
occur. The test is to be expanded 
eventually to include ACE Truck Carrier 
Account participants at all land border 
ports, and subsequent releases of ACE 
will include all modes of transportation. 
The September 13, 2004, notice 
announced that additional participants 
and ports will be selected throughout 
the duration of the test. 

Implementation of the Test 
The test commenced in Blaine, 

Washington, in December 2004, but not 
at Buffalo, New York. In light of 
experience with the implementation of 
the test in Blaine, Washington, CBP has 
decided to change the implementation 
schedule. Buffalo, New York, will not be 
the next test site. 

The next deployment sites will be 
brought up as a cluster. One site in the 
cluster will be identified as the ‘‘model 
site’’ for the cluster. This deployment 
strategy will allow for more efficient 
equipment set-up, site checkouts, port 
briefings and central training. 

The ports identified belonging to the 
first cluster include the original port of 
implementation—Blaine, Washington. 
However, Sumas, Washington, will be 
the model port. The other ports of 
deployment in the cluster include the 
following: Point Roberts, WA; Oroville, 
WA (including sub ports); Boundary, 
WA; Danville, WA; Ferry, WA; Frontier, 
WA; Laurier, WA; Metaline Falls, WA; 
Nighthawk, WA; and Lynden, WA. 

Previous Notices 
On Monday, March 21, 2005, a 

General Notice was published in the 
Federal Register (70 FR 13514) 
announcing a modification to the NCAP 
test to clarify that all relevant data 
elements are required to be submitted in 
the automated truck manifest 
submission. That notice did not 
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